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Abstract of the contribution: This paper proposes evaluation and conclusion for Key Issue #4, in case of hosting network is an SNPN, regarding where and how a UE obtains hosting network selection information.
Discussion
This contribution proposes evaluation and conclusion for KI#4, in case of hosting network is a SNPN. It focuses on where and how a UE obtains hosting network selection information and what credential is used for the UE to access the hosting network.
This contribution lists potential architectures/business relationships between home network and hosting network or Localized service provider and propose corresponding solutions to each architecture.
Proposal
Add the following conclusion to TR 23.700-08.

*** BEGIN CHANGES ***
[bookmark: _Toc113020903]7.4.3	Evaluation for from where and how UE obtains the localized service information
UE can obtain the localized service information from application server, serving network, home network, or hosting network.
UE fetches the information from an application server (Sol #14, #28, #31).
-	When a full set of new subscription/credential is provided to UE via application server, this principle has less system impact on 5GS. But on the other hand, home network subscription/credential is utilized and the UE needs to handle co-existence of multiple subscriptions/credentials on device.
-	When the information includes a list of hosting networks and an indication that home network credential is to be used, there will be impact on network selection. Application server obtaining such information via network exposure is not necessary, since it is covered as part of the SLA between localized service provider and hosting network operator.
UE fetches the information from home network (Sol #10, #13, #14, #15, #18, #23, #24, #29, #30, #31, #33, #36).
-	This principle assumes that home network is capable of managing the localized service information data.
-	The impact is about how home network is provisioned with the localized service information data, and how UE is provisioned by the home network.
-	Most of the solutions following this principle propose that the home network provides the localized service information to UE via SoR procedure in combination with the principle that the localized service information is constructed based on a priority list for (hosting) network selection as described in clause 7.4.2.
-	Some solutions assumed that the SoR-AF within the home network should be involved as the data source and the mechanism regarding how SoR-AF obtains such data should be out of 3GPP scope.
-	Since SoR procedure is mainly used for network discovery and selection, it is not suitable to be extended to provision UE with data more than required for the UE's actual network discovery and selection.
-	Sol #24 proposes another variant for UE to fetch the information from home network, that is via home network UDR and new UE policy. UE policy has the potential to include necessary data of the localized service, and possibility to be extended in the future. The new UE policy can be delivered to UE by PCF in home network, or PCF in serving network using N24.
UE fetches the information from serving network (Sol #11, #12, #24, #27, #32).
-	This principle assumes serving network (either home network or another network which UE is accessing using home network credential) is capable of storing the localized service information data.
-	The impact is about how serving network is provisioned with the localized service information data, and how UE is provisioned by the serving network.
-	Some solutions following this principle proposes to use AMF/SMF in serving network to store the localized service information data. In this case, the provisioning to serving network is based on configuration which has less impact, but it requires the UE is served by the correct AMF/SMF configured with such information (e.g. UE is located in the overlapping area where the hosting network is available) or requires all the AMF/SMF in the serving network are configured with such information. The data is provisioned to UE via MM NAS or SM NAS message (it is TBD which procedures/messages are impacted).
-	Other solutions following this principle, proposes to use UDR in the serving network to store the localized service information data as application data for any UE registered to the serving network. This enables the flexibility that if the serving network is not the home network, UE can obtain localized service information data from either the serving network, or from the home network, or from both. The impact is to extend service specific parameter provisioning for the serving network to receive the data (see TS 23.502 [4] clause 4.15.6.7) and new UE policy to provide the data to the UE.
UE fetches the information from hosting network (Sol #22, #26, #34).
-	This principle assumes a hosting network is selected prior to a localized service is selected, since the localized services information arrives later from the hosting network. It can happen that the fetched information is not interesting for the end user.
-	The impact is to extend broadcast with capability for localized service, new on-demand SIB, or code for URL. Another impact is to deliver localized service information via registration reject/accept message.
NOTE:	Privacy aspect needs to be evaluated by WG SA3.
-	This principle implies that in some scenarios the UE needs to suspend the connection with serving network when getting information from hosting network, which can cause service interruption.
There are different triggers to provision the information to UE:
-	UE request as trigger (Sol #11, #13, #15, #24, #27, #32, #34).
-	UE location as trigger (Sol #11, #12, #27, #32).
-	UE subscription data change via external parameter provisioning as trigger (Sol #14, #23).
-	UE Steering of Roaming information update (SoR based solutions).
UE request as trigger assumes UE/end user is aware of the desired localized services. UE location as trigger requires the serving network is aware of which hosting network is available in which serving network tracking areas, and the information sent to UE is unsolicited. UE subscription data change and SoR based solutions restrict the information source to home network only.
There are different architectures/business relationships between home network and hosting network or Localized service provider. 
· Business relationship / roaming interface exists between home network and hosting network or Localized service provider.
· In this scenario, the home network knows about the hosting network or the Localized services. Therefore, it is reasonable for the home network to provision obtain hosting network information/localized service information to the UE.
· Moreover, UE can use its home network credentials to access hosting network.
· To allow flexible deployment and use of Localized service, it would be benefit to allow update the above information to the UE timely, after the UE requesting for the Localized service. The UE can request via OTT, then LSP can notify the home network of the UE to send the above information to the UE.

· No business relationship / roaming interface between home network and hosting network. 
In this scenario, the home network does not know about the hosting network or the Localized services directly. There are two sub-scenarios regarding the business relationship between visiting network and hosting network or Localized service provider:
· Business relationship / roaming interface exists between visiting network and hosting network or Localized service provider 
· In this scenario, the visiting network knows about the hosting network or the Localized services. Therefore, UE can obtain hosting network information/localized service information from the visiting network. In order to enable control from home network, home network authorization is required before sending the information to the UE.
· In this scenario, UE cannot use credentials from home network to access hosting network. Therefore, other credentials e.g. default credentials can be used to access hosting network.
· No business relationship between visiting network and hosting network/ Localized service provider
In this scenario, neither home network or visiting network know about the hosting network or the Localized service. The UE can only obtain hosting network information/ localized service information from hosting network or the Localized service provider.
· UE obtains localized service information from hosting network
· in this scenario, manual network selection is used for hosting network discovery and selection;
· default credentials are used for the first time accessing to hosting network;
· credentials of hosting network can be provision to the UE.
· UE obtains hosting network information/ localized service information from Localized service provider
· In this scenario, the UE may also obtain the following information from the Localized service provider:
· default credentials to access hosting network;
· credentials to access localized service from the Localized service provider;
· configurations to access localized service from the hosting network;
· The above procedure is considered as OTT solution and would have no standard specifications.
Although the first scenario (i.e. Business relationship / roaming interface exists between home network and hosting network or Localized service provider) is considered as the main scenario, it would be benefit to consider the other scenarios to support flexible deployments of hosting networks.
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Editor's note:	Conclusions for Key issue #4 are FFS.
8.4.X	Conclusions for the scenario where hosting network is a SNPN
Regarding where and how the UE obtains the hosting network selection information:
The UE obtains the hosting network selection information from the home network. The home network sends the updated hosting network selection information to the UE when it receives notification trigger from the Localized service provider. This notification trigger can be done via SLA establishment (without specification description) or by external parameters provisioning.
The UE may obtain the hosting network selection information from a visiting network. Home network authorization is required before the visiting network sends the information to the UE.

Regarding the credentials used to access the hosting network:
If the UE obtains hosting network selection information from the home network, the UE uses the home network credentials to access the hosting network.
If the UE obtains hosting network selection information from a visiting network, the UE uses default credentials to access the hosting network. The default credential(s) is used to access the hosting network.
The UE may perform manual network selection to access into a hosting network. Default credentials are used for the first time accessing to hosting network. The hosting network may provision credentials of hosting network to the UE during registration procedure.
*** END CHANGES ***
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