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Abstract of the contribution: This paper proposes evaluation and conclusion for Key Issue #4, in case of hosting network is a PNI-NPN.
Discussion
A hosting network can be a PNI-NPN or a SNPN. 
According to current specifications, PNI-NPN is provided by PLMN, and only PLMN UE (i.e. home network is a PLMN) can access to PNI-NPN. In the other hand, R17 supports a UE to access a SNPN with PLMN or SNPN credentials. Therefore, solution for PNI-NPN and SNPN may be different.
This contribution proposes evaluation and conclusion for KI#4, in case of hosting network is a PNI-NPN.
Proposal
Add the following conclusion to TR 23.700-08.

*** BEGIN CHANGES ***
7.4.X	Evaluation for the scenario where hosting network is a PNI-NPN
· For credentials used for accessing hosting network:
All the solutions propose to use home network credentials are used to access hosting network. Roaming interface between hosting network and home network is needed to support primary authentication procedure.

· For hosting network selection information provision to the UE:
All the solutions propose to send Allowed CAG ID list to the UE.
Solution #10, #12, #23, #32, #43 propose to reuse Allowed CAG ID list provided from the home network. 
Solution #11 and #27 proposes that the serving network provides Localized Service Information to the UE. The impact includes configurations in the AMFs in the serving network (home network and visiting networks) with Localized Service Information.
· Potential enhancement to Allowed CAG list:
Solution #10 proposes to enhance the Allowed CAG list by including Validity time period and Location. It is also clarified that Location information for Allowed CAG list only needed if PNI-NPN as hosting network can be a subset of a CAG.
Solution #12 clarify that the CAG cell(s) are inherently associated with location or spatial validity condition(s) and hence additional spatial validity condition is not required to be provided with Allowed CAG list. Network Slice Selection Policy (NSSP) could be associated with hosting network specific time validation criteria.

· For localized service information provision to the UE:
Solution #11, #27 and #32 proposes to send Localized Service Information to the UE.
They all proposes to include Localized Service Name and Validity condition. Solution #11, #27 also propose to include LADN DNN used in the hosting network.

· For triggers of sending hosting network selection information/localized service information to the UE:
· UE request as trigger (Sol #11, #27, #32).
· UE location as trigger (Sol #12).
· UE subscription data change via external parameter provisioning as trigger (Sol #14, #23, #43).
To allow flexible deployment and use of Localized service, it would be benefit to allow the UE to request for the Localized service then the home network can update the corresponding information to the UE (e.g. Allowed CAG ID list, S-NSSAI, DNN, potential URSPs, etc.) The UE can request via NAS, the network can authorize the request, optionally with confirmation with the LSP. The UE can also request via OTT, then LSP can notify the home network of the UE to send updated information to the UE.

· For how the UE uses the hosting network selection information/localized service information:
· Solution #10 and #23 propose that when the validity information is met in the Allowed CAG list, the corresponding CAG ID is considered for selection.
· Solution #11 and #27 propose that the UE shall use the Allowed CAG information only when the UE access the hosting network for the Localized service.
· Solution #32 proposes that UE may start searching and accessing the CAG cell that supports the local service by manual input or based on service available time.

· For whether home network is a PLMN or SNPN:
· Solution #27 includes a scenario where Home network is a SNPN and hosting network is a PNI-NPN. Therefore, a UE can access a PNI-NPN using SNPN credentials.

According to the current specifications, when the visiting network is a PLMN, the home network shall be a PLMN. (Due to that a SNPN UE cannot access to a PLMN using SNPN credentials) 
If business relationship exists between the two PLMNs (supporting hosting network and home network), it is also reasonable to assume that the home network knows about the CAG ID of the hosting network. Therefore, the existing mechanism of providing Allowed CAG list from the home network can be reused for sending hosting network information to the UE.
The proposed Localized service information includes Localized service ID. Existing identifies used to identify a service supported in a PNI-NPN include S-NSSAI, DNN. 
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Editor's note:	Conclusions for Key issue #4 are FFS.
8.4.X	Conclusions for the scenario where hosting network is a PNI-NPN
Regarding what credentials are used for accessing a PNI-NPN hosting network:
Only PLMN UEs can access a hosting network which is a PNI-NPN. When the UE requests to access the hosting network, the home PLMN credential(s) is used during authentication procedure.
Regarding what, where and how the hosting network selection information is sent to the UE:
If hosting network is identified with CAG ID, the UE obtains the Allowed CAG list from the home network as per clause 5.30.3.3 TS 23.501[3], including the following differences:
-  The Allowed CAG list is extended with Validity time period.
The home network may send the updated Allowed CAG ID list to the UE upon receiving a notification from the Localized service provider that the UE is provisioned with credential for accessing the Localized service. 
The UE may request for the Localized service from the serving network. The home network can send the updated Allowed CAG list to the UE after authorizing that the UE is allowed to access the Localized service.
Regarding how the UE uses the hosting network selection information:
Rel-17 automatic selection defined in TS 23.501 [3] applies with one additional enhancement: 
-  The UE only considers an entry in the Allowed CAG list valid if and while all conditions for that entry are met.


*** END CHANGES ***
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