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Abstract of the contribution: This contribution proposes updates to Sol#16 to resolve Editor’s notes. 
Discussion 
There are a few editor’s notes in sol#16. Below we propose how to address some of them:
Editor’s note #1:

Editor's note:
It is FFS how to support traffic forwarding between UPFs served by different SMFs in the case that the UPF doesn't support Provider Edges (PEs).
It is clarified that N19 based forwarding can be used between UPFs served by the same SMF and not supporting PE functionality. Deployments where only a subset of the UPF served by an SMF is using PE functionality (including cases where a single UPF per SMF is supporting PE functionality for the 5GVN). The other UPFs could use N19. 

Editor’s note #2:

Editor's note:
It is FFS whether it needs update the pre-configurations for Provider Edges (PEs) on existing UPFs if there is a newly deployed UPF that supports PE for a 5G VN.
The existing IP/E-VPN solutions support several different deployment scenarios and options. In some cases (e.g. full mesh) there is a need to update existing UPFs when a new UPF is added to the VPN. In other deployments (e.g. hub-and-spoke) this is not needed. 

Editor’s note #3:

Editor's note:
It is FFS how to perform SMF discovery and selection in the case of multiple SMF sets if used in conjunction with sol#3.
There should be no impact to SMF discovery and selection in case multiple SMF Sets are used. AMF performs SMF selection as per existing specifications. This EN can therefore be removed. 

Proposal

It is proposed to update TR 23.700-74 as follows:
**** First Change ****

6.16
Solution #16: Use of N6 interconnect for 5G VN with multiple SMFs

6.16.2.3
N6 overlay

In this deployment the N6 interface is running over an underlying transport network, similar to how N3, N9 and N19 GTP-U tunnels are running over an underlying transport network. The N6 network (DN) is in this case a virtual (overlay) network created on top of a (underlay) transport network. This is a common deployment today and there are multiple well-established technologies for handling packet transport and routing/bridging in such deployments, including IP VPNs (or L3VPNs) and E-VPNs. Both IPVPN and EVPN are standardized by IETF in a number of RFCs. There are several other VPN technologies available, and different technologies may fit different operator deployments. The intention is not to standardize a specific VPN solution in 3GPP (examples of VPN solutions could however be made).

Forwarding between UEs served by different SMFs is done via the VPN. Forwarding between UEs served by the same SMF may (optionally) utilize N19 tunnels, as per rel-17. This is further illustrated in Figure 2 where the Provider Edge (PE) router functionality is shown. The solution also supports communication with hosts/servers on the DN, if needed. To enable connectivity with networks on the DN, "standalone" PE routers can also be included in the VPN (as shown in the figure 2). This is however optional and if only UE-to-UE communication is desired, separate PE routers are not needed. The figure shows a single separate PE, but there may be multiple PEs in the VPN.

Since the IP/E-VPN is a virtual network running over an underlay IP network, the routers in the underlay transport network have no visibility into VPN tunnels, they simply provide connectivity from one PE router to another, similar to how it works for GTP-U.

The UPFs participating as Provider Edges and supporting a specific DNN/S-NSSAI corresponding to a 5G VN group associate this DNN/S-NSSAI with the corresponding VPN e.g. via configuration between the network instance associated with the 5G VN group and the relevant VPN information, such as information about peer PE(s) or information on how to get the necessary connectivity to the peer PE(s).

Not all UPFs in a 5G VN need to support PE functionality. As described below, at least one UPF per SMF need to support PE. UPF(s) not supporting PE can use N19 and local switch as per Rel-17. UPFs participating as Provider Edges (PEs) need to be provided with information about the IP/E-VPN (e.g. per UPE/PEs etc.). This is typically done by O&M. Even if this can be done dynamically, i.e. adding and removing a UPF/PE from the IP/E-VPN, it is typically not coordinated with the establishment and release of PDU Sessions. It is possible for the operator to pre-configure relevant UPF/PEs in advance irrespective of the number of PDU Sessions. It can be noted that even for 5GVNs, UPFs need to be configured with other information such as network instance values. UPF/PEs that are part of the VPN but have no active PDU Sessions will still maintain the IP/E-VPN information but may decide to not announce any routes (using BGP) or MAC addresses (using RSTP) and will thus not attract any UE traffic. When a first PDU Session is served by a UPF, the UPF announces routes / MAC address as needed. 
IP/E-VPN solutions support different VPN topologies. One example is full-mesh where all UPF/PEs are connected to each other. If a new UPF is added to the VPN for a 5G VN, the existing UPF/PEs in the VPN need to be updated to accommodate the new UPF/PE. How this can be done dynamically is explained in clause 6.16.2.5. Another option is hub-spoke model (sometimes called star network) that has a central “hub” UPF/PE that is connected to multiple “spoke” UPF/PEs around it. In case a new “spoke” UPF/PE is added only the “hub” UPF/PE needs to be made aware of the new spoke UPF/PE, reducing the need for full mesh. All these deployment scenarios are existing and well-proven VPN topologies and there is no need for 3GPP to re-invent. When UPFs not participating in the VPN is added, e.g. as shown in Figure 6.16.2-3, there is no impact to the UPF/PEs. 
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Figure 6.16.2-2: Traffic forwarding between UEs served by different SMFs via IP/E-VPN
If a UPF does not support the VPN solution (i.e. cannot act as PE), then the SMF can use N19 tunnelling to ensure that traffic to/from the UEs served by such UPF. This is illustrated in the Figure 6.16.2-2 above where one UPF served by the SMF to the left is not participating in the VPN. In this case N19 based forwarding is used with UPFs supporting PE functionality. It is even possible that each SMF only uses a single UPF in the 5GVN acting as PE, while the other UPFs use N19 as per rel-17. In this case the N6 VPN is only used to forward “inter-site” traffic between UPFs served by different SMFs. Such deployment is illustrated in Figure 6.16.2-3 below.

[image: image2.emf]UE

UE UE

UE

N19 tunnels

N4

VPN tunnels

UE

UE

UPF

SMF

PE

PE

UE

UE

UPF UPF

SMF

UPF

UPF UPF

PE

SMF

UPF


Figure 6.16.2-3: Example scenario with single UPF per SMF supporting PE functionality.

To support such scenario the SMF installs PDRs as follows:
- 
For UE-to-UE traffic between IP/MAC addresses served by an SMF, the SMF installs N4 rules as per rel-17 (e.g. local switch and N19 forwarding). 

- 
For traffic to unknown IP/MAC destination addresses is handled as per rel-17 with the following modifications:

o 
For a UPF that does not support PE functionality: To handle traffic to an unknown destination address, since there is no N6 interface, the SMF installs PDR in the 5GVN group-level N4 session with source interface “internal” and FAR directing the traffic to N19 tunnel corresponding to a UPF with PE functionality. 

o 
For a UPF supporting PE functionality: To handle traffic from N19 to an unknown destination address, the SMF installs PDR in the 5GVN group-level N4 session with source interface “internal” and FAR directing the traffic to N6 (i.e. the VPN). To handle traffic from N6 (i.e. VPN) to a UE served by a different UPF, the SMF installs PDR in the 5GVN group-level N4 session with source interface “internal” and FAR directing the traffic to N19 tunnel corresponding to the UPF serving the UE.
The SMF may determine what UPF(s) support PE functionality for a 5GVN based on the network instance(s) supported by a UPF, as provided in the UPF NF profile form NRF or during N4 Association Setup. 

**** End of Changes ****
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