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Abstract of the contribution: This paper removes two ENs in KI#2 conclusions and closes gaps related to Group ID and SSID/BSSID when used as Filter.
1	Introduction
This pCR addresses the following EN in conclusions for KI#2:
Editor's note:	When a SMF is doing a third-party subscription on behalf of the final consumers of UPF notifications, it is FFS whether SBI and/or PFCP (TS 29.244 [8]) is used for interaction with UPF.
In SA2#152e, several UPF event exposure events were agreed. When a SMF is doing a third-party subscription on behalf of the final consumers the interaction mechanism between UPF and SMF could be different depending on the event. Analysis follows for each of the events agreed:
QoS monitoring:
From Rel’16, based on PCCs that consider an AF subscription, SMF can include Session Reporting Rules in PFCP PDU Session Establishment/Modification to request QoS flow delay measures to UPF. Rel’17 has specified UPF event exposure service and QoS monitoring event and, for that, Rel’16 rules have been enhanced to include AF/NEF contact information for direct report by UPF. For Rel’18, it would be possible to add control data for the new QoS flow performance measures and have PFCP in the SMF-UPF interaction. 
In fact, considering that QoS flows are identified within a PDU Session, and QoS flow performance data collection may require understanding the session UP paths and interacting with AN, subscription to this UPF event can be defined to be done always indirectly via SMF. Then, SMF is the only direct consumer and, for this event, subscription over PFCP suffices. 
UserDataUsageMeasures
This is a new event. It is used for UPF data collection by NWDAF for several network analytics. Subscription request to this event may resemble Usage Reporting Rules in PFCP session procedures. However, needs of exposure already divert from those of policy and charging. If PFCP was used, new rules for exposure would be needed.
We need to also consider that subscription to this event can meet exception criteria for consumer direct subscription to UPF, which requires specifying an SBI based direct subscription to UPF. Going for PFCP in the SMF-UPF interaction means we are specifying a subscription to this event based on PFCP for SMF only, and an SBI based subscription for rest of consumers. However, it is possible to have only an SBI based subscription to the event if SBI is used in the SMF-UPF interaction too.
UserDataUsageTrends
This is a new event. It will be used for UPF data collection by NWDAF for Rel’17 User Data Congestion network analytic. There are not synergies with PFCP Usage Reporting Rules. Again, If PFCP was used, new rules for exposure would be needed. 
Then, Subscription to this event does not seem to meet exception criteria for consumer direct subscription to UPF. User data Congestion analytic does not have an “AnyUE” option. But nothing prevents such combination will exist in the future. If an SBI based subscription is defined now to be used by SMF, it will be reusable by rest of consumers, preventing system needs multiple mechanisms for same thing in the future. 
Proposal: 
Define one single subscription mechanism for each UPF event exposure as follows:
-	Event: QoS monitoring. Subscription is always indirect via SMF. UPF and SMF interact using PFCP.
-	Event: UserDataUsageMeasures. SBI based subscription operation can be used by SMF and other allowed direct consumers when direct subscription can be applied.
-	Event: UserDataUsageTrends. SBI based subscription operation can be used by SMF and other allowed direct consumers when direct subscription can be applied.
Then, the following EN in conclusion KI#2 is also addressed :
Editor's note:	The following part is FFS "Both UserDataUsageMeasures and serDataUsageTrends events provide measurement context (for example, time stamps for the packets and the measures) and information of the PDU Session. When the information refers to an application, the Application Id or Packet Filter Set is included".
In SA2#152e, the following events were agreed:
-	Event: UserDataUsageMeasures. This event provides information of user data usage of the User PDU Session (information listed in Solution #7, clause 6.7.2).
-	Event: UserDataUsageTrends. This event provides statistical measurements (information listed in Solution #7, clause 6.7.2).
Where Information listed in Solution #7 describes, beside measurements, the following:
“Both events provide measurement context (for example, time stamps for the packets and the measures) and information of the PDU Session. When the information refers to an application, the Application Id or Packet Filter Set is included.”
One of the examples may be interpreted as time stamp of every packet contributing to the measurement needs be provided, which is likely not needed. Also, when certain information e.g. the Application Id is included in the subscription request it is part of the context in the consumer and not needed in the response. 
Proposal: rephrase the text in Solution #7 and remove the EN in conclusion part.
In addition, this contribution addresses two cases of subscription to UPF exposure events that has not been covered: 
-  Subscriptions targeting several UEs identified by the Group Identifier.
-  Subscriptions including as filter SSID/BSSID.
And it also corrects one subcase for direct subscription to UPF. It is not possible to target “AnyUE” and “a specific data flow” at the same time, therefor, this case does not need to be captured. A specific data flow is defined by a 5-tuple and it is bound to a PDU session and a specific user.
Proposal: update bullets 2 and 6 in KI #2 conclusions to cover them.
2	Proposal
Update TR 23700-62 as follows:
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This solution extends the Rel-17 UPF Event Exposure service with two new events for the collection of information of user data usage of the User PDU Session:
-	One event provides measurements, and it will be referred to as UserDataUsageMeasures along the solution and can include following information:
-	Volume Measurement: measures of data volume exchanged (UL, DL and/or overall) and/or number of packets exchanged (UL, DL and/or overall) with or without application granularity. This measurement can also include number of packets transmitted for applications where that is possible to differentiate.
-	Throughput Measurement: measures of data throughput (UL and DL) measures aggregated for the PDU Session or per application.
-	The other event provides statistical measurements, and it will be referred to as UserDataUsageTrends along the solution and can include following information:
-	Throughput Statistic Measurement (average and/or peak throughput) over the measurement period for the PDU Session or per application.
Both events provide measurement context (for example, time stamps for the packets and the measures the measurement period) and information of the PDU Session. When the information refers to an application, theonly to certain traffic, an identifier e.g. Application Id or Packet Filter Set ismay also be included.
This solution defines a UPF Event Exposure Subscription operation that consumers can use to subscribe to UPF Event Exposure service for the two new events, UserDataUsageMeasures and UserDataUsageTrends. Subscription can be for a UE, "Any_UE", or a specific PDU Session. The Event Subscription includes filters for the data collection, and measurement, event reporting and notification control information like which data that is requested and with which granularity (for the PDU Session or for an Application within the PDU Session).
In this solution, the subscription to UPF does not have any impact on UPF packet matching procedure and it does not degrade the performance of UPF user plane traffic handling. When for exposure the UPF traffic differentiation in the User PDU Session is according to the packet detection rules that have been installed for each PFCP session by SMF, when measurements are requested for an/per application, UPF considers for the measurements of a User PDU Session and App Id only the traffic that is matching a PDR which has that App Id.
The event notifications are sent to the consumer according to the notification control information received in the subscription to the event.
This solution satisfies following Rel-16-Rel-17 NWDAF Analytics UPD Data Collection needs as follows:
-	NF Load: UserDataUsageMeasures event with Volume Measurement (see NOTE 1) accumulated for the PDU Session.
-	User data Congestion: UserDataUsageTrends event with Throughput Statistic Measurement with per application or IP Packet Filter Set measures over a measurement period.
-	UE Communications: UserDataUsageMeasures event with Volume Measurement and Throughput Measurement with per Application or IP Packet Filter Set measures or with PDU Session aggregated measures for a UE_communication (see NOTE 2).
-	WLAN Performance analytics: UserDataUsageMeasures event with Volume Measurement and Throughput Measurement measured for a PDU Session.
-	Dispersion: UserDataUsageMeasures event with Volume measurement and per application or IP Packet Filter Set measures (they are exclusive) or with PDU Session aggregated measures.
NOTE 1:	The solution defines the Volume Measurements with similar definition as in the Traffic Usage Report.
NOTE 2:	UE Communication definition may imply measuring periods are defined, for example, in relation to application activity/inactivity.
UPF reporting related with Delay measurements, and in general measurements related to QoS Flows is not addressed by this solution.

********** End Change*************
********** Next Change*************
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The following interim conclusions are proposed for KI#2:
1.	Subscription to UPF events via SMF is the rule except for the cases listed in bullet 2; Subscription via SMF means the final consumer of UPF event notifications sends the subscription request to the SMF and then the SMF is doing a third-party subscription onto UPF on behalf of this final consumer. Conversely the notifications are directly sent by the UPF to the final consumer of UPF notifications.
NOTE 1:	Optimizing notifications is more important than optimizing subscriptions.
NOTE 2:	Subscriptions related with AoI are handled by SMF that subscribe/unsubscribe to the relevant UPF(s) on behalf of the final consumer based on whether the UE is in the target AoI. This allows the UPF not having to determine the AMF where to subscribe for UE presence in the AoI.
NOTE 3:	For event subscriptions requiring interactions with 5G AN, a solution where the UPF event consumer would directly subscribe to UPF and then UPF would ask SMF to send N2 SM signalling to 5G AN would be more complex and not bring advantage.
2.	Direct subscription to UPF (i.e. not requiring third party subscription to UPF via SMF) shall be possible for data collection where UPF is the source as defined in TS 23.288 [5], i.e. the following cases:
A.	TS 23.288 [5] Table 6.5.2-2: Data collected by NWDAF for UPF load analytics recalled in item 2 of Annex A of the TR.
B.	For analytics targeting "any UE" (possibly for specific DNN and or slices) and not related with an AoI and/or BSSID/SSID with a specific data flow.
NOTE 4:	This can relate to use cases such as Data collected by NWDAF for UPF load analytics, User Data Congestion Analytics, Data Volume dispersion analytics, WLAN performance analytics.
Editor's note:	Whether other direct subscriptions are possible is FFS.
3.	
Editor's note:	When a SMF is doing a third-party subscription on behalf of the final consumers of UPF notifications, it is FFS whether SBI and/or PFCP (TS 29.244 [8]) is used for interaction with UPF.
34.	In Rel18:
A.	the only defined consumers of UPF event SUBSCRIBE are SMF, and NWDAF.
B.	the only defined consumers of UPF event notifications are AF/NEF, TSNAF/TSCTSF and NWDAF.
Editor's note:	Whether AF/NEF can directly subscribe to UPF is FFS.
45.	UPF event exposure Service description: This service provides events related to PDU Sessions towards consumer NF. The service operations exposed by this service allow other NFs to subscribe and get notified of events happening on UPFs.
	The following events may be subscribed by a NF consumer:
-	Event: QoS monitoring. This event provides QoS Flow level performance information (information listed in Solution #8, clause 6.8.2).
-	Event: UserDataUsageMeasures. This event provides information of user data usage of the User PDU Session (information listed in Solution #7, clause 6.7.2).
-	Event: UserDataUsageTrends. This event provides statistical measurements (information listed in Solution #7, clause 6.7.2).
5.	The subscription mechanisms for the defined UPF event exposure events are as follows:
-	Event: QoS monitoring. Subscription is always indirect via SMF. UPF and SMF interact using PFCP.
-	Event: UserDataUsageMeasures. SBI based subscription operation can be used by SMF and other allowed direct consumers when direct subscription can be applied.
-	Event: UserDataUsageTrends. SBI based subscription operation can be used by SMF and other allowed direct consumers when direct subscription can be applied.

Editor's note:	The following part is FFS "Both UserDataUsageMeasures and serDataUsageTrends events provide measurement context (for example, time stamps for the packets and the measures) and information of the PDU Session. When the information refers to an application, the Application Id or Packet Filter Set is included".
6.	To determine which SMF to contact the final consumer of UPF events proceeds as follows:
-	If the event targets any UE, the final consumer of UPF events looks up the NRF to discover all suitable SMF(s) (e.g. SMF(s) that serve the target combination of DNN and S-NSSAI).
-	If the event targets a unique UE identified by its SUPI, the final consumer of UPF events sends Nudm_UECM_Get_Request (SUPI, type of requested information set to SMF Registration Info and the S-NSSAI and DNN) to UDM to get the SMF ID serving the target UE.
Editor's note:	If the consumer of NWDAF service doesn't provide the necessary parameters to NWDAF, for example, the DNN, S-NSSAI (these parameters are optional for NWDAF service defined in TS 23.288 [5]), how to discover the SMF in any UE situation without these parameters is FFS.
-	If the event target are UEs identified by a Group Identifier, the final consumer of UPF events sends Nudm_SDM_Get_Request to UDM and requests the list of SUPIs that correspond to the Group ID. Final consumer then proceeds with these SUPIs as described above to get SMF ID serving each UE identified by one of received SUPIs.
7.	For the UPF data collection, the event subscription includes Reporting suggestion information as described in Sol#14, which is used to assist the UPF event notification. Per Reporting suggestion information UPF can concatenate several notification messages to the same notification endpoint in one notification message.

********** End Changes*************
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