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1. Introduction
[bookmark: _Toc352077766]This paper introduces some updates to the conclusions for KI#3
2. Discussion
There are 4 ENs under the conclusions for KI#3

Editor's note:	If there is other possible PIN related information needed will be decided on the final conclusion.
For this EN, it’s mainly related to the PIN management. For PIN discovery, PIN communication and PIN authorization related information, they shall be addressed in KI#2, KI#4 and KI#5. Based on the solutions provided for this KI, it can be seen that PIN management handling is an issue addressed inside the PIN and there is no further need for 5GC to be aware of the PIN management. 
Editor's note:	Whether UE's subscription data should contain authorization information, and how this information is used in the 5GC is FFS.
For this EN, based on the assumption in the SID, it’s assumed both PEGC and PEMC are 3GPP UEs. For a UE to be able to act as PEGC or PEMC, it can be authorized via subscription data. The AF for PIN may provide information to UDM. However, this related to authorization and shall be addressed in KI#5.
Editor's note:	Whether AF information needs to be stored in UDR for the case, e.g. when UE change PEMC UE, or user's PEMC UE is recovered, etc. is FFS.
For this EN, PIN management is an issue addressed inside PIN as indicated above. 5GC can be used to authorise if a UE can act as PEGC or PEMC. The AF can provide parameters and policy related info to 5GC (e.g. PCF/UDM/UDR) based on existing procedures for PIN communication, PIN authorization as concluded for KI#4 and KI#5. There is no need for 5GC to be involved in PIN management.
Editor's note:	Whether AF or 5GC NF will be involved in PIN/PINE management depends on the conclusion of KI#1 (whether the architecture of PIN contains the PIN AF or existing 5GC NF).
For this EN, it shall be addressed in KI#1.

Based on above, it’s proposed to support the conclusion updates below for KI#3.

3. Proposal
[bookmark: _Toc510607499][bookmark: _Toc518306733]This paper proposes the following conclusion points to TR 23.700-88 clause 8.1.  

* Start of change * 
[bookmark: _Toc113003480]8.3	Conclusion on Key Issue #3
The following interim principles are agreed for Key Issue #3 "Management of PIN and PIN Elements":
1)	PEMC is responsible for PIN Element management (e.g. add/remove the PINE/PEGCs, etc.) and PIN management (e.g. create/modify/delete/activate/deactivate a PIN, etc.). For PIN management the PEMC may communicate with the AF for PIN via user plane and this communication based on application layer implementation, which is not specified by SA2.
	- PIN and PINE management is handled within the PIN network which consists of PINE, PEGC, PEMC and AF for PIN.
	- PIN and PINE management is out of the scope of SA2.
Editor's note:	If there is other possible PIN related information needed will be decided on the final conclusion.
Editor's note:	Whether UE's subscription data should contain authorization information, and how this information is used in the 5GC is FFS.
2)	When communicating between a PEMC and a PINE behind a PEGC, via 5GC and the communication requires the PEGC, or when communication between PINEs requires multiple PEGCs and 5GC, the existing functionalities in 5GS for routing the traffic of the communications via UPF(s) can be applied if available.
Editor's note:	Whether AF information needs to be stored in UDR for the case, e.g. when UE change PEMC UE, or user's PEMC UE is recovered, etc. is FFS.
Editor's note:	Whether AF or 5GC NF will be involved in PIN/PINE management depends on the conclusion of KI#1 (whether the architecture of PIN contains the PIN AF or existing 5GC NF).

* End of changes * 




