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1.	Discussion
1.1	Overview of KI#2
The objective of key issue 2 in TR 23.700-85 is to address WT#4 in the SID: whether and how the network can be made aware when the UE enforces URSP rule for a traffic and investigate whether and what actions the 5G network can perform.
KI#2 lists the following aspects to be studied:
1. Whether and how the 5GC can be made aware whether or when the UE enforces a URSP rule to route an application traffic to a PDU Session based on the URSP rule provisioned by 5GC.
2. Whether there are any actions the 5GS can take after 5GC is aware whether the UE enforces a URSP rule for specific application traffic or not. If any, what action 5GC should take?
3. As well as a NOTE regarding user privacy: “User privacy needs to be considered when defining solution (e.g. 5GC will know if a user started/stopped “any” application)”.
Regarding the meaning of “enforce”, the word refers to whether “a law or rule is obeyed”, i.e. the routing of UE traffic in the way expected by the network based on the content of the URSP rule.
Observation 1: KI#2 covers both of the following aspects:
· “Whether and how the 5GC can be made aware whether the UE enforces a URSP rule to route an application traffic to a PDU Session based on the URSP rule provisioned by 5GC” and 
· “Whether and how the 5GC can be made aware when the UE enforces a URSP rule to route an application traffic to a PDU Session based on the URSP rule provisioned by 5GC”.
1.2	Overview of current URSP enforcement
As per TS 23.503, clause 6.6.2.3., for every newly detected application the UE evaluates the URSP rules in the order of Rule Precedence and determines if the application is matching the Traffic descriptor of any URSP rule. When a URSP rule is determined to be applicable for a given application, the UE shall select a Route Selection Descriptor within this URSP rule in the order of the Route Selection Descriptor Precedence.
As per TS 24.526, if the traffic descriptor of this URSP rule includes any component which is not recognized by the UE, the UE shall skip this URSP rule when evaluating the URSP rules to associate an application with a PDU session
The folllowing Traffic Descriptors (TDs) are defined:
· Application descriptor
· IP descriptors
· Domain descriptors
· Non-IP descriptors
The list of parameters currently supported can be found in TS 24.526, Table 5.2.1.
If the UE determines that there is more than one existing PDU Session which matches (e.g. the selected Route Selection Descriptor only specifies the Network Slice Selection, while there are multiple existing PDU Sessions matching the Network Slice Selection with different DNNs), it is up to UE implementation to select one of them to use.
If none of the existing PDU Sessions matches, the UE tries to establish a new PDU Session using the values specified by the selected Route Selection Descriptor.
When enforcing a URSP rule, a UE:
a) Selects an existing, matching PDU session among all matching, existing PDU sessions or
b) if no matching PDU session exists, it establishes a new PDU session.
Observation 2: Enforcement of a URSP rule can result in the establishment of a new PDU session and routing of the application traffic via the newly-created PDU session, but also on the routing of the application traffic via an existing PDU session
There are no restrictions regarding several URSP rules mapping to the same PDU session. While TS 23.503 defines the UE procedure for associating applications to PDU Sessions based on URSP, whereas the the UE associates the application to a PDU Session (i.e. not „several PDU sessions“), there is no limitation regarding how many applications can be associated to a PDU session (e.g. several applications using a given S-NSSAI).
Observation 3: A given PDU session may transport data routed by several URSP rules.
1.3	Use of only network-based detection
Without additional information provided by the UE or the application, traffic detection is basically limited to a tuple-based detection. In order to be usable for URSP rules in general, it would need to cover the cases covered by possible TDs.
Observation 4: Without UE assistance, traffic detection cannot cover all types of URSP rules.
Furthermore, traffic detection applied to the whole of the traffic from each UE uses a large amount of resources and consumes a lot of energy, which goes aginast the guidance on Energy Efficiency received from SA Plenary (SP-211621).
Observation 4bis: Use of only network-based detection goes against the guidance on Energy Efficiency.
Further complicating traffic detection, it is also current practice to host applications in public clouds. Whether a given IP address belongs to a specific service may change over time and DNS records need to be continuously keps up-to-date.
Observation 5: Purely network-based solutions require the network to keep an up-to-date list of service addresses.
1.4	Signaling of UE capabilities towards the network
One of the solution proposals for KI#2 (e.g. Sol#11) is to indicate in the UCU response when a URSP rule is not recognized/supported by a UE. It is then assumed that a supported URSP rule will be enforced based on ist content.
The network can thus act (e.g. provision an alternative URSP rule) based on the knowledge that a given rule will not/cannot be enforced.
It is, however, not possible for the network based on the knowledge of what is not supported to know when a supported URSP rule has been enforced.
Observation 6: Signaling of UE capabilities towards the network regarding support/not support of individual URSP rules cannot address how the 5GC can be made aware when the UE enforces a URSP rule.
1.5	Privacy
The privacy note relates to concerns that e.g. the 5GC may be able to know if a user started/stopped “any” application. A URSP rule may be “match-all” rule not referring to a specific application.
Observation 7: The 5GC being aware when any URSP rule is enforced would go against the privacy note.
2.	Conclusions
Based on the previous observations, we conclude that the KI cannot be covered unless UE assistance is provided. The reasons being that:
· Aggregated traffic is received by the UPF (Observation 3), which cannot be separated for all cases (Observation 4) and even for the cases that could be covered, would require the UPF to filter all UE traffic and maintain up-to-date tuple/service mappings (Observations 4, 5)
· Capability signaling alone is not enough as the network won’t know when (Observation 1) a URSP is enforced (Observation 6)
· URSP rule enforcement can be linked to a PDU session establishment, but can also just reuse an existing PDU session (Observation 2). The 5GC should be aware in both cases of the enforcement of the URSP rule
· There are privacy considerations contained in the KI description (Observation 7)
Conclusion 1: In order for the 5GC to be aware when a UE enforces a URSP rule, UE assistance is is necessary so as to enable the 5GC to identify the URSP rule being enforced.
Conclusion 2: Awareness of enforcement of a URSP rule needs to cover the cases usage of both a new and existing PDU session.
Conclusion 3: Awareness of enforcement of URSP rules should be selectively applicable and not apply to the “match-all” URSP rule.
This paper proposes to agree the following way forward, which is based on the principle of using UE feedback in TR 23.700-85.
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It is agreed to adopt the following interim conclusions:
-	For specific URSP rules, when the UE enforces a URSP rule, the UE reports information to the 5GC with which the 5GC can identify the URSP.
NOTE: When enforcing a URSP rule, the UE may use an existing PDU session or establish a new PDU session.
-	The UE does not report information to the 5GC when a "match-all" URSP rule is enforced.
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