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Abstract of the contribution: This contribution provides an interim conclusion to KI#6.
1.
Discussion

Solutions  32,33,34,35,36, 37, 38, 39, 46 are proposed for KI #6.

Solution 32:  proposes that the network uses existing procedures for deregistering slices not in use or when they have PDU sessions that are inactive. The solution also proposes transferring PDU sessions from one slice to another in case of slice congestion or when a slice is to be taken out of service. A UE initiated PDU session transfer, and a network initiated PDU session transfer is proposed. The solution does not detail how the UE is to be informed of the policies that triggers the network behaviour. The solution focuses on enforcing policies for UEs. 

Solution 33: Proposes that UE and AMF support slice specific deactivation timers decided by the network and triggered when there are no active PDU sessions. The same approach is proposed for PDU sessions, to tear down PDU sessions when the timer is triggered for inactive PDU sessions.
Solution 34: Proposes an on-demand slice indication sent to the UE for slices that can be requested only when there is a need to establish PDU sessions.

Solution 35: Proposed in conjunction with NSACF. The network deregisters users from slices that are not being used and removes it from Allowed slices. The UE has to register again for the slice if it wants to use it. This solution has dependency on NSACF which is not a mandatory function, and as such this solution cannot be considered.
Solution 36: Proposes that the UE provides assistance information to the network at registration of requested slices. The network based on internal policies and received assistance information decides on what to include in the allowed slices, for example, the AMF can optionally include a requested S-NSSAI with requested reason for registration in the list of rejected S-NSSAIs with an appropriate reject cause (e.g. rejected due to 'proactive registration'). 
This solution is dependent on the UE and is subjective in nature. It provides little tools for the network to perform effective control of the slice usage, and as such this solution cannot be considered.
Solution 37: Proposes the network deregisters UEs from slices if they don’t have PDU sessions and /or releasing PDU sessions that are not active based on AF configured timer. While this solution is similar to others, allowing the AF to decide on such a timer is unrealistic as the network must be in control of deciding a timer, and not third-party AFs. So the AF part of this solution cannot be considered.
Solution 38: Proposes to configure UEs with HPLMN/VPLMN policies, to be used by UE and enforced by AMF. These policies can be updated any time using UPU. Two options are proposed; UDM based option where the UE policies are configured in the UDM per UE, and PCF option where PCF sends the policies to the AMF/UE during Registration. 
Solution 39: Is tied to the NSACF, and where the PCF can receive notifications about slice occupancy The PCF can than update the URSP rules sent to the UE either by replacing the slice or lowering the precedence of the slice whose quota has exceeded the threshold with a preferred slice. NSACF is an optional feature and as such this solution cannot be considered.
Most solutions have assumed that policies are set for slices and are enforced by the network for every UE using the slice. This is aligned with the requirement that there are no individual UE policies. Policies for slice (s) apply to all UEs using that slice (s). The network cannot have individual UE policies. This concept is completely incompatible with network control of slices and how they are used with a huge subscription base. 
Additionally, there is almost unanimous support in solutions for AMF/SMF enforcing the rules for all UEs using slices subject to control.

Finally, the UE must be adapted to handle the rules related to slices where applicable.   

2 Proposal

It is proposed to include the above information in an interim conclusion for KI#6
FIRST CHANGE

7
Overall Evaluation

Editor's note:
This clause will provide evaluation of different solutions.
7.1 
Evaluation for Key Issue 6
Solutions 32,33,34,35,36, 37, 38, 39, 46 are proposed for KI #6.

Solution 32:  proposes that the network uses existing procedures for deregistering slices not in use or when they have PDU sessions that are inactive. The solution also proposes transferring PDU sessions from one slice to another in case of slice congestion or when a slice is to be taken out of service. A UE initiated PDU session transfer, and a network initiated PDU session transfer is proposed. The solution does not detail how the UE is to be informed of the policies that triggers the network behaviour. The solution focuses on enforcing policies for UEs. 

Solution 33: Proposes that UE and AMF support slice specific deactivation timers decided by the network and triggered when there are no active PDU sessions. The same approach is proposed for PDU sessions, to tear down PDU sessions when the timer is triggered for inactive PDU sessions.

Solution 34: Proposes an on-demand slice indication sent to the UE for slices that can be requested only when there is a need to establish PDU sessions.

Solution 35: Proposed in conjunction with NSACF. The network deregisters users from slices that are not being used and removes it from Allowed slices. The UE has to register again for the slice if it wants to use it. This solution has dependency on NSACF which is not a mandatory function, and as such this solution cannot be considered.

Solution 36: Proposes that the UE provides assistance information to the network at registration of requested slices. The network based on internal policies and received assistance information decides on what to include in the allowed slices, for example, the AMF can optionally include a requested S-NSSAI with requested reason for registration in the list of rejected S-NSSAIs with an appropriate reject cause (e.g. rejected due to 'proactive registration'). 
This solution is dependent on the UE and is subjective in nature. It provides little tools for the network to perform effective control of the slice usage, and as such this solution cannot be considered.

Solution 37: Proposes the network deregisters UEs from slices if they don’t have PDU sessions and /or releasing PDU sessions that are not active based on AF configured timer. While this solution is similar to others, allowing the AF to decide on such a timer is unrealistic as the network must be in control of deciding a timer, and not third-party AFs. So the AF part of this solution cannot be considered.

Solution 38: Proposes to configure UEs with HPLMN/VPLMN policies, to be used by UE and enforced by AMF. These policies can be updated any time using UPU. Two options are proposed; UDM based option where the UE policies are configured in the UDM per UE, and PCF option where PCF sends the policies to the AMF/UE during Registration. 

Solution 39: Is tied to the NSACF, and where the PCF can receive notifications about slice occupancy The PCF can than update the URSP rules sent to the UE either by replacing the slice or lowering the precedence of the slice whose quota has exceeded the threshold with a preferred slice. NSACF is an optional feature and as such this solution cannot be considered.

Most solutions have assumed that policies are set for slices and are enforced by the network for every UE using the slice. This is aligned with the requirement that there are no individual UE policies. Policies for slice (s) apply to all UEs using that slice (s). The network cannot have individual UE policies. This concept is completely incompatible with network control of slices and how they are used with a huge subscription base. 

Additionally, there is almost unanimous support in solutions for AMF/SMF enforcing the rules for all UEs using slices subject to control.

Finally, the UE must be adapted to handle the rules related to slices where applicable.   

NEXT CHANGE

8
Conclusions

Editor's note:
This clause will list conclusions that have been agreed during the course of the study item activities.

8.6
Conclusions for Key Issue #6
The following principles are recommended as the base for the normative work for solution to KI#6:

· It is proposed to use PCF for handling network policies related to S-NSSAIs subject to network control during the registration procedure. The PCF plays a central role today in handling slices, adapting things when needed to the UE, and as such this is a natural extension of its role. PCF returns to AMF S-NSSAI related policies as per solution 38 option 2.
· Roaming principles in eUEPO for UE policies apply to UE policies including S-NSSAI related policies.
· It is proposed that the AMF enforces network policies related to S-NSSAI registration and SMF enforce network policies related to established PDU sessions based on received policies from PCF.
· It is proposed to send to the UE policies aligned with bullets 1 and 2 in solution 38. No timer related information would be included in any UE policy related to a PDU session for an S-NSSAI or an S-NSSAI registration when the S-NSSAI is subject to network control.
· It is proposed to enable the network (AMF and PCF) to request the UE to transfer all PDU sessions from one S-NSSAI to another S-NSSAI.
· NOTE:
 The details for this is to be addressed in KI#1.
· It is proposed to handle EPS PDN connections based on solution 46.
END OF CHANGE
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