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It is proposed to capture the following aspects in TR 23.700-48.
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[bookmark: _Toc106121034]6.40	Solution 40 (KI#5): EAS discovery for shared EHE
[bookmark: _Toc106120985]6.40.1	Introduction
This solution addresses Key Issue #5 and allows the discovery of an Edge Application Server (EAS) within a set of Operators sharing the EHE. It is assumed that the EAS is hosted by a different PLMN than the PLMN that is serving the UE, and the two PLMNs have IP connection at edge area.
[bookmark: _Toc106120986]6.40.2	Functional description
In this solution description it is assumed that the EAS is deployed in MNO2’s PLMN2 and that the UE is connected to MNO1’s PLMN1 (see Figure 6.40.2-1). The solution is based on the following two steps:
Step 1: Configuration Phase. 
The MNO2 AF provides the DNS query filtering information for PLMN2 EHE as well as the EASDF Deployment information for PLMN2 described in Table 6.40.2-1 to EASDF1 in PLMN1 with PLMN2's supported FQDN(s) and related location information before the PDU Session establishment.
Step 2: After PDU session establishment. 
When a DNS query from UE registering in PLMN1 wants to useintents for a specific application at edge, but EASDF1 in PLMN1 finds that the application cannot be found in current PLMN1's edge platform but can be found in PLMN2's FQDN(s) DNS query filteringinformation, the EASDF1 will send (UE IP address, DNS handling rule) created by SMF1 to the selected EASDF2 through SEPP through control plane. Then EASDF1 forwards the DNS Query message to EASDF2 through user plane. EASDF2 then send the DNS query to DNS server in PLMN2 for EAS discovery. SMF1 and trigger SMF1 to do the EAS discovery within PLMN2's EDN
DNS query filtering information includes the PLMN2’s supported EAS FQDN(s). 
The EASDF2 is selected by EASDF1 based on UE location, EASDF2 serving area, EDI information for PLMN2 EHE, and the N6 Transmission requirement.
EASDF1 sends DNS query to EASDF2 through user plane. The DNS query is transmitted in the path of EASDF1->UPF1->UPF2->EASDF2. The UPF1 and UPF2 are local configured to support the DNS message transmission between two PLMNs.
SMF1 sends DNS Query message to NEF1, and NEF1 transfers the DNS Query message to NEF2 in PLMN, with providing S-NSSAI, DNN, UE location and External Group ID. NEF2 is responsible for mapping the S-NSSAI and DNN between different PLMNs. The UE location can be mapped into a geographical area. The NEF2 can select the appropriate SMF2 based on mapped S-NSSAI, mapped DNN, and UE location. NEF1 finds NEF2 based on local configuration.
SMF2 finds ESADF2 according to mapped S-NSSAI, mapped DNN, and UE location. EASDF2 finds the corresponding DNS server through DNS query message (FQDN) and EDI information. After DNS query message resolved, EASDF2 can obtain the EAS IP address, and sends the EAS IP address to SMF1 through NEF2 and NEF1. SMF1 sends EAS IP address through DNS response to the UE. Then, UE sends the uplink data to the EAS.
The indication of supporting shared EAS discovery will be included in UE SM subscription data. SMF1 gets this information from UDM1 during the PDU session establishment. SMF1 may select the proper UPF(s) to support the DNS message transmission via two PLMNs. The UPF(s) in PLMN1which support access to PLMN2 domain may support to add DSCP value in IP layer to guarantee the transmission between two PLMNs.
MNO2 AF may create an External Group ID to show that this PDU Session of thethese UE(s) supports the interaction between different PLMNs. Therefore, the NEF2 may authorize the NEF1 request based on the External Group ID.



Figure 6.40.2-1: Architecture with Operator Platform

EASDF Deployment Information
EASDF1 finds EASDF2 based on EASDF Deloyment Information information including UE location, serving are of EASDF2 in PLMN2, N6 transmission requirement of PLMN2. 
Table 6.40.2-1: EASDF Deployment Information 
	Parameters
	Description

	PLMN ID(s)
	Used to identify in which PLMN the EAS is located

	EASDF FQDN(s)
	FQDN(s) of EASDF in other PLMN.

	Serving area(s)
	Serving area where the EASDF can provides service.

	External Group Identifier/Internal Group Identifier
	Group ID for the EAS Deployment information.
[optional]
NOTE: The AF may provide External Group Identifier, and NEF can map the External Group Identifier into Internal Group Identifier according to information received from UDM. The PLMN2 provides external group identifier to PLMN1 thus PLMN1 can identify that the UE is allowed to access the EAS in PLMN2.

	N6 Transmission requirement (e.g. DSCP)
	Transmission requirements when packet transmit between two PLMNs. This parameter will be added by UPF of PLMN1 in the IP-layer when packet is sent out from PLMN1 to PLMN2.
[optional]
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6.40.3	Procedures
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Figure 6.40.3-1: EAS discovery in shared EAS scenario
1. Step 1-67 is the same as EAS discovery procedure in clause 6.2.3.2.2 of TS 23.548 [3]. 
2. 	UE sends DNS query to EASDF1.
3. 	If EASDF1 finds the DNS Query message cannot be resolved by PLMN1's DNS server, but matches a PLMN2's FQDN(s) information, EASDF1 sends the DNS Query Message to SMF1 SMF with providing indication that EASDF2 in PLMN2's DNS server should be selected. 
NOTE:	When EASDF receives multiple DNS Query messages from one UE, if EASDF detects that these DNS Query messages are the same, EASDF will only send the Neasdf_DNSContext_Notify Request once to SMF for these DNS Query messages.
34.	The SMF responds with Neasdf_DNSContext_Notify Response.
5.	EASDF1SMF1 will invokes Neasdf_DNSContext_Create Request (UE IP address, PLMN1 ID, notification endpoint, (DNS message handling rules)) to the selected EASDF2 in PLMN2.
The EASDF2 creates a DNS context for the PDU Session and stores the UE IP address, PLMN1 ID, notification endpoint, (DNS message handling rules) into the context.
The DNS handling rule is created by SMF and redirected to EASDF1 and EASDF1 sends this to EASDF2. In this handling rule, option A is used to forward the DNS message with the EDNS Client Subnet option that is updated to UE location information. Option B is not supported since the EASDF1 do not have DNS address in PLMN2.
6.	The EASDF2 invokes the service operation Neasdf_DNSContext_Create Response.
7.	EASDF1 sends DNS query to EASDF2 through user plane. The DNS query may pass though UPF1 which is able to access UPF2 in PLMN2. The DSCP valued can be added by UPF1 in DNS query IP layer to satisfy transmission requirement with low latency between two PLMNs.
8-9. the same as steps 12-13 in clause 6.2.3.2.2 in TS 23.548.
10.	forward the DNS Query message to NEF1 with UE location (in the form of TA information), Application Identifier, PLMN1 ID, External Group Identifier. External Group Identifier is used for NEF2 to identify that this UE supports shared edge computing.
4.	NEF1 discovers NEF2 though local configuration. NEF1 invokes NEF2's Nnef_EventExposure request service operation for EAS discovery, with UE location (geographic area), application identifier, PLMN1 ID, External Group Identifier, S-NSSAI and DNN. NEF1 maps the UE location from TA list into geographic area.
5.	NEF2 authorizes the NEF1 request and maps the S-NSSAI and DNN from PLMN1 to PLMN2. NEF2 can also map the geographic area into UE location (TA list). The NEF2 can select the appropriate SMF2 based on mapped S-NSSAI, mapped DNN, and UE location. NEF2 invokes Nsmf_EventExposure service with providing DNS Query message.
6.	SMF2 selects appropriate EASDF2 based on mapped S-NSSAI, mapped DNN.
7.	EASDF2 sends DNS query to the selected DNS server.
8.	DNS server returns DNS response.
9.	EASDF2 returns DNS response (EAS IP address or FQDN) to SMF2EASDF1.
11-12. the same as steps 14-15 in clause 6.2.3.2.2 in TS 23.548.
13. The SMF may perform UL CL/BP and Local PSA selection and insert UL CL/BP and Local PSA.	
14-16. the same as steps 17-19 in clause 6.2.3.2.2 in TS 23.548.
During PDU Session Release procedure, the SMF triggers the removing of the DNS context by invoking Neasdf_DNSContext_Delete service from EASDF1 to EASDF2.
10.	SMF2 invokes Nsmf_EventExposure response, sending EAS IP address or FQDN.
11.	NEF2 invokes Nnef_EventExposure response.
12.	NEF1 invokes Nsmf_SharingEventExposure response to send EAS IP address or FQDN to SMF1. SMF1 may perform UL-CL/BP and local PSA selection and insert UL-CL/BP and Local PSA.
13.	SMF1 invokes Neasdf_DNSContext_Notify response to return EAS IP address or FQDN.
14.	EASDF1 adds EAS IP address or FQDN in DNS query response and sends it to UE.
[bookmark: _Toc106120988]6.40.4	Impacts on existing entities and interfaces
NEFEASDF:
-	enhance to support to communicate with EASDFs in other PLMN to transform DNS handling rule and related information;
-	need to be configured with EASDF Deployment information to discovery other PLMN’s EASDF.
introduces new service operation in NEF. Nnef_SharingEventExposure is used to trigger NEF act as AF to request other PLMN information exposure.
SMFUDM:
-	introduces new input and output parameter in Nsmf_EventExposure service;
-	an An indication for sUE authorization for EAS discovery via other PLMN’s EASDFupporting shared EAS discovery is configured in  subscription.
UPF:
· Enhance to support for add N6 Transmission requirement (e.g. DSCP) into IP-layer to ensure low latency.
AF:
-	can configure other PLMN's DNS query filtering information and EASDF deployment information in serving PLMN, e.g. supporting application FQDNs.
Editor's note:	The impact for the PLMNs in this solution should be further clarified.
* * * *end of change * * * *
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