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Abstract: this paper proposes evaluation and interim conclusions on KI#1. 
1. Introduction
This paper proposes evaluation and interim conclusions on KI#1 according to the moderator email discussion and architecture assumptions in the TR.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-88.
[bookmark: _Toc519004414]* * * * First change * * * *
[bookmark: _Toc104235456][bookmark: _Toc104539811]7	Evaluation
Editor's note:	This clause will provide evaluation of different solutions. Further evaluation for solutions is needed until the solutions are stable.
[bookmark: _Toc104235457][bookmark: _Toc104539812]7.1	Evaluation on Key Issue #1
There are 4 solutions for key issue #1 that introduce new function(s) in 5GC for managing the PIN and a solution that instead proposes to only enhance the existing functions for managing the PIN.
Solution #0A introduces a new Network Function, (PINCTRL) and proposes that the interaction between PEMC/PEGC and the PINCTRL is over NAS. Considering NAS protocol is not more flexible than other protocols, e.g., HTTP(S), the PINCTRL is designed to only support limited function set.
Solution #0B introduces a new Network Functions (P-NF) and a 3rd party AF, (P-AF) and proposes that the interaction between PEMC/PEGC and the P-NF is over NAS. Considering NAS protocol is not more flexible than other protocols, e.g., HTTP(S), the P-NF is designed to only support limited function set.
Solution #0C introduces a new function (PINMF) that can act as NF or as AF, and proposes that the interaction between PEMC/PEGC and the PINMF is over 5GS user plane, so there will be no NAS impact for PIN management and communication. The impact on NAS is limited to provisioning of policy and parameters where needed. NAS protocol is not more flexible than other protocols, e.g., HTTP(S). If the PINMF is a NF, this solution is similar to solution #0A and solution #0B, and the PINMF can only support a limited function set. If the PINMF is an AF, there is no need to use NAS protocol. The interaction between PINMF and PEGC/PEMC can be achieved via application over user plane, which adds flexibility and causes less impact on 5GC.
Solution #0D introduces a new Application Function (PIN Application Server). There will be no NAS impact for PIN management and communication for this solution, and the impact on NAS is only for policy and parameters provisioning when needed.
Solution #E proposes to support PIN by enhancing existing function (e.g., UDM, UDR). PEMC is responsible for PIN and PINE management which is carried over application layer, 5GC only involves minimized PIN management (e.g., allocate PIN ID). In this architecture, PEMC can communicate/manage the PINEs/PEGCs/PEMCs directly (e.g., via WiFi, BT, PC5) or via 5GC without specific PIN AF involving the PIN/PINE management. Considering PEMC is defined as purely management role, there is no need another duplicated management role (i.e. PIN AF) involved which may introduce additional complexity and cost for user. Also considering PEMC/PEGC/PINE are configured/provisioned with the identifiers of other PINEs, so the PIN communication and PIN/PINE management are becoming simply “UE to UE” without AF involved. 

In summary,  the interaction among PINE, PEGC and PEMC can be achieved via application layer.. The AF can reuse existing mechanism of QoS parameters provisioning to facilitate PIN communication, producing minimum impacts on 5GS.
* * * * End of changes * * * *
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