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Abstract of the contribution: Introduction of a new solution for KI#7. 
1. Introduction
[bookmark: _Toc352077766]This paper introduces a new solution for KI#7
2. Proposal
[bookmark: _Toc510607499][bookmark: _Toc518306733]This paper proposes the following new solution to TR 23.700-05 clause 6.  

* Start of change * 
[bookmark: _Toc100980707][bookmark: _Toc104390075]6.X	Solution #X: CAG based UE access control via MBSR 
[bookmark: _Toc100980708][bookmark: _Toc104390076]6.X.1	Introduction
This solution relates to KI#7 "Control of UE’s access to 5GS via a mobile base station relay". The solution proposes to use the existing CAG, Closed Access Group, concept as a base to manage the UE access control via MBSR. 
There are certain simplifications on the existing CAG logic to fit into the IAB architecture.
Editor's Note: whether this is a CAG or whether this will have to be an independent identifier supported from rel-18 or both the CAG and a new identifier could be considered is FFS.
[bookmark: _Toc100980709][bookmark: _Toc104390077]6.X.2	Functional Description
When a UE tries to select or connect to 5GS via a MBSR (a mobile IAB-node), the access control of the UE is managed by CN, RAN and UE. During the CM-CONNECTED mobility, the access control via MBSR (mobile IAB-node) is managed by CN and RAN.
A new MBSR CAG identifier (or mobile-IAB CAG Identifier) shall be assigned for the MBSR node to use. The new MBSR CAG identifier is announced by the cells covered by the MBSR. Considering the roaming scenario, this new MBSR CAG Identifier in subscription data can be defined as a “common” CAG identifier or a flag which can be indicated so that different PLMNs can use it to determine whether the UE is allowed (or not allowed) to access the cell associated with the MBSR CAG Identifier.
RAN and CN supports the UE access control based on the new MBSR CAG identifier associated with the cell and the allowed CAG identifiers for the UE. 
For UEs that support CAG, they may select the cells covered by a MBSR based on the configured MBSR CAG identifier using the existing CAG control logic. 
For the UEs that do not support CAG (i.e. the UE is not able to understand the broadcasted CAG information by the cell) but supports the use of IAB architecture, it may select the cell as normal and rely on RAN and CN to control the IAB-node access using network side CAG control logic. 
See more details of the CAG concept in clause 5.30.3 of TS 23.501 [2]. 
Considering the MBSR access use case, additional control (e.g., time duration, specific geographic location) may be linked to the MBSR CAG identifier management, e.g., when user purchase a buss/train ticket, the access to IAB-node/MBSR CAG identifier may be limited to certain time period and specific locations and granted to the user subscription data via O&M or AF. It may also be provisioned to the UE accordingly so that the UE can properly select the cell. Additionally, the range (number) of CAG identifiers may need to be increased, access to a CAG cell may be (de)prioritized, and roaming case of CAG use may need further control.  
[bookmark: _Toc100980710][bookmark: _Toc104390078]6.X.3	Procedures
[bookmark: _Toc100980711][bookmark: _Toc104390079]6.X.3.1	General
The CAG control is well described in different procedures in TS 23.502 [5]. Procedure details may be updated to support the additional control in case of MBSR CAG Identifier.
The CAG specific procedures, involving RAN/AS, are defined in TS 38.300 [xx] clause 16.7. These procedures allow the control of:
- whether new UEs (Rel-18 onward), or also legacy UEs, can access to a mobile-IAB CAG cell;
- whether non-CAG capable UEs can access, or not, to a mobile-IAB CAG cell (as in TS 38.304 [yy]);
In order to control the use of the CAG for MBSR use cases, the MBSR CAG configuration (in the UE and the IAB node) may be associated with the following:
- validity criteria of the MBSR CAG ID, associated with time duration, geographic area;
- priority of the MBSR CAG IDs.
A mobile-IAB CAG cell may also be configured with a human-readable network name, to be signalled to the UE for presentation to the user.
[bookmark: _Toc100980712][bookmark: _Toc104390080]6.X.4	Impacts on services, entities and interfaces
AMF:
-	Supports baseline CAG control with possible additional controls (e.g. time duration, geographic location) based on a new MBSR CAG identifier or a flag.
UDM:
-	Supports new MBSR CAG Identifier with additional controls (e.g. time duration, geographic location) based on IAB CAG identifier or common flag.
gNB/IAB-node:
-	Supports CAG function.
UE:
-	Supports CAG function.
Editor's note: It is FFS whether there are further enhancements needed for existing CAG procedures, e.g. extended range (max #) of CAG identifiers, specific CAG prioritization (for MBSR), roaming support of the CAG use, etc.  

NOTE:	Some of the potential CAG extensions and additional control mechanisms may have RAN dependencies.

* End of changes * 




