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*** Start of changes ***
[bookmark: _Toc104235288][bookmark: _Toc104235677][bookmark: _Hlk104212121][bookmark: _Toc16839376][bookmark: _Toc19722242][bookmark: _Toc104235289][bookmark: _Toc104235678]6.0X	Solution #0X: Architecture alternative X
6.0X.1	Description
[bookmark: _Toc104235290][bookmark: _Toc104235679]6.0X.1.1	Architecture of Personal IoT Networks in 5GS
Figure 6.0x.1.1-1 depicts the reference PIN architecture without AF/AS involved.


Figure 6.0X.1.1-1: PIN Architecture without AF involved
NOTE: PIN architecture without AF involved means that AF is not responsible for PIN management. But PINE can access to the application server and also the AF can influence the traffic as existing mechanism.
[bookmark: _Toc104235291][bookmark: _Toc104235680]6.0X.1.2	Reference points
P1:	Reference point between the PINE and the PEMC. This reference point is based on non-3GPP access (e.g., WIFI, Bluetooth).
P2:	Reference point between the PINE and the PEGC. This reference point can be based on the direct user plane path to 5GS, relay path via the PEGC, or other communication path via Internet.
P3:	Reference point between the PEMC and the PEGC. This reference point is based on non-3GPP access (e.g., WIFI, Bluetooth) or 5G ProSe Direct Communication.
[bookmark: _Toc104235292][bookmark: _Toc104235681]6.0X.1.3	Network Functions and entities
The main functions in PIN architecture above are following: 
PEMC:
· PIN management (e.g., create/modify/delete a PIN)
· PINE management (e.g., add/remove PINE/PEGC)
· Allocate PINE identifier for the PINE
· Storage of PIN profile data (e.g., PIN ID, PIN name, valid time, etc.)
· Storage of PINE profile data (e.g., PINE ID, PINE type, PINE capability, valid time, etc.)
· Supporting the PINE/PIN discovery.

PEGC
· Supporting the relay traffic between PINE and 5GC.
· Supporting the traffic relaying between PINEs.
· Supporting the PIN discovery.
· Access control and traffic enforcement for PINEs.
PINE
· Discovery and communication with PEGC.
· Communication with other PINE directly, or via 5GC, or via PEGC
UDM
· Allocate PIN ID associating with PEMC ID 
[bookmark: _Toc104235293][bookmark: _Toc104235682]6.0X.2	Procedures
Editor’s note: the procedures are to be presented in other solutions.
[bookmark: _Toc104235294][bookmark: _Toc104235683]6.0X.3	Impacts on Existing Nodes and Functionality

UDM: allocates PIN ID for the PEMC when UE (PEMC) request to create a PIN.

*** End of changes ***
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