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Abstract of the contribution:  This pCR updates solution #19 (KI#4), and also removes FFS
1	Discussion
 Solution 19 for the key Issue 4 has below FFS. 
 Editor's note:	Use of group type is FFS.
This pCR proposes to remove this FFS by updating the solution to provide details on group type. It also provides update to enable ad hoc group member to be served by the same SMF. 

2 Proposal
[bookmark: _Hlk513714389]It is proposed to update solution #37 in the TR 23.700-48 
* * * * Start of changes * * * * 

[bookmark: _Toc106120877]6.19	Solution 19 (KI#4): Influencing UPF and EAS (re)location for collections of UEs
[bookmark: _Toc106120878]6.19.1	Introduction
This solution aims to address the technical requirements related to key issue #4. In particular, it proposes for certain Edge Application use case e.g. all users playing a certain online game and registered to a particular EAS, or all UEs in a platoon, how these UEs collectively for an ad hoc and dynamic group, how to identify such group, how to handle coordination of the UPF(s) and EAS (re)location for the UEs belonging to the same group.
[bookmark: _Toc106120879]6.19.2	Functional Description
The following are the main principles of the solution:
-	Application Function creates an ad hoc group of collection of UEs specific to specific use cases and based on its respective criteria, for example: all Users served by the same EAS that hosts an online gaming application, and ad hoc group of UEs of a Platoon..
-	Application Function creates an ad hoc group of collection of UEs, and provides to 5GC, either directly or via NEF, the necessary group specific information, together with (external) group ID.
-	NEF performs AF request authorization and provides necessary mappings, and configures UDM with the ad hoc group information.
[bookmark: _Toc106120880]6.19.3	Procedure
The figure 6.19.3-1 below provides a detailed call flow on ad hoc group and group specific attributes provisioning by AF.


Figure 6.19.3-1: AF Provisioning Ad-hoc Group Information
1.	Application Function configures an ad hoc dynamic group of a collection of UEs. These collection of UEs are based on common use case or application. e.g. all users registered on a particular gaming server (EAS) or all UEs in a platoon. AF assigns an (external) Group ID to this collection of UEs. AF provisions this group information to 5GC either directly or via NEF and provides required details including: (external) group ID, Group Type (this is to differentiate with static groups based on user subscriptions), collection of UEs IDs forming the group, i.e. list of group members, and group property or attributes such as all users to be served by the same EAS.
	Alternatively, AF may use new API e.g. Nnef_GroupParameterProvision_Create/update/delete to provision these information.
	Group Type indicates specific ad hoc groups e.g. an ad hoc group specific to platooning or an ad hoc group of UEs playing online game and registered to a particular gaming server/EAS. Group Type may be used by NEF to translate group specific 5GC internal requirements and store in the UDM/UDR as group attribute information, for example:
· All group members to be served by same SMF. This may be based on indication from AF such as Specific Application e.g. platooning and/or based on preconfigured logic of the NEF
· Same PSA-UPF and DNAI for all UEs in the group. This may be based on indication from AF such as same EAS, or Specific Application e.g. online gaming or based on preconfigured logic on NEF 

Editor's note:	Use of group type is FFS.
2.	NEF after authorizing the AF request, creates or updates these information in UDM. It translates AF provided information into corresponding 5GC internal information such as external Group ID into an internal group ID. The Group Attributes are group specific information such as indication to use same EAS for all group members, or same PSA UPF.
	NEF stores (or updates) these in UDM.
	As specified in clause 4.15.6.2 of TS 23.502 [9], and clause 6.5.6.2.6 of TS 29.503 [18], UDM/UDR assigns/allocates a unique Internal Group ID.
3-4.	UDM uses Nudr_DM_Query/Update to UDR. UDR stores the data as part of the Group subscription data and responds with Nudr_DM_Create/Update/Delete Response message.
Table 6.19.3-1: Ad hoc group data
	Parameters
	Description

	S-NSSAI
	(Optional) S-NSSAI for the ad hoc group

	DNN
	(Optional) DNN for the ad hoc group

	Group Type
	Indicates specific ad hoc group e.g. platooning, online gaming, etc.

	EAS ID
	(Optional) Edge Application Server ID e.g. application server instance where users of the online gaming application are registered

	Group Attributes
	Group type specific properties



Table 6.19.3-2: Ad hoc group membership management parameters
	Parameters
	Description

	External Group ID
	An identifier of the ad hoc group

	List of GPSI
	List of ad hoc group members, each member is identified by GPSI



5.	UDM responds with Nudm_ParameterProvision_Create/Update/Delete Response.
6.	NEF responds to AF with Nnef_ParameterProvision_Create/Update/Delete Response.
7.	UDM notifies to the subscribed Network Function e.g. AMF and SMF, of the Group subscription data via Nudm_SDM_Notification Notify message. The SMF stores the received parameters and associates them with a PDU Session based on the DNN and S-NSSAI included in the message from UDM.
	The group information is used e.g. by SMF to ensure collective and common behaviour and treatment to the member UEs of the ad hoc group. For example, all the UEs of a particular ad hoc group are (re-)located in the same EAS instance as in solution 6.37.

6.19.3.1	Group Members Served by same SMF
    For certain group applications e.g. platooning, network can improve and optimize services and possibly reduce management/signaling overhead by ensuring same SMF (or SMF instances belonging to the same SMF set) serves all the group member UEs. This SMF then provides common and coordinated  treatment of the group member UEs.
Below figure 6.19.3.1-1 provides details to allow serving SMF register itself in the UDM/UDR updating the particular group information


Figure 6.19.3.1-1: Serving SMF registers to the UDM/UDR 
  Step 1-2: Same as in TS 23.502
 Step 3: SMF registers SMF ID and/or SMF Set ID (serving the group), to UDM/UDR and/or to NEF
· SMF use Nudm_UECM_Registration API or a new message/API to register SMF ID and/or SMF set ID to the particular ad hoc group ID. 
· Alternatively, SMF may update its SMF ID and/or SMF set ID for the particular ad hoc group to UDR via NEF
Step 4-5: UDM may further store this information in UDR by Nudr_DM_Update, thus updating ad hoc group attributes to indicate the serving SMF  for the particular Group. 
[bookmark: _Toc106120881]6.19.4	Impacts on services, entities and interfaces
AF:
-	provisions ad hoc group information to the 5GC.
NEF:
-	authorizes, translates and stores ad hoc group information to UDM/UDR.
SMF:
-	subscribes to the ad hoc group subscription data, and also update its ID in the group information stored in the UDM/UDR



* * * * End of changes * * * *
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