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1	Decision/action requested
This contribution discusses how to proceed the work for Prose Secondary Authentication in Rel-18
2	References
[1] SP-220716/S2-22xxxx: "Reply LS on 5G ProSe security open items"
[2] TS 33.503: "Security Aspects of Proximity based Services (ProSe) in the 5G System (5GS)"
[3] S2-2206861: “New WID: 5G ProSe Secondary Authentication"
[4] S2-2201999: Open issues for control plane authentication/authorisation and secondary authentication for L3 UE-NW Relays
3	Rationale
This contribution discusses how to work on ProSe Secondary Authentication in Rel-18 according to SA Plenary decision [1]. 
4	Discussion
According to the SA Plenary’s decision, it is desired to work a normative phase on ProSe Secondary Authentication in Rel-18.
During Rel-17, ProSe Secondary Authentication has been specified in SA3 mainly. And in SA2, there was three open issues relating to Prose Secondary Authentication raised as editor’s note [4].
· [bookmark: _Hlk109140389]How the SUPI of the Remote UE is obtained by SMF in PDU session secondary authentication of Remote UE
· How SMF obtains the Remote UE’s subscription info in PDU session secondary authentication of Remote UE
· How to support PDU session secondary authentication when Remote UE is roaming.
First two questions were clarified in SA3 in Rel-17 as follows [2]:
· The 5G ProSe Layer-3 UE-to-Network Relay sends a Remote UE Report message to the SMF for the PDU session associated with the 5G ProSe Layer-3 UE-to-Network Relay. The 5G ProSe Layer-3 UE-to-Network Relay shall include the 5GPRUK ID as the Remote User ID and 5G ProSe Remote UE addressing info (e.g., IP or MAC address). The Remote UE Report message includes the 5G ProSe Remote UE info (Remote User ID, addressing info) and excludes other 5G ProSe Remote UEs info. The Relay UE shall additionally include the 5GPRUK ID in the subsequent NAS messages. The AMF shall select AUSF based on 5GPRUK ID and forwards the 5GPRUK ID to the AUSF in Nausf_UEAuthentication_ProseGet Request message. The AUSF shall select PAnF based on 5GPRUK ID and forwards the 5GPRUK ID to the PAnF in Npanf_Get Request message. The PAnF shall retrieve the Remote UE's SUPI from the Prose context based on 5GPRUK ID and send the Remote UE's SUPI to the AUSF in the PAnF in Npanf_Get Respone message. The AUSF shall forward Remote UE's SUPI to the AMF in Nausf_UEAuthentication_ProseGet Response message. The Relay AMF shall forward the received SUPI and the Remote UE Report message to the SMF in Nsmf_PDUSession_UpdateSMContext message.
· When the SMF receives Remote UE Report the SMF retrieves Remote UE's SM subscription data from the UDM by triggering Nudm_SDM_Get service operation. The SMF may include DNN, S-NSSAI of the PDU Session for relaying in addition to the Remote UE's SUPI as input parameters. The SMF determines based on the subscription data of the 5G ProSe Remote UE (i.e., Secondary authentication indication as per TS 23.502 [13], Table 5.2.3.3.1) and the local configuration of the SMF that the requested DN is subject to secondary authentication.
Therefore, it will be enough to adopt the clarifications in Rel-18 for the first two questions.
On roaming support of Remote UE, the main question was how DN-AAA for secondary authentication of Remote UE can be connected in roaming case. And it was clarified that secondary authentication of Remote UE via Relay UE will be supported with necessary support of roaming for CP based security procedure. But, it could not fully come to an agreement because of lack of time.
Therefore, the clarification in Rel-17 should be confirmed in Rel-18.
Considering the above-mentioned issues and possible future works, there may be two options on how to proceed this normative work in Rel-18:
· Option#1:  A TEI18 WID on ProSe Secondary Authentication 
· Option#2: Update the Rel-18 WID to include ProSe Secondary Authentication as an additional objective
Prose Secondary Authentication is not part of the Rel-18 study scope and as such does not depend on the Rel-18 study conclusions.
Option#1 allows the work on ProSe Secondary Authentication to start at any earlier time and independently/in parallel with current Rel-18 study and subsequent normative work.
Option#2 binds ProSe Secondary Authentication with current Rel-18 ProSe SI/WI schedules and time budget and with additional impact Rel-18 WID discussions.
Therefore, it is observed that Option#1 provides a better path for the work on ProSe Secondary Authentication in Rel-18, in parallel to and independently from current Rel-18 study and subsequent normative work. 
5	Detailed proposal
It is proposed to agree to work on the support of ProSe Secondary Authentication functionality in Rel-18 as part of a TEI18 WID S2-2206861.
