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Abstract of the contribution: This paper proposes conclusion principles for KI#3 on Third Party specific IDs to TR 23.700-87.
Discussion

This paper proposes conclusion principles to be incorporated in TR 23.700-87.
Proposal

The following change is proposed to be included in the conclusion clause of TR 23.700-87.
* * * Start of changes (all new text) * * * 

9
Conclusions

9.X
Conclusions for KI #3: Third party specific user identities
Five solutions were proposed for KI#3 (sol #10, #11, #12, #13, #19). Out of these three solutions refer explicitly to STIR/SHAKEN (sol #10, #12, #19) while one solution refers to signing and verification of SIP headers but does not mention STIR/SHAKEN explicitly (sol #11).

Based on a solution evaluation the following conclusions are made for KI#3:
1)
The solution shall allow enterprise users to connect to the IMS via NNI and UNI based on different trust models and SLAs.

2)
Used third party specific user identities in IMS shall be aligned with the definitions in draft-ietf-stir-passport-rcd-18 [16].

3)
Solution shall not change existing IMS security procedures.

NOTE:
The SIP header extensions required to transfer third party specific user identity information are defined by stage 3.
4)
The solution shall follow the STIR/SHAKEN framework and accompanied IETF RFCs/drafts as much as possible.
5)
As for other user identities signing and verification of third party specific user identities is invoked by IBCF, S-CSCF or AS.
6)
Third party specific user identities may be stored in the HSS.

* * * End of changes * * * 
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