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Abstract of the contribution: This paper evaluates the proposed solutions in TR 23.700-87 on KI#3.
Discussion

Several solutions have been proposed for KI#3. This paper provides an evaluation and comparison of these solutions.
Proposal

The following change is proposed to be included in the evaluation clause of TR 23.700-87.
* * * Start of changes (all new text) * * * 

7
Overall Evaluation

Editor's note:
This clause will provide evaluation of different solutions.
7.X
Evaluation for KI #3: Support of third party specific user identities
Five solutions were proposed for KI#3: #10, #11, #12, #13, #19.

Three solutions refer explicitly to STIR/SHAKEN: #10, #12, #19.

One solution refers to signing and verification of SIP headers but does not mention STIR/SHAKEN explicitly: #11

In the following table solutions are classified based on following categories (Y=YES, N=NO, more details in brackets):

-
Solution is applicable to UNI (SIP UA) and NNI (IP PBX) case

-
Solution re-uses STIR/SHAKEN framework and related IETF RFCs/drafts

-
Solutions is impacting existing IMS procedures (e.g., SIP headers)

-
Solutions requires new/adapted function(s) in the IMS

-
Solution requires new/adapted function(s) in the Enterprise network
	
	Applicable to UEs connected via UNI and NNI (IP PBX)
	Re-use of STIR/SHAKEN
	Impact to existing IMS procedures
	Requires new/adapted functions in the IMS
	Requires new/adapted functions in the enterprise

	Solution #10: Support of Third Party specific User Identities in IMS re-using the Ms reference point and STIR/SHAKEN
	Y
	Y
	Y (new/changed SIP headers)
	N
	N (signing in enterprise network is based on SLA with IMS provider)

	Solution #11: Verification of calling party when using third party specific identity
	Y (requires group data in HSS)
	Y (but not explicitly mentioned)
	Y (new/changed SIP headers, third party creating group subscription in HSS)
	N
	N

	Solution #12: Solution of SHAKEN based third-party specific user identities
	Y (different solutions for UNI and NNI)
	Y
	Y (requires a token based authentication mechanism between enterprise and IMS in case of UNI, no token used for NNI case)
	N
	Y (requires 3rd party AAA server in the enterprise)

	Solution #13: third party specific user identities
	Y
	N
	Y (requires a token based authentication mechanism between enterprise and IMS)
	Y (requires Enterprise Data Server in the IMS)
	Y (requires  auth server in the enterprise

	Solution #19: Light weight solution of third party specific ID using existing mechanisms
	N (requires HSS subscription for each enterprise user)
	Y
	Y (changed From header)
	N
	N


* * * End of changes * * * 
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