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1 Discussion
In KI#3 of FS_eEDGE_Ph2, there are cases that traffic offload policy aims at a finer sets of UE(s), for instance, UEs satisfying a combination of criteria, “Case b: UEs that have been associated with a combination of services provided by operator or application service provider;” or “Case e: …. It is possible that these users belong to pre-defined groups or do not belong to any pre-defined groups.”
The set of UEs have the same service can be decided by the application side or the group of UEs can be decided by the network based on pre-configure condition without explicitly executing the group management. For users do not belong to any pre-defined groups, only certain users under certain conditions can accessing the application with edge computing service due to limited or expensive EC resource, considering the service agreement among the EC provider(s), application provider, network provider and the users. The set of UEs group can be decided dynamically when the related conditions are met, e.g. the application client with specific service level can use edge computing service under certain conditions.
Solution 31 is provided to use service information, sent from the AF, to identify set of UEs at a finer granularity, which can include the following cases as indicated in the NOTE in clause 6.31.1:
· 1) Allowed services for accessing applications with additional conditions e.g. allowed applications to be accessed, allowed application to be accessed using edge computing; or 
· 2) Subscriber categories of the UE defined by the operator or of application users defined by the application provider, or 
· 3) other service information acting as condition to group the set of UEs e.g. Target Category information that is an abstract value associated with the application decided service information such as application level client category for the application clients.
[bookmark: _Hlk110977344]For case 1) , All users having subscribed to some “Allowed services” as defined in “PDU Session policy control subscription information” TS 23.503 [13] Table 6.2-2, can be associated with the set of UEs, and the “Allowed services” acts as one kind of service information and is included in the AF request (Nnef_TrafficInfluence ) to PCF rules as targeting UEs information.
[bookmark: _Hlk110977350][bookmark: OLE_LINK2]For case 2), it is similar to case 1), All users of the same “Subscriber categories” as defined in “PDU Session policy control subscription information” TS 23.503 [13] Table 6.2-2, can be associated with the set of UEs, and the “Subscriber categories” acts as one kind of service information and is included in the AF request (Nnef_TrafficInfluence ) to PCF rules as targeting UEs information. The “Subscriber categories” is decided by the operator for the UE.
For case 3), there can be the application decided service information such as application level client category. For the UEs belong to the same Subscriber categories, there can be different service levels decided by the application side. For example, the end user using the application client with specific service subscription with the application can use edge computing service under certain conditions, it can access the application using different UEs. Take as an example, client 1 and client 2 of appx with the same service level for the application, gold UE1 is used by client 1 and silver UE2 is used by client 2 to access the application with the same service like accessing via edge. On the other hand, client 3 and client 4 of appx with the different service levels for the application, gold UE3 is used by client 3 and gold UE4 is used by client 2 to access the application with different service.
As described in procedure of solution #31, the service information to indicate the targeting UEs is included in the AF request (Nnef_TrafficInfluence ) to PCF rules, and for each UE/client accessing the application, the related specific service information is retrieved by the PCF via “PDU Session policy control subscription information” for case 1) and case 2), or retrieved reusing the procedure of Service specific parameter provisioning defined in clause 4.15.6.7 of TS 23.502 [9] as described in step 4, then the PCF decides the PDU session is associated with the set of UEs and applies the related routing policy as described and updated in step 5, and the related Editor’s note can be removed. 
2 Proposal
[bookmark: _Hlk513714389]It is proposed to update TR 23700-48 as follows 
Start change 
[bookmark: _Toc106120945]6.31	Solution 31 (KI#3): Providing traffic offload policy for a set of UEs with service information
[bookmark: _Toc106120946]6.31.1	Description
To provide the traffic routing policy for a set of UEs at a finer granularity, the set of UEs at a finer granularity can be identified using a pre-defined group of UEs or a dynamic group of UEs. The set of UEs can be decided by the network administrator or by the application. For example, the set of UEs can be a pre-defined group which is configured by the operator. The set of UEs can be decided by the application side. For example, only certain users under certain conditions can access the application with edge computing service due to limited or expensive EC resource, considering the service agreement among the EC provider(s), application provider, network provider and the users. The set of UEs can be decided dynamically when the related conditions are met, e.g. the application client with specific service level can use edge computing service under certain conditions.
For providing the traffic routing policy for a set of UEs within a pre-defined group, or a dynamic group reusing 5G VN group management mechanism as defined in clause 6.14, it can be implemented using Application Function influence on traffic routing procedure targeting a group of UEs.
For providing the traffic routing policy for a set of UEs with associated with the same service information, e.g. the same application client category, it can be implemented reusing the existing Application Function influence on traffic routing mechanism with additionally including the following:
-	The traffic routing policy information is provisioned associated a set of UEs with the same service information.
-	The UE accessing the application with the matched Service information can apply the traffic routing policy information provisioned associated a set of UEs with the service information.
NOTE:	The service information, for example, can be Target Category information that is an abstract value associated with 1) Allowed services for accessing applications with additional conditions e.g. allowed applications to be accessed, allowed application to be accessed using edge computing; or 2) Subscriber categories of the UE defined by the operator or of application users defined by the application provider, or 3) other service information acting as condition to group the set of UEs e.g. the application decided service information such as application level client category for the application clients.
Editor's note: The service information can be included in the AF request from AF from a third party or AF with agreement with the 5GC operator. The service information may be mapped into the information that the PCF can understand and use to determine whether a given PDU Session is subject to data offload for a given application. Whether and how the mapping is done if FFS.
[bookmark: _Toc106120947]6.31.2	Procedures
The following figure shows the solution providing the traffic routing policy for a set of UE with associated with the same service information.


Figure 6.31.2-1 Traffic routing policy provisioning for a set of UE with associated with service information
0.	The UE initiates the PDU Session establishment procedure.
1.	AF request with traffic routing information is sent to the PCF targeting UE(s) with service information. For the Target UE Identifier(s), the service information, acting as the criteria to identify the UE(s) that the request is targeting, so the traffic routing information can only be applied to the PDUs which are allowed to access the application with service information. The related information is sent via NEF and stored in the UDR, and delivered to the PCF following the existing Application Function influence on traffic routing procedure. Data Key = AF Transaction Internal ID, S-NSSAI and DNN and the service information for the application. For management of the targeting UE(s) with specific service information for the application(s), the specific internal group ID may be allocated by the UDM corresponding to the targeting UEs with specific service information as which is done for the 5G VN group management.
2.	The SMF retrieves the SM policy using SM Policy Association Establishment procedure during the PDU Session establishment procedure. The traffic routing information for the specific application in step 1 is not sent to the SMF for the PDU Session because no service information matched.
3.	Application Client with service information requests the IP address of app server and logs in, the user-plane communication takes place between the Application Client in UE and Application Server via the C-UPF. In this step, the application layer can decide that the service information the application client associated with based on the configuration or application subscription information.
4.	Optionally, Tthe AF gets the service information for the accessing application client reusing the procedure of Service specific parameter provisioning defined in clause 4.15.6.7 of TS 23.502 [9] one of the following procedures with service information. If the internal group ID is associated with UE for the accessing application client, the internal group ID is stored as information of the subscription data of the UE.
NOTE:	The service information in this solution is notified to the SM-PCF to influence the PCC Rules instead of AM-PCF delivered to the UE as defined in clause 4.15.6.7 of TS 23.502 [9].
5-6.	The PCF makes the decision to modify the SM policy for the application within the PDU Session based on the traffic routing information targeting the set of UEs received in step 1, and the related information for the PDU session including “Allowed services” and/or “Subscriber categories” as defined in “PDU Session policy control subscription information” TS 23.503 [13] Table 6.2-2 and/or the service information for the PDU session received in step 4, and the routing policy related to the traffic routing information is sent to the SMF.
7.	The UE enters the service area of the edge DN.
8-10.	The SMF decides to establish a new PDU Session Anchor e.g. due to UE mobility as described in step 7, and based on the latest traffic routing policy received in step 6.
11.	User-plane communication takes place between the Application Client in UE and Edge Application Server via the local UPF.
12-13.	The AF decides to delete the service specific parameter, e.g. when the AC with service information logs out of the application or the IP flows of the application are terminated. The delete procedure is similar to the create procedure described in step 4, the only difference is that it is to delete the related information.
14-15.	The PCF makes the decision to modify the SM policy for the application within the PDU Session, and the related traffic routing policy is deleted in the SMF.
16-18.	If another Application Client without service information requests the IP address of app server and logs in in the PDU Session of the UE, the User-plane communication takes place between the Application Client in UE and Application Server via the C-UPF. As there is no related traffic routing information matched for this application client, no traffic routing policy is applied to the application for this UE in this case.
[bookmark: _Toc106120948]6.31.3	Impacts on services, entities and interfaces
The following impacts are involved to support providing the traffic routing policy for a set of UE associated with the same service information:
AF/NEF/UDR:
-	service information is supported while providing traffic routing policy information in the procedure of AF influence traffic routing, wherein the service information can be the Target Category information associated with "Allowed services" and/or "Subscriber categories" and/or the application decided service information such as application level client category;
-	service information of the UE accessing the application is optionally provided using the procedure of Service specific parameter provisioning.
PCF:
-	the traffic routing policy for a set of UE associated with service information is received;
-	service information of the UE accessing the application is notified;
-	associates the UE accessing the application with the set of UEs using Service information, and sends the PCC rule to the SMF for the PDU Session of the UE with the traffic routing policy information provisioned associated a set of UEs with the service information.
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(service information matched, the related TRI is sent to the SMF for the PDU session)
11. User-plane communication takes place between the Application Client in UE and Edge Application Server via the local UPF.
12. The AC with service information logs out of the application or the IP flows Of the application are terminated.
13. Service specific parameter deleting ( AppID, UE IP, service information )
14. service information matched, the related TRI is removed to the SMF for the PDU session
15. SMPolicyControl
(service information is removed, the related TRI is not sent to the SMF for the PDU session)
16. Application Client without service information requests the IP address of app server and logs in, the User-plane communication takes place between the Application Client in UE and Application Server via the C-UPF.
17. SMPolicyControl
(No service information matched, the related TRI is not sent to the SMF for the PDU session)
18. For Application Client without service information, the User-plane communication takes place between the Application Client in UE and Application Server via the C-UPF, no traffic routing to the local EAS is performed.



