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[bookmark: _Hlk526665839]Abstract of the contribution: This paper introduces evaluation of Key Issue #7 “Support of Emergency for UE-to-Network Relaying”.
Discussion
The key issue (KI#7) “Support of Emergency for UE-to-Network Relaying” has 7 solutions in the TR 23.700-33.  
This paper introduces evaluation of solutions to Key Issue#7 in TR 23.700-33 v0.3.0. 
Proposal
It is proposed to add the following changes to TR 23.700-33 v0.3.0.

*** Start of changes ***
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Editor's note:	This clause will provide evaluation of different solutions.
7.X Evaluation of Key Issue #7

There are 7 solutions for the key issue “Support of Emergency for UE-to-Network Relaying”. 
The solutions #44, #46, #47 and #48 consider the emergency services relayed by a Layer-3 UE-to-Network Relay. The solution #44 is restricted to the case of Layer-3 UE-to-Network Relay without N3IWF. The solutions #42, #43 and #45 also consider supporting emergency services over Layer-2 UE-to-Network Relay.   
The following aspects for the support of emergency services over UE-to-Network Relays are addressed in an identical manner across most of the solutions. The differences, if any, are highlighted.
Authorization and parameters provisioning: 
All solutions propose that Relay UEs need to be authorized to support relaying of emergency services for a Remote UE. 
The Relay UE and Remote UEs need to be provisioned with the Relay Service Code dedicated for emergency service. The solutions also propose that policies for emergency services over UE-to-Network relay are provisioned using the mechanism defined in TS 23.304 [3] clause 6.5.1.1
Identification of emergency session during Relay discovery: 
The solutions are identical in proposing that emergency service is identified during the Relay discovery procedure using a dedicated Relay Service Code. Solution #46 additionally considers the case where Remote UE may not have the parameters for Relay Discovery. In this case, use of an explicit signalling is proposed as useful for Relay Discovery. 
PC5 link establishment: 
Many solutions (#42, #43, #44) propose the use of a new cause value in PC5 link establishment to identify that the procedure is triggered for emergency services. However if a standardized RSC for emergency services is agreed to be used, the RSC value itself would serve as the indication during PC5 link establishment and a dedicated cause value is not required. 
Identification of Relayed emergency services in RAN:
The solution #42 proposes that a Relay UE in RRC_IDLE sets the RRC Establishment Cause to “emergency” during the connection establishment phase. This is required so that the RAN can offer the relayed emergency session similar priority as an emergency session initiated directly by a UE. This is applicable for both Layer-2 and Layer-3 UE-to-Network Relay UEs. 
Identification of Relayed emergency services in CN:
An indication of relayed emergency session is required for the Core Network to exempt the Relay UE from any overload control. Solution #42 proposes the use of a similar indication to the Core Network but does not describe whether this could be the indication in Service Request. Solution #45 proposes use of ‘Emergency service’ in Service Request to enter CM-CONNECTED for a Layer-2 UE. 
Most of the solutions propose the use indication of “Emergency Request” in the PDU Session establishment procedure for an emergency session over a Layer-3 UE-to-Network Relay to inform the Core Network of the relayed emergency session.
Maintaining the PC5 link for possible call back:
Solution #42 highlights the need for Relay UE to maintain the PC5 link with the remote UE to prepare for any possible call back from the PSAPs. 
Location Reporting: 
Solution #43 and #47 considers the location reporting for emergency sessions. Solution #43 supports the Network provided location information reporting from the Remote UE which makes use of NCGI obtained from the Relay UE to report as ECID. This is suitable for a Layer-2 UE-to-Network Relay. Further enhancement of location reporting by the Remote UE by including a confidence factor representative of the distance between Remote UE and Relay UE needs co-ordination with RAN WGs.
Solution #47 proposes the Relay UE’s location is used to route the call to the local PSAP in the Layer-3 case.
End of emergency session: 
Solution #42 proposes that Relay UE informs the AMF when the PC5 link with the remote UE is released. However, for a Layer-3 relay, this is normal procedure through the Remote UE reporting procedure. For layer-2 Relay, loss of PC5 link would be visible to the network reported by RAN. Any specific enhancements for emergency services is not required.  
Emergency Relay operation by a Relay in limited service: 
Solution #42 prohibits relaying of emergency services by a Relay UE in limited service. Solution #44 permits relaying of emergency services by a Relay UE in limited-service state. Solution #45 has proposed that mobility restrictions should not apply for relaying of emergency services, but whether a Relay UE in limited service should be allowed to relay emergency services is noted as FFS. This aspect needs to be revisited when solutions are updated. 
Provisioning of P-CSCF to the remote UE:
Solution#44 and Solution #46 proposes the provisioning of P-CSCF address by the Relay UE. However, this requires that Remote UE has to trust the Relay UE to update its provisioned parameters. Considering the additional security threats in this, it is a reasonable restriction that only networks can provision Remote UE for emergency sessions over UE-to-Network Relay. 

Editors’ Note: Indication of relayed emergency session to RAN and CN if the Relay UE is in RRC_CONNECTED state is FFS.


*** End of changes ***
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