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Abstract of the contribution: This contribution proposes evaluation and conclusion to KI#2.
1	Discussion
In Solution #2 it is proposed that UE equipped with Default UE credentials only shall not attempt to register with an N3IWF.
[bookmark: _Hlk110938754]UE equipped with Default UE credentials only shall not attempt to register with an N3IWF. Instead, UE does one of the following:
-	connects directly (i.e. without connected to a N3WIF) with a PVS reachable from the local Untrusted non-3GPP access network (e.g. via the Internet) using the local IP connectivity (how the UE selects the PVS is out of 3GPP scope).
-	performs the UE onboarding procedure via an ON-SNPN with 3GPP access and connects with a PVS using the IP connectivity provided by the ON-SNPN.
-	In either case the PVS performs provisioning of the UE with SNPN credentials for primary authentication and other information to enable access to the desired SNPN, including N3IWF identifier configuration and Non-3GPP Access node selection information.
NOTE:	For UE equipped with Default UE credentials only (and in absence of an ON-SNPN with 3GPP access) this solution assumes that the PVS is reachable over the public Internet that the UE accesses via the untrusted non-3GPP access network.
In summary, it is assumed that the UE equipped with Default UE credentials need to use its 3GPP access capability or the PVS is reachable over the public Internet. However, the two assumptions are too restrictive. 
First, benefits of introducing non-3GPP access to SNPN include:
- to cover the UEs with non-3GPP access capability only; and
- to cover the scenarios where 3GPP coverage is not good for accessing. 
If non-3GPP access to SNPN relies on onboarding via 3GPP access, then the above benefits are not achieved. If there is no 3GPP access or the UE does not support 3GPP access, the UE cannot perform onboarding and then cannot access to SNPN.
Second, it is too restrictive to assume the PVS is reachable over public Internet. Moreover, this proposal actually moves onboarding out of 3GPP scope. In Rel-17, the operator may use dedicated DNN or S-NSSAI for reaching the PVS. It is safe for PVS deployment. For these PVS which is not reachable over public Internet, the UE cannot perform onboarding and then cannot access to SNPN.
With the above analysis, it is proposed to introduce the following:
- Access to SNPN services via Untrusted non-3GPP access network shall include UE onboarding.
- UE equipped with Default UE credentials may attempt to register with an N3IWF. 
- The UE may use the SNPN ID in the pre-configured ON-SNPN selection information to construct N3IWF FQDN.
2 Proposal
[bookmark: _Hlk513714389]It is proposed to update TR 23.700-08 as follows, based on S2-2205506.
[bookmark: _Toc16839388][bookmark: _Toc21087547][bookmark: _Toc23326080][bookmark: _Toc25934686][bookmark: _Toc26337066][bookmark: _Toc31114363][bookmark: _Toc43392851][bookmark: _Toc43475650][bookmark: _Toc50559367][bookmark: _Toc54940734][bookmark: _Toc54952449][bookmark: _Toc57233901][bookmark: _Toc68069211][bookmark: _Toc104889706][bookmark: _Toc22214903][bookmark: _Toc23254036][bookmark: _Hlk92215149]7	Evaluation
Editor's note:	This clause provides an evaluation of the solutions.
[bookmark: _GoBack]7.x Evaluation of Solutions for Key Issue 2: Support of Non-3GPP access for SNPN
	Solution #2
Access to SNPN services via Untrusted non-3GPP access network
	In this solution, UE that has successfully obtained IP connectivity via an Untrusted non-3GPP access network may select the N3IWF of an SNPN and register with that SNPN (using the credentials of that SNPN) following the same N3IWF selection procedure as specified for access to stand-alone non-public network services via PLMN.
For support of Emergency services the UE either relies on a configured N3IWF FQDN for N3IWF selection (when non-roaming) or follows the existing procedure for Emergency services for UE not equipped with UICC (when roaming).
The solution makes no special provisions for UE onboarding assuming that, either the PVS is reachable over the public Internet that the UE accesses via the untrusted non-3GPP access network, or the UE relies on an ON-SNPN with 3GPP access. The two assumptions are too restrictive. First, benefits of introducing non-3GPP access to SNPN include:
- to cover the UEs with non-3GPP access capability only; and
- to cover the scenarios where 3GPP coverage is not good for accessing. 
If non-3GPP access to SNPN relies on onboarding via 3GPP access, then the above benefits are not achieved. If there is no 3GPP access or the UE does not support 3GPP access, the UE cannot perform onboarding and then cannot access to SNPN.
Second, it is too restrictive to assume the PVS is reachable over public Internet. Moreover, this proposal actually moves onboarding out of 3GPP scope. In Rel-17, the operator may use dedicated DNN or S-NSSAI for reaching the PVS. It is safe for PVS deployment. For these PVS which is not reachable over public Internet, the UE cannot perform onboarding and then cannot access to SNPN.
The solution has UE impact and N3IWF impact (inclusion of “selected NID” in the [NGAP] INITIAL UE MESSAGE, which is up to RAN3 to define).
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Editor's note:	This clause will capture conclusions from the study.
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The following conclusions are agreed for normative work:
-	Access to SNPN services via Untrusted non-3GPP access network shall be specified according to the principles described in Solution #2, including support for Emergency services and UE onboarding. Specifically,
-	UE equipped with Default UE credentials may attempt to register with an N3IWF. The UE may use the SNPN ID in the pre-configured ON-SNPN selection information to construct N3IWF FQDN.
-	Otherwise, UE uses the same N3IWF selection procedure as specified for access to stand-alone non-public network services via PLMN in clause 6.3.6.2a of TS 23.501.
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