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Abstract: this paper proposes evaluation update and interim conclusions on KI#5. 
1. Introduction
This paper proposes evaluation update and interim conclusions on KI#5.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-88.
[bookmark: _Toc519004414]* * * * First change * * * *
7.5	Evaluation on Key Issue #5
Editor's note:	This clause will provide evaluation of KI solutions. Further update is needed considering the text based on version 0.2.0 of the TR.
[bookmark: _Toc104235484][bookmark: _Toc104539839]7.5.1	General
Editor's note:	This clause will provide high level principles indicated by solutions, which helps the conclusion stage. Further update is needed.
The following mechanisms for PEMC authorization have been indicated:
a)	PEMC is authorized without 5GC involvement (solution #5).
b)	PEMC is authorized based on subscription of PIN feature or subscription of a PIN (solution #6, #8, #9).
The following mechanisms for PEGC authorization have been indicated:
a)	PEGC is authorized without 5GC involvement (solution #5).
b)	PEGC is authorized when it is a UE (solution #8).
c)	PEGC is authorized based on subscription (solution #6).
The following mechanisms for PINE authorization have been indicated:
a)	PINE is authorized without 5GC involvement (solution #5).
NOTE:	Some combination of the above principles is not possible or not able to be alternative.
[bookmark: _Toc104235485][bookmark: _Toc104539840]7.5.2	Evaluation on solution #1
In the second method, a PEMC, after it has been authorized by 5GC for PIN operation, begins to monitor incoming queries for PIN services.
A UE capable of PEGC functionality is authorized for PIN operation by the 5GC.
Editor's note:	Further evaluation is needed.
[bookmark: _Toc104235486][bookmark: _Toc104539841]7.5.3	Evaluation on solution #5
The PIN AS, who manages PIN at network side, authorizes whether a PEMC is allowed to manage a PIN, and also authorizes whether a PINE/PEGC is allowed to join into a PIN.
Editor's note:	Further evaluation is needed.
[bookmark: _Toc104235487][bookmark: _Toc104539842]7.5.4	Evaluation on solution #6
P-NF query UDM for authorize the PEMC and PEGC.
PEGC interacts with PEMC directly for authorizing the PINE join via a PEGC.
Editor's note:	Further evaluation is needed.
[bookmark: _Toc104235488][bookmark: _Toc104539843]7.5.5	Evaluation on solution #8
PINMF interacts with UDM for PEMC authorization. PINMF authorize PEGC if PEMC added the PEGC into a PIN over application layer and the PEGC registered into PINMF over application layer.
PINMF verifies the PEGC is a UE based on whether the parameters provisioned to PEGC over 5GC success or not.
Editor's note:	Further evaluation is needed.
[bookmark: _Toc104235489][bookmark: _Toc104539844]7.5.6	Evaluation on solution #9
AMF interacts with UDM for PEMC authorization.
Editor's note:	Further evaluation is needed.
7.5.7	Evaluation on solution #21
The PINE requests PEMC for joining into a PIN, the PEMC will then authorize the PINE for connectivity to the PIN by obtaining authorization information from UDM/UDR/P-NF via AMF, and may authorize the PINE to access 5GS services via a PEGC.
7.5.8	Evaluation on solution #22
When a PINE requests to the PEMC for the communication with another PINE, or the 5GS access via a PEGC, the PEMC authorizes the communication between two PINEs based on policies downloaded from 5GC.
[bookmark: _Toc517082226]* * * * Second change * * * *
[bookmark: _Toc104539867]8.5	Conclusion on Key Issue #5
The following principles are concluded for Key Issue #5 "Authorization for PIN":
a)	The PEMC authorization is based on UE subscription of PEMC role for the PIN feature.
b)	The PEGC authorization is based on the capability of the UE acting as PEGC, and also is based on UE subscription of trust member group.
c)	The authorization of whether a PEMC is allowed to manage a PIN is determined by PINMF, which is out of SA2 scope.
[bookmark: _GoBack]
* * * * End of changes * * * *
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