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[bookmark: _Hlk526665839]Abstract of the contribution: Evaluation and conclusion for KI #4: Influencing UPF and EAS (re)location for collections of UEs in TR 23.700-48.
1. Discussion
There are 10 solutions address Influencing UPF and EAS (re)location for collections of UEs.
To address the key issues, the evaluation is performed from the critical aspects: 1) Determining UE(s) belonging to the UE collection; 2) Determines the same EAS/DNAI for UE collection.
2. Proposal
It is proposed to agree the following texts in TR 23.700-48.

[bookmark: _Toc26386429][bookmark: _Toc26431235][bookmark: _Toc30694633][bookmark: _Toc43906656][bookmark: _Toc43906772][bookmark: _Toc44311898][bookmark: _Toc50536540][bookmark: _Toc54930314][bookmark: _Toc54968119][bookmark: _Toc57236441][bookmark: _Toc57236604][bookmark: _Toc57530245][bookmark: _Toc57532446][bookmark: _Toc93073663]>>>> Start of 1st Change <<<<
[bookmark: _Toc106121049]7	Evaluation
Editor's note:	This clause will capture the evaluations related to the solutions per KI.
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There are 10 solutions address Influencing UPF and EAS (re)location for collections of UEs.
Table 7.x-1: Evaluations of solutions 
	Solutions
	High-level descriptions
	Evaluation

	#14: Group Management
	The AF can create or remove the ad-hoc group data in 5GC in dynamic manner. The services are enhanced to manage (e.g. remove) the service specific data stored in UDR and UDM.
	This solution does not cover how to determine a common L-DN and it can’t be used to determine the common EAS.

	#15: Selection of common DNAI
	To support multiple SMFs case, a new entity SCMF is introduced to determine the common DNAI for a collection of UEs. Also the new interface between SMF and SCMF is introduced.
	It brings large impacts to 5GC to introduce a new entity SCMF and new interface between SMF and SCMF. There is a concern on backwards compatibility issue, e.g. if a SCMF can’t be discovered, how to support multiple SMFs case. 

	#16: Selecting the same EAS/DNAI for collection of UEs
	The AF or SMF determines the common EAS/DNAI. If the received FQDN match with the appID/FQDN from PCC rule, then SMF determines UE belonging to the UE collection and selects the same EAS/DNAI. The EASDF could return same EAS IP address to UEs without a query to DNS server. 
For multiple SMFs case, the SMF stores the common EAS/DNAI in UDR.
	This solution supports SMF determines whether UE is belonging to specific UE collection and the common EAS/DNAI dynamically based the FQDN sent by UE. It supports more efficient provision of same EAS IP address to UEs by EASDF directly.
It supports multiple SMFs case via storing EAS/DNAI information in UDR. 

	#17: Application layer EAS selection for collections of UEs
	The AF can determine the common DNAI based on candidate DNAIs from SMF(s) and then selects an EAS and notify the UEs about the selected EAS via the application layer.
	This solution relies on application layer to provide candidate DNAI list and selects the EAS. However, the AF may not have knowledge of DNAI information, and especially the latest mapping information between DNAI and EAS. Whether the requirements for application layer are feasible need more discussions.

	#18: Discovery of the same EAS for collections of UEs
	The SMF determines the UE is belonging to specific UE collection and the common EAS/DNAI based on precondition and received FQDN or UE location.
It supports to resolve the FQDN via using the same DNS server, or allows EASDF directly returns same EAS IP address without having the DNS related procedure to DNS server.
It is based on Option A/B/C.
	This solution supports SMF determines whether UE is belonging to specific UE collection and the common EAS dynamically based the FQDN sent by UE or UE location. It supports more efficient provision of same EAS IP address to UEs by EASDF directly. It also supports to find the same DNS server for resolving the FQDN, which can ensure the same EAS IP range is resolved for UE collection, and reach load balance.

	#19: Influencing UPF and EAS (re)location for collections of UEs
	The AF provisions ad hoc group information to the 5GC. The NEF authorizes, translates and stores ad hoc group information to UDM/UDR.
	The usage of the content included in ad hoc group information is unclear.

	#34: Selecting the same EAS/DNAI for collection of UEs
	It is based on solution 16.
Adding Dynamic External Group ID that can be per DNAI or per application ID in EDI. The AF can use the Dynamic External Group ID and External Application ID to influence routing for a collection of UEs.
The SMF associates UEs to a dynamic group of UEs based on the information provided by AF.
	It requires AF to provide Dynamic External Group in EDI.

	#35: Providing dedicated (re)location information as traffic routing information
	Enhance the existing Application Function influence on traffic routing mechanism to provide relocation information (target DNAI/EAS, specific service information/Group ID).
	This solution relies on application layer to provide target DNAI/EAS. However, the AF may not have knowledge of DNAI information, and especially the latest mapping information between DNAI and EAS. Whether the requirements for application layer are feasible need more discussions.

	36: Providing dedicated (re)location information as EAS Deployment information
	Enhance the EAS Deployment Information Management mechanism to include (target DNAI/EAS, specific service information/Group ID).
	This solution relies on application layer to provide target DNAI/EAS. However, the AF may not have knowledge of DNAI information, and especially the latest mapping information between DNAI and EAS. Whether the requirements for application layer are feasible need more discussions.

	37: (Re)location of same EAS and coordination across UEs
	It is based on solution #19. The SMF updates the ad hoc group information in the UDM/UDR with the EAS ID.
	Some concerns raised on how to support more SMFs determine different EAS ID(s) at the same time.
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Editor's note:	This clause will capture the conclusions of the study.
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It proposed that the following solutions/procedures are used as the baseline for normative work:
1.	Determining UE(s) belonging to the UE collection:
1)	The SMF determines UE belonging to the UE collection based on the pre-conditions that received FQDN match with the appID/FQDN or UE locates in specific area, as described in solution #16 and #18. 
2)	The AF creates or removes the ad-hoc group data in 5GC. The services are enhanced to manage (e.g. remove) the service specific data stored in UDR and UDM, as described in solution #14 and #19.
2.	Determines the same EAS/DNAI for UE collection:
1)	Add the parameter indication of EAS/DNAI correlation in Traffic Influence (defined in clause 5.6.7 of TS 23.501 [x]) to indicate the UE collection assessing the same EAS/DNAI.
2)	The SMF determines to select the common DNS server to resolve the FQDN (solution #18) or common EAS/DNAI returned to UE directly (solution #16, #18), and configures the DNS message handling rules to EASDF correspondingly. 
3) 	The SMF stores the common EAS/DNAI in UDR and uses the retrieved EAS/DNAI when selecting the same EAS/DNAI for UE collection for multiple SMFs case (solution #16).
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