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1.
Discussion
The Key Issue #2 includes two aspects:
-
1#: Whether and how the 5GC can be made aware whether or when the UE enforces a URSP rule to route an application traffic to a PDU Session based on the URSP rule provisioned by 5GC.

-
2#: Whether there are any actions the 5GS can take after 5GC is aware whether the UE enforces a URSP rule for specific application traffic or not. If any, what action 5GC should take?

1.1
How does 5GC receives the URSP rules enforcement results from UE?
For bullet 1#, it relates to the procedure that how the 5GC receives the URSP rules that enforced in a UE. 
1.1.1
Purpose of URSP rules enforcement reporting
Question 1: The purpose of introducing the URSP rules enforcement reporting to 5GC.

Before discussing the specific mechanism, the aim of reporting the enforcement of URSP rules to 5GC should be determined first. 
There are several purposes to introduce reporting URSP rules enforcement to 5GC, according to the solutions in KI#2: 

a) The MNO wants to be aware of the URSP rules enforcement in UE, and the MNO can have an optimization of URSP rules to UEs. For example, the MNO finds some of the low priority URSP rules are frequently used or some of the URSP rules are never used in most of the UEs, and the 5GC can have an adjustment of URSP rules according to the report.
b) Some of the URSP rules are not recognized in UE. In Sol#11, if the UE doesn’t support a URSP rules, for example, doesn’t recognize the TD, the UE will ignore this rule and without any notification to network side. So, the network side should receive the notification of which rules can’t be recognized by UE.
c) Validation of the URSP rules enforcement in UE. This bullet has a precondition that, the UE may not use the URSP rules, or, the UE will wrongly use some of the URSP rules. For example, the 5GC delivers the URSP rules to UE, that the traffic to destination IP address of 100.10.1.1 will be matched to a PDU session with SSC mode 3. But, in reality, the UE finally matches the traffic to the PDU session with SSC mode 2. So, the MNO wants to verify whether the UE uses the URSP rules correctly. 
For bullet a and bullet b, they are understandable. 
But for the bullet c, it describes the wrong precondition. 

What we discuss in 3GPP, is the legacy UE or 3GPP standard terminal. There doesn’t exist the situation that UE don’t use an URSP rules or wrongly use an URSP rules. The UE will use the low priority URSP rules, it conforms to the specification. But, it doesn’t exist the situation that UE use a wrong URSP rules, or the UE totally doesn’t use an URSP rules and match the application traffic randomly. 
Just like the NAS procedure defined in 3GPP, it doesn’t exist the situation that UE wrongly uses the information delivered from NAS messages or UE ignores the information that received from DL NAS messages. 
So, only bullet a and bullet b can be considered in the specification. 
The bullet c has the wrong precondition and assumption, but there is no conflict for MNO to trigger the traffic detection in PDU session. 
1.1.2
How to report the URSP rules enforcement result to 5GC
Question 2: How to report the URSP rules enforcement result to 5GC? 
Question 2.1: Which network element receives the URSP rules enforcement result? 
For question 2.1, all of the solutions in KI#2 decides the AM-PCF receives the URSP rules enforcement results. 
Question 2.2: How to design the procedure to deliver URSP rules enforcement result to AM-PCF?
There are two categories for AM-PCF to receive the results. The one is direct way, the second one is indirect way: 

a) The UE reports the URSP rules enforcement via UL NAS Transport message to AMF, and AMF delivers to AM-PCF.

b) The UE reports the URSP rules enforcement via UL NAS Transport message to AMF. And AMF delivers the results to SMF. Due to there is no direct way for the SMF delivering the result to AM-PCF, the SMF sends the results to SM-PCF and the SM-PCF triggers the service-based interface towards AM-PCF to deliver the URSP rules.
For the direct way, it can solve the purposes of a) and b) discussed in section 1.1.1. The direct way is the most convenient to upload the report to AM-PCF. 
For the indirect way, it is only suitable for when the MNO wants to have a traffic detection and verification of URSP rules. If the MNO only wants to receive the ignored URSP rules or enforced URSP rules, the indirect way is not needed to introduce, because the routes of control plane is long. 
And for the indirect way, there are also some newly introduced mechanism that now 3GPP doesn’t defined: 
· Firstly: Due to the final receiver of the URSP rules enforcement report is to AM-PCF, so the overall design of indirect way is not convenient
· Secondly: There exists the interface N43 between AM-PCF and SM-PCF, but only AM-PCF subscribes the event of SM-PCF. As described in Table 6.1.3.18-1 in TS 23.503[x], only the AM-PCF can subscribe the event in SM-PCF, for example, the event of: Start of application traffic detection and Stop of application traffic detection, and the event of: SM Policy Association established or terminated. So, there is no procedure or existing design of SM-PCF subscribes the event in AM-PCF. 
· Thirdly, if the 5GC doesn’t want to trigger the traffic detection according to the URSP rules, there is no need to send the URSP rules to SMF. 
· At last, if the 5GC still wants to trigger the traffic detection according to the URSP rules, the AM-PCF can also reuse the interface and service-based procedure to subscribe or send request to SM-PCF, and to SMF for the traffic detection. No new interface is designed, only new event should be designed. 
So, the indirect way has the limitation in realization. The direct way is more preferred. 
Question 2.3: How to identify the URSP rules that enforced in UE?
For some of the solutions, for example, Sol#7, Sol#9 and Sol#12, the URSP rules ID is introduced to identify the URSP rules that enforced in UE. 
According to the definition, the URSP rules ID is defined as: URSP rule ID is introduced to uniquely identify the URSP rule sent to a UE.
But, for the URSP rules architecture, it is not need to additionally introduce such URSP rules ID. 
For a certain UE, the URSP rules is can be uniquely determined by a TD priority and an RSD priority, as the example of URSP rules listed in Table A-1 in TS 23.503[x]:

Table A-1: Example of URSP rules
	Example URSP rules
	Comments

	Rule Precedence =1 

Traffic Descriptor: Application descriptor=App1
	Route Selection Descriptor Precedence=1 

Network Slice Selection: S-NSSAI-a

SSC Mode Selection: SSC Mode 3

DNN Selection: internet

Access Type preference: 3GPP access
	This URSP rule associates the traffic of application "App1" with S-NSSAI-a, SSC Mode 3, 3GPP access and the "internet" DNN.

It enforces the following routing policy:

The traffic of App1 should be transferred on a PDU Session supporting S-NSSAI-a, SSC Mode 3 and DNN=internet over 3GPP access. If this PDU Session is not established, the UE shall attempt to establish a PDU Session with S-NSSAI-a, SSC Mode 3 and the "internet" DNN over 3GPP access.

	Rule Precedence =2

Traffic Descriptor: Application descriptor=App2
	Route Selection Descriptor Precedence =1

Network Slice Selection: S-NSSAI-a

Access Type preference: Non-3GPP access
	This URSP rule associates the traffic of application "App2" with S-NSSAI-a and Non-3GPP access.

It enforces the following routing policy:

The traffic of application App2 should be transferred on.

a PDU Session supporting S-NSSAI-a using a Non-3GPP access. If this PDU Session is not established, the UE shall attempt to establish a PDU Session with S-NSSAI-a over Access Type=non-3GPP access.

	
	Route Selection Descriptor Precedence =2 

Non-seamless Offload indication: Permitted (WLAN SSID-a)
	If the PDU Session cannot be established, the traffic of App2 shall be directly offloaded to WLAN, if the UE is connected to a WLAN with SSID-a (based on the 2nd RSD)




As the table indicates, if the UE reports that the URSP rules of: Rule Precedence =1 and Route Selection Descriptor Precedence=1, is enforced in UE, the enforced URSP rules can be uniquely determined. The enforced URSP rule is: Traffic Descriptor: Application descriptor=App1, and the RSD = {Network Slice Selection: S-NSSAI-a, SSC Mode Selection: SSC Mode 3, DNN Selection: internet, Access Type preference: 3GPP access}. 
So, there is no need to additionally introduce the URSP rules ID.
1.1.3
URSP rules verification in 5GC
Question 3: Whether the SMF should compare the PDU session parameters with RSC in URSP rules?
Some of the solutions describe this comparation. 

The behaviour depends on the MNO strategy or policy. 

If the MNO wants to verify that whether the matched PDU session has the same PDU session parameters as the RSC indicates, the MNO should let the SMF to compare each PDU parameter and RSC that in the URSP rules UE enforced. 
According to the discussion above, it is more preferred to let AM-PCF to deliver the enforced URSP rules to SMF via SM-PCF. And the SMF reports the results to AM-PCF via SM-PCF.
Question 4: Whether the application traffic detection is needed in certain PDU session?
Some of the solution describe these issues, and this is the CP+UP based verification. 

The behaviour depends on the MNO strategy or policy. 

If the MNO wants to verify that whether the matched PDU session is really bearing the application traffic, the MNO can generate the PDR according to the URSP rules and trigger the packet detection in UPF. 

This needs the new capability for SMF, to generate the PDR according to the Traffic descriptor in URSP rules that UE reports. But, the PDR is composed by the IP 5-tuple, other kinds of Traffic Descriptor for example, the Application Descriptor or FQDN, may not have the direct mapping towards the IP 5-tuple to generate the PDR. 
1.2
The action after reporting URSP rules enforcement to 5GC
For bullet 2#, it relates to the procedure that how the 5GC acts towards the URSP rules enforcement that reported by UE. 

1.2.1
The action of AM-PCF
This is easy to understand, that the AM-PCF can adjust or update the URSP rules in UE. 
For example: 
-
Updates the RSD precedence in Traffic Descriptor.

-
Updates the elements in RSDs, for example changes the access type, DNN selection and slice selection. The PCF can also add more elements in RSDs, or remove the existing parameters in RSDs.

-
Delivery new URSP rules to UE.

-
Changes the Route Selection Validation Criteria. For example, according to the analytic, some of the RSD can't be used at certain UE location or time range, because the performance of DN and S-NSSAI are worse.

The behaviour of AM-PCF depends on the MNO policy.
1.2.1
The action of SMF
For some of the solutions, for example, Sol#7, Sol#8, Sol#12, Sol#13, Sol#14, Sol#15, it describes the situation of, when UE uses the URSP rules incorrectly, the SMF will reject the PDU session request from UE. 

For this design, it is not acceptable for the following reasons:
-
Firstly, according to the analytic in purpose, the UE in this TR is legacy UE or 3GPP defined UE, there doesn’t exist the situation of UE wrongly uses the URSP rules. What the wrongly use of URSP rules, is only happened in the abnormal terminal which is not discussed in 3GPP. 

-
Secondly, if the PDU session is rejected by the network, the user can’t access to internet, and this will bring the poor user experience, and users can't find the cause of the problem, so they can't connect to the Internet any more. This is not a good design and will cause lots of user network outrage. 

-
At last, it is hard to define the wrongly use. It is reasonable for UE to use the low priority URSP rules or match-all PDU session, so how to define such criteria of wrongly use is hard. This depends on the MNO policy. The MNO should give more room for UE to design and execute the URSP rules, not directly setting the criteria and arbitrary termination of the session establishment process. 

So, the action of SMF rejects the PDU session establishment is not recommended to normative. 
1.3
Brief conclusion
The following principles are recommended for normative for KI#2:

· The UE reports the enforced URSP rules or not recognized URSP rules to AM-PCF via UL NAS messages directly.

· The URSP rules ID is not recommended to normative, because the enforced URSP rules can be uniquely determined by the Traffic Descriptor Precedence and RSD Precedence. 
· If the MNO decides to verify the URSP rules enforcement via PDU session related procedure, it is recommended to AM-PCF trigger the related procedure, and reuse the interface and service-based procedure provided by SM-PCF to AM-PCF. 
· If the MNO decides to trigger the traffic detection in UPF for certain PDU session, it needs the SMF to have the direct mapping between Traffic descriptor to the IP 5-tuple which applied to generate the PDR.
· The action of SMF rejects the PDU session establishment is not recommended to normative, because it will cause the user can’t access to network any more.
2.
Proposal
It is proposed to capture the following changes into TS 23.700-85.
* * * * First change * * * *

7
Overall Evaluation

Editor's note:
This clause will provide evaluation of different solutions.
7.X
Evaluation and principle on KI#2

The Key Issue #2 includes two aspects:

-
1#: Whether and how the 5GC can be made aware whether or when the UE enforces a URSP rule to route an application traffic to a PDU Session based on the URSP rule provisioned by 5GC.

-
2#: Whether there are any actions the 5GS can take after 5GC is aware whether the UE enforces a URSP rule for specific application traffic or not. If any, what action 5GC should take?

Question 1: The purpose of introducing the URSP rules enforcement reporting to 5GC.

Before discussing the specific mechanism, the aim of reporting the enforcement of URSP rules to 5GC should be determined first. 

There are several purposes to introduce reporting URSP rules enforcement to 5GC, according to the solutions in KI#2: 

a) The MNO wants to be aware of the URSP rules enforcement in UE, and the MNO can have an optimization of URSP rules to UEs. For example, the MNO finds some of the low priority URSP rules are frequently used or some of the URSP rules are never used in most of the UEs, and the 5GC can have an adjustment of URSP rules according to the report.

b) Some of the URSP rules are not recognized in UE. In Sol#11, if the UE doesn’t support a URSP rules, for example, doesn’t recognize the TD, the UE will ignore this rule and without any notification to network side. So, the network side should receive the notification of which rules can’t be recognized by UE.
c) Validation of the URSP rules enforcement in UE. This bullet has a precondition that, the UE may not use the URSP rules, or, the UE will wrongly use some of the URSP rules. For example, the 5GC delivers the URSP rules to UE, that the traffic to destination IP address of 100.10.1.1 will be matched to a PDU session with SSC mode 3. But, in reality, the UE finally matches the traffic to the PDU session with SSC mode 2. So, the MNO wants to verify whether the UE uses the URSP rules correctly. 
For bullet a and bullet b, they are understandable. 

But for the bullet c, it describes the wrong precondition. 

What we discuss in 3GPP, is the legacy UE or 3GPP standard terminal. There doesn’t exist the situation that UE don’t use an URSP rules or wrongly use an URSP rules. The UE will use the low priority URSP rules, it conforms to the specification. But, it doesn’t exist the situation that UE use a wrong URSP rules, or the UE totally doesn’t use an URSP rules and match the application traffic randomly. 

Just like the NAS procedure defined in 3GPP, it doesn’t exist the situation that UE wrongly uses the information delivered from NAS messages or UE ignores the information that received from DL NAS messages. 
So, only bullet a and bullet b can be considered in the specification. 

The bullet c has the wrong precondition and assumption, but there is no conflict for MNO to trigger the traffic detection in PDU session. 
Question 2: How to report the URSP rules enforcement result to 5GC? 
Question 2.1: Which network element receives the URSP rules enforcement result? 
For question 2.1, all of the solutions in KI#2 decides the AM-PCF receives the URSP rules enforcement results. 

Question 2.2: How to design the procedure to deliver URSP rules enforcement result to AM-PCF?
There are two categories for AM-PCF to receive the results. The one is direct way, the second one is indirect way: 

c) The UE reports the URSP rules enforcement via UL NAS Transport message to AMF, and AMF delivers to AM-PCF.

d) The UE reports the URSP rules enforcement via UL NAS Transport message to AMF. And AMF delivers the results to SMF. Due to there is no direct way for the SMF delivering the result to AM-PCF, the SMF sends the results to SM-PCF and the SM-PCF triggers the service-based interface towards AM-PCF to deliver the URSP rules.

For the direct way, it can solve the purposes of a) and b) discussed in section 1.1.1. The direct way is the most convenient to upload the report to AM-PCF. 

For the indirect way, it is only suitable for when the MNO wants to have a traffic detection and verification of URSP rules. If the MNO only wants to receive the ignored URSP rules or enforced URSP rules, the indirect way is not needed to introduce, because the routes of control plane is long. 

And for the indirect way, there are also some newly introduced mechanism that now 3GPP doesn’t defined: 

· Firstly: Due to the final receiver of the URSP rules enforcement report is to AM-PCF, so the overall design of indirect way is not convenient
· Secondly: There exists the interface N43 between AM-PCF and SM-PCF, but only AM-PCF subscribes the event of SM-PCF. As described in Table 6.1.3.18-1 in TS 23.503[x], only the AM-PCF can subscribe the event in SM-PCF, for example, the event of: Start of application traffic detection and Stop of application traffic detection, and the event of: SM Policy Association established or terminated. So, there is no procedure or existing design of SM-PCF subscribes the event in AM-PCF. 

· Thirdly, if the 5GC doesn’t want to trigger the traffic detection according to the URSP rules, there is no need to send the URSP rules to SMF. 
· At last, if the 5GC still wants to trigger the traffic detection according to the URSP rules, the AM-PCF can also reuse the interface and service-based procedure to subscribe or send request to SM-PCF, and to SMF for the traffic detection. No new interface is designed, only new event should be designed. 
So, the indirect way has the limitation in realization. The direct way is more preferred. 
Question 2.3: How to identify the URSP rules that enforced in UE?
For some of the solutions, for example, Sol#7, Sol#9 and Sol#12, the URSP rules ID is introduced to identify the URSP rules that enforced in UE. 

According to the definition, the URSP rules ID is defined as: URSP rule ID is introduced to uniquely identify the URSP rule sent to a UE.
But, for the URSP rules architecture, it is not need to additionally introduce such URSP rules ID. 

For a certain UE, the URSP rules is can be uniquely determined by a TD priority and an RSD priority, as the example of URSP rules listed in Table A-1 in TS 23.503[x]:

Table A-1: Example of URSP rules
	Example URSP rules
	Comments

	Rule Precedence =1 

Traffic Descriptor: Application descriptor=App1
	Route Selection Descriptor Precedence=1 

Network Slice Selection: S-NSSAI-a

SSC Mode Selection: SSC Mode 3

DNN Selection: internet

Access Type preference: 3GPP access
	This URSP rule associates the traffic of application "App1" with S-NSSAI-a, SSC Mode 3, 3GPP access and the "internet" DNN.

It enforces the following routing policy:

The traffic of App1 should be transferred on a PDU Session supporting S-NSSAI-a, SSC Mode 3 and DNN=internet over 3GPP access. If this PDU Session is not established, the UE shall attempt to establish a PDU Session with S-NSSAI-a, SSC Mode 3 and the "internet" DNN over 3GPP access.

	Rule Precedence =2

Traffic Descriptor: Application descriptor=App2
	Route Selection Descriptor Precedence =1

Network Slice Selection: S-NSSAI-a

Access Type preference: Non-3GPP access
	This URSP rule associates the traffic of application "App2" with S-NSSAI-a and Non-3GPP access.

It enforces the following routing policy:

The traffic of application App2 should be transferred on.

a PDU Session supporting S-NSSAI-a using a Non-3GPP access. If this PDU Session is not established, the UE shall attempt to establish a PDU Session with S-NSSAI-a over Access Type=non-3GPP access.

	
	Route Selection Descriptor Precedence =2 

Non-seamless Offload indication: Permitted (WLAN SSID-a)
	If the PDU Session cannot be established, the traffic of App2 shall be directly offloaded to WLAN, if the UE is connected to a WLAN with SSID-a (based on the 2nd RSD)




As the table indicates, if the UE reports that the URSP rules of: Rule Precedence =1 and Route Selection Descriptor Precedence=1, is enforced in UE, the enforced URSP rules can be uniquely determined. The enforced URSP rule is: Traffic Descriptor: Application descriptor=App1, and the RSD = {Network Slice Selection: S-NSSAI-a, SSC Mode Selection: SSC Mode 3, DNN Selection: internet, Access Type preference: 3GPP access}. 

So, there is no need to additionally introduce the URSP rules ID.
Question 3: Whether the SMF should compare the PDU session parameters with RSC in URSP rules?
Some of the solutions describe this comparation. 

The behaviour depends on the MNO strategy or policy. 

If the MNO wants to verify that whether the matched PDU session has the same PDU session parameters as the RSC indicates, the MNO should let the SMF to compare each PDU parameter and RSC that in the URSP rules UE enforced. 

According to the discussion above, it is more preferred to let AM-PCF to deliver the enforced URSP rules to SMF via SM-PCF. And the SMF reports the results to AM-PCF via SM-PCF.
Question 4: Whether the application traffic detection is needed in certain PDU session?
Some of the solution describe this issue, and this is the CP+UP based verification. 

The behaviour depends on the MNO strategy or policy. 

If the MNO wants to verify that whether the matched PDU session is really bearing the application traffic, the MNO can generate the PDR according to the URSP rules and trigger the packet detection in UPF. 

This needs the new capability for SMF, to generate the PDR according to the Traffic descriptor in URSP rules that UE reports. But, the PDR is composed by the IP 5-tuple, other kinds of Traffic Descriptor for example, the Application Descriptor or FQDN, may not have the direct mapping towards the IP 5-tuple to generate the PDR. 

For bullet 2#, it relates to the procedure that how the 5GC acts towards the URSP rules enforcement that reported by UE. 

This is easy to understand, that the AM-PCF can adjust or update the URSP rules in UE. 

For example: 
-
Updates the RSD precedence in Traffic Descriptor.

-
Updates the elements in RSDs, for example changes the access type, DNN selection and slice selection. The PCF can also add more elements in RSDs, or remove the existing parameters in RSDs.

-
Delivery new URSP rules to UE.

-
Changes the Route Selection Validation Criteria. For example, according to the analytic, some of the RSD can't be used at certain UE location or time range, because the performance of DN and S-NSSAI are worse.

The behaviour of AM-PCF depends on the MNO policy.

For some of the solutions, for example, Sol#7, Sol#8, Sol#12, Sol#13, Sol#14, Sol#15, it describes the situation of, when UE uses the URSP rules incorrectly, the SMF will reject the PDU session request from UE. 

For this design, it is not acceptable for the following reasons:

-
Firstly, according to the analytic in purpose, the UE in this TR is legacy UE or 3GPP defined UE, there doesn’t exist the situation of UE wrongly uses the URSP rules. What the wrongly use of URSP rules, is only happened in the abnormal terminal which is not discussed in 3GPP. 

-
Secondly, if the PDU session is rejected by the network, the user can’t access to internet, and this will bring the poor user experience, and users can't find the cause of the problem, so they can't connect to the Internet any more. This is not a good design and will cause lots of user network outrage. 

-
At last, it is hard to define the wrongly use. It is reasonable for UE to use the low priority URSP rules or match-all PDU session, so how to define such criteria of wrongly use is hard. This depends on the MNO policy. The MNO should give more room for UE to design and execute the URSP rules, not directly setting the criteria and arbitrary termination of the session establishment process. 

So, the action of SMF rejects the PDU session establishment is not recommended to normative. 
8
Conclusions

Editor's note:
This clause will list conclusions that have been agreed during the course of the study item activities.
The following principles are considered for normative for KI#2:

· The UE reports the enforced URSP rules or not recognized URSP rules to AM-PCF via UL NAS messages directly.

· The URSP rules ID is not recommended to normative, because the enforced URSP rules can be identified by the Traffic Descriptor and/or Precedence. 
· If the MNO decides to verify the URSP rules enforcement via PDU session related procedure, it is recommended to using application detection mechanism supported in 5GC. Specifically, AM-PCF may trigger the related procedure, and reuse the interface and service-based procedure provided by SM-PCF to AM-PCF. 
· If the MNO decides to trigger the traffic detection in UPF for certain PDU session, it needs the SMF to have the direct mapping between Traffic descriptor to the IP 5-tuple which applied to generate the PDR.
· The action of SMF rejects the PDU session establishment is not recommended to normative, because it will cause the user can’t access to network any more.
* * * * End of changes * * * *
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