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Abstract of the contribution: Evaluation and Conclusion for KI#3
1	Background
In TR 23.700-80[1], solution#6-8, #28 and #32-34 focus on KI#3, i.e., 5GC information exposure to authorized 3rd party for application layer AI/ML operation. During the moderated discussion, several principles for KI#3 are proposed and discussed without agreement. In this paper, evaluation and conclusion for KI#3 are provided. 
2	Proposal
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7.x	Evaluation of Solutions for Key Issue #3
Solution#6-8, #28 and #32-34 are related with Key issue #3. 
Solution#6 applies to both KI#3 and KI#7. In this solution, 5GC information exposure towards authorized 3rd party includes 1) candidate members’ expected latency performance given aggregated and local model size, per iteration and/or on average. 2) geographical distribution information; 3) QoS flow level data per time window, which assists FL application server to determine the UE candidates for FL operation. The procedure for analytics subscribes by AF via NEF is reused. However, it is not clear how NWDAF collects data and generates the new analytics. It is suggested to evaluate this solution in KI#7. 
Solution#7 applies to both KI#3 and KI#6. AF requests for data rate monitoring and provides the required UL/DL data rate as the QoS requirement. The data rate monitoring and exposure scheme enables AI/ML application server to make better decision on AI/ML operation being aware of the predicated UE UL/DL data rate, e.g., selecting the model split point for AI/ML model splitting, selecting AI/ML model and the size of the parameters for AI/ML model downloading. The procedure of QoS monitoring subscribe and reporting is reused. This solution requires RAN node to provide the prediction of data rate, which has RAN impact.   
Solution #8 applies to both KI#2 and KI#3, i.e., 5GC information exposure to UE and to authorized 3rd party. The main idea is to introduce the SMF based reporting mechanism for exposing 5GC information to UE and AF. It reuses the existing “QoS Sustainability Analytics” to provide the analytics on potential QoS change for a specific AF session/PDU session. However, it is not clear how the “QoS Sustainability Analytics” provides QoS prediction on the estimated upcoming DL data rate. Besides, the 5GC information exposure to authorized 3rd party seems nothing new, e.g., reusing “UE Mobility analytics” and “Network performance analytics”. 
Solution #28 applies to all KIs. In this solution, a new NF and AaaML service are introduced for application AI/ML assistance function, which enable 5GC information exposure to AI/ML AF and other AaaML services. However, it violates the basic principle of minimizing 5GS signalling and processing overheads when exposing 5GC information to AF.
Solution #32 applies to both KI#3 and KI#4. In this solution, a special split AI/ML inference is considered, which involves end device, AI/ML processing entity 1 (e.g. edge server), AI/ML processing entity 2 (e.g., cloud server). That is, the AIML model (e.g., CNN) is split into three parts. The end device executes the inference up to a specific CNN layer (i.e., the first part) and sends the intermediate data to the AI/ML processing entity 1 (e.g., edge server). The edge server executes the inference up to a specific CNN layer (i.e., the second part) and sends the intermediate data to the AI/ML processing entity 2 (e.g., cloud server). The cloud server executes the rest of the CNN layer (i.e., the third part). However, 3GPP does not support the use case of data transmission from UE to edge server and then to cloud server yet. 
In Solution #33, AF subscribes the Network Authorization for UE to participate in the Application AI/ML operation. However, whether UE is able to participate in a specific Application AI/ML operation shall be negotiated between UE application and AI/ML application server.  
Solution #34 applies to both KI#1 and KI#3. AF requests the Application AI/ML traffic transmission status information (e.g., location, QoS, load, Congestion, etc.) from NWDAF. All the related existing Analytics ID (e.g., “User Data Congestion”, “Service Experience”, “NF load information”) are enhanced to consider only the Application AI/ML traffic transmission. Besides, it also suggests exposing QoS flow level data as statistics/predication of QoS, which is similar as in Solution#6. However, it needs further investigation how NWDAF identifies the Application AI/ML traffic transmission and generates the enhanced analytics. 
In summary, it is proposed to minimize 5GS signalling and processing overheads when exposing 5GC information to AF. It is preferred to expose the predicated data rate to AI/ML server to make better decision on AI/ML operation. Besides, AF shall also be aware of Application AI/ML traffic transmission status information (e.g., location, QoS, load, Congestion, etc.). 
8	Conclusion
Support of 5GC information Exposure to authorized 3rd party for Application Layer AI/ML Operation

1. Minimize 5GS signalling and processing overheads when exposing 5GC information to AF
2. AF provision data rate monitoring request and required UL/DL data rate as the QoS requirement
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