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Abstract of the contribution: This pCR proposes interim conclusions for KI#2, 5GC awareness of URSP enforcement
1 Discussion
The objective of KI#1 is to make 5GC aware when a UE is not able to enforce a given URSP rule. Considering this, solution #11 looks to be the simplest solution and also solves all the aspects of the KI#2.
The solutions that propose control plane based approach, where the UE reports the enforced URSP rule related information to the core network each time it (re‑)evaluates a URSP rule for an application traffic is not scalable at all.
Solution #7 covers only PDU session establishment case. It is not clear how the solution works when the application traffic is routed through an existing PDU Session. Also, Solution #8, #9, #10, #12 have some similarities that each of the solutions proposes that UE provides enforced URSP information to the 5GC, then the 5GC installs "incorrect/unmatched application" detection rules in the UPF. 
-	It is not clear why some assistance information from the UE is needed. The network operator knows what applications shall be allowed through a DNN, S-NSSAI and accordingly rules can be installed. There is no need for additional information from the UE side. Besides it also raises privacy concerns.
-	Then it is not clear what is the definition of incorrect or unmatched application here? What will be the PDR for the incorrect application? PDRs are used by the UPF to map a traffic to a QoS flow. How can it detect incorrect application traffic? If the goal is to block certain traffic (or allow only certain application traffic) in a PDU session, the required rules (ACL) can be provided even today. 
-	Also, traffic for an application may be valid on a PDU Session 1 when the UE is in location 1 and no more valid when the UE moves out of this location. Different applications may have different and non-overlapping validity conditions; so, this would mean that SMF/PCF has to subscribe on AMF AoI event once per application spatial validity rule and to change the UPF discard rule accordingly. This will make such solutions not scalable.
Involving NWDAF, as proposed in Solution #30 is also not justified for this KI.
Solutions #13, #14, #15 are not at all scalable and also has other limitations like having to use DN-AAA and secondary DN AA or application registration before PDU session establishment. Solution #15 works only for PDU session establishment case and it is not clear how does it work when the application traffic is routed through an existing PDU Session.
Considering all the above, it is proposed to go with Solution #11 for KI#2.
2 Proposal
[bookmark: _Hlk513714389]It is proposed to update 23.700-85 as follows


FIRST CHANGE
[bookmark: _Toc101366300][bookmark: _Toc104799383]8	Conclusions
Editor's note:	This clause will list conclusions that have been agreed during the course of the study item activities.
[bookmark: _Toc104539863]8.2	Conclusion on Key Issue #2
The following are concluded for KI#2, 5GC awareness of URSP enforcement
-	When a UE receives URSP policies from the network, the UE may evaluate each URSP rule and identify which URSP rule is not recognized (not supported) by the UE.
-	The UE may include additional information in the result in step 4 of clause 4.2.4.3 of TS 23.502 [3]. The additional information may include information on whether and which URSP rule is not recognized (not supported) by the UE.
-	Based on the feedback from the UE, the PCF may provision an updated URSP to the UE.
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