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1. Overall Description:
SA2 thanks CT4 for their LS on UAV authorization container. 
SA2 would ask CT4 to note the following answers for the corresponding questions raised by CT4 and would request CT4 to define/update stage 3 specification accordingly.
1. Does the SMF need to identify the type of payload (C2- or UUAA-Aviation Payload) to perform the procedures from and towards the UE?
Answer: No. The SMF does not need to identify the payload type. From an SMF pov, it is transparent whether the authorization is for UAV or for C2 connectivity or for both. In all the cases, the SMF invokes Nnef_Authentication_AuthenticateAuthorize service operation including the Service Level Device Identity and the UAS container provided by the UE. 
As defined in clause 3.1 of TS 23.256, the UAS container is a transparent container to the 3GPP system that includes UUAA Aviation/Authorization Payload and/or C2 Aviation/Authorization Payload. The SMF does not need to know whether the UAS container carries a UUAA Aviation/Authorization Payload and/or C2 Aviation/Authorization Payload.
The USS/UTM decides to perform C2 authorization if the authentication container provided by UE contains "C2 Aviation Payload". And then the USS/UTM sends the C2 authorization result to the UE as part of the Authorization Data which is again transparent to the 3GPP. Therefore, the SMF does not need to understand if the authorization data sent from USS/UTM to the UE contains C2 related data or UAV authorization related data or both.
In both the request and response, the information is carried in an application layer container and is transparent to the SMF. The SMF only needs to know whether the PDU session establishment shall be allowed (or not allowed) and that is indicated by a success/failure result for the service operation.
2. If yes, how is this identification performed, and what are the impacted procedures?
Answer: See above.


2. Actions:
To CT4
ACTION: 	SA2 kindly asks CT4 to take the above into account and update stage 3 specification accordingly if necessary.

3. Date of Next TSG SA WG2 Meetings:
TSG-SA2 Meeting #153E		Oct 10 - 26, 2022				Elbonia
TSG-SA2 Meeting #154		Nov 14 - 18, 2022				Canada

