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1. Introduction
There is an EN about EAS rediscovery triggered by AF as following:
Editor's note:	How to support AF triggered EAS relocation is FFS.
In current specification, AF interacts with the network via NEF, PCF and SMF etc. In HR roaming case, AF cannot interact with V-PCF and V-SMF. Introducing such interactions will change the roaming session management procedure significantly. To avoid such complexities, this proposal proposes to remove the EN as following:
-	For the case where the AF can interact with HPLMN via H-NEF, the EAS re-discovery procedure as described in Figure 6.4.2.2-1 is performed from step 4. 
-	For the case where the AF can only interact with 5GC via V-NEF, the AF triggered EAS rediscovery for this case is not supported.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-48.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc106120793][bookmark: sol04]6.4	Solution 04 (KI#1): Support EAS (re-)discovery in VPLMN via HR PDU Session
[bookmark: _Toc106120794]6.4.1	Description
This solution corresponds to KI#1. The scenarios 2.1 and 2.2 are described in clause 5.1.2.
As described in clause 5.1.2, a roaming UE may access V-EHE via an established HR PDU Session. To support such scenario, session breakout to access EHE in VPLMN is used. The following aspects are included:
-	The H-PCF provides authorization policy which indicates local traffic routing in VPLMN is authorized for the UE accessing the VPLMN.
-	UL-CL/BP and local PSA insertion.
	The V-SMF performs selection and insertion of UL-CL/BP and local PSA based on UE location when receiving the authorization policy from H-SMF without considering EAS deployment information in VPLMN. In this case, UL-CL/BP is selected based on UE location.
	For scenario 2.1, the V-SMF may select and insert UL-CL/BP and local PSA based on UE location and target DNAI after PDU Session is established. The V-SMF selects target DNAI based on DNAIs received from H-SMF. The DNAIs are determined by H-SMF based on EAS IP report from H-EASDF. In this case, UL-CL/BP is selected based on UE location and selected EAS IP address.
-	EAS discovery using H-EASDF.
	For scenario 2.1, the H-SMF obtains ECS option/local DNS server from V-SMF during DNS based EAS discovery procedure and send it to H-EASDF. The H-EASDF handles DNS queries including FQDNs deployed in VPLMN based on the ECS option/local DNS server as defined in TS 23.548 [3]. In this case, different FQDNs may use different ECS option/local DNS Server.
	For scenario 2.2, the H-SMF obtains ECS option/local DNS server from V-SMF during PDU Session Establishment and send it to H-EASDF. The H-EASDF handles all DNS queries of the UE based on this ECS option/local DNS server. In this case, all DNS queries requested by the UE will share same ECS option/local DNS server.
Editor's note:	How to support AF triggered EAS relocation is FFS.
[bookmark: _Toc106120795]6.4.2	Procedures
[bookmark: _Toc106120796]6.4.2.1	EAS discovery
Figure 6.4.2.1-1 shows the procedure of EAS discovery in VPLMN via HR PDU Session.


Figure 6.4.2.1-1: EAS discovery in VPLMN via HR PDU Session
1.	UE sends PDU Session establishment request to V-SMF.
2.	The V-SMF sends Nsmf_PDUSession_Create Request to H-SMF.
	For scenario 2.2 where HPLMN does not have the knowledge of EAS deployment in VPLMN, the V-SMF may, based on UE location, send information to build ECS option/local DNS server for the VPLMN from V-SMF to H-SMF.
3.	The H-SMF receives authorization policy which indicates whether local traffic routing in the VPLMN is authorized from H-PCF.
	The content of authorization policy includes the following information:
-	Local Traffic Routing Authorization Indication. The indication is used to indicate whether local traffic routing in VPLMN is authorized.
-	Traffic description information, e.g. FQDN(s), EAS IP(s). The traffic description information is used to indicate the corresponding specific traffic is authorized to perform local traffic routing in VPLMN.
4.	H-SMF invokes Neasdf_DNSContext_Create Request including DNS handling rule to H-EASDF.
	For scenario 2.2, the H-SMF may send the information to build ECS option/local DNS server as described in step 2 to the H-EASDF.
5.	The H-SMF sends Nsmf_PDUSession_Create Response including authorization policy to the V-SMF.
	The H-SMF sends H-EASDF address to the V-SMF.
6.	[Conditional] The V-SMF performs UL-CL/BP and local PSA selection and insertion if the authorization policy indicates local traffic routing in the VPLMN is authorized for the traffic indicated by Traffic description information in the authorization policy. In this case, the V-SMF selects DNAI for the UL-CL/BP insertion based on UE location.
	The V-SMF also interacts with H-SMF to establish N9 tunnel between the UL-CL/BP and PSA controlled by H-SMF. Details can be found in steps 4-5 in clause 4.23.9.1 of TS 23.502 [9] by replacing I-SMF with V-SMF and SMF with H-SMF.
	To support charging in both PLMNs, the V-SMF provides Usage Reporting Rules to the UL-CL/BP and local PSA to collect Usage Report for charging in VPLMN.
NOTE 1:	The interactions between H/V-SMF and H/V-CHF are not in the scope of SA2.
	The V-SMF forwards the Usage Report to the H-SMF. The H-SMF aggregates and constructs usage reports towards H-CHF.
7.	The V-SMF sends PDU Session Establishment accept message including the H-EASDF address to UE.
8.	UE sends DNS query which includes FQDN deployed in the VPLMN to the H-EASDF.
For scenario 2.1, H-SMF may obtain ECS option/local DNS server from V-SMF by performing steps 9-12:
9.	The H-EASDF reports the FQDN to H-SMF by invoking Neasdf_DNSContext_Notify Request.
	H-SMF determines candidate DNAIs of VPLMN corresponding the FQDN based on the EAS deployment information in the VPLMN. H-SMF may consider UE location to select the candidate DNAIs of VPLMN in this step. (steps 10-12)
10.	The H-SMF initiates Nsmf_PDUSession_Update Request service including FQDN to the V-SMF.
11.	V-SMF determines the target DNAI based on UE location and provides information to build ECS option or local DNS server to H-SMF based on the target DNAI.
12.	H-SMF invokes Neasdf_DNSContext_Update Request to H-EASDF including updated DNS handling rule, e.g. information to build ECS option or local DNS server.
13.	The H-EASDF adds ECS option into the DNS query and sends it to C-DNS server, or sends the DNS query to the local DNS server if the DNS query matches the DNS handling rule as described in clause 6.2.3 of TS 23.548 [3].
	H-EASDF receives the DNS Response including EAS IP address which is determined by the DNS system.
For scenario 2.1, H-SMF may trigger V-SMF selecting and inserting UL-CL/BP and local PSA by performing steps 14-16:
14.	The H-EASDF invokes Neasdf_DNSContext_Notify Request including EAS IP to the H-SMF based on DNS handling rule.
15.	The H-SMF triggers the V-SMF to perform UL-CL/BP and local PSA selection and insertion as described in step 6 of clause 4.23.9.1 in TS 23.502 [9] by replacing I-SMF as V-SMF and SMF as H-SMF.
	H-SMF determines target DNAI of VPLMN corresponding the EAS IP based on the EAS deployment information in the VPLMN.
	The H-SMF initiates Nsmf_PDUSession_Update Request service including target DNAI of VPLMN to the V-SMF.
	The V-SMF selects and inserts UL-CL/BP and local PSA based on the target DNAI.
	The V-SMF also interacts with H-SMF to establish N9 tunnel between the UL-CL/BP and PSA controlled by H-SMF. Details can be found in steps 4-5 in clause 4.23.9.1 of TS 23.502 [9] by replacing I-SMF with V-SMF and SMF with H-SMF.
	The V-SMF sends Nsmf_PDUSession_Update Response to H-SMF.
16.	The H-SMF invokes Neasdf_DNSContext_Update Request to trigger the H-EASDF sending DNS response to UE.
17.	The H-EASDF sends the DNS response including the EAS IP to UE.
[bookmark: _Toc106120797]6.4.2.2	EAS re-discovery
Figure 6.4.2.2-1 shows the procedure of EAS rediscovery in VPLMN via HR PDU Session.


Figure 6.4.2.2-1: EAS rediscovery in VPLMN via HR PDU Session
When UE moves with V-SMF insertion/change/remove, the procedure is performed from step 1. When UE moves without V-SMF change, the procedure is performed from step 2.
1.	The procedure described in clause 4.23.7 (N2 based handover) or 4.23.11 (Xn based handover) of TS 23.502 [9] is performed by replacing I-SMF with V-SMF and SMF with H-SMF.
1a.	(V-SMF insertion) The V-SMF retrieves SM context which includes authorization policy from H-SMF. The SM context also includes impact field corresponding to the old target DNAI if it has been inserted by H-SMF.
1b.	(V-SMF change) The target V-SMF retrieves SM context which includes authorization policy from the source V-SMF. The SM context also includes impact field corresponding to the old target DNAI if it has been inserted by the source V-SMF.
For the V-SMF remove case, step 2 and steps 4-5 are skipped, only steps 3 and 6 are performed.
After the handover procedure, the (target) V-SMF performs UL-CL/BP and local PSA insertion/change/removal as described in clause 4.23.9 of TS 23.502 [9] by replacing I-SMF with V-SMF and SMF and H-SMF. Differences are shown as steps 2 to 5:
2.	The (target) V-SMF invokes Nsmf_PDUSession_Update Request (new target DNAI if available and corresponding information to build ECS option) to SMF.
	For the case of local PSA removal, the request message is sent to SMF without including any DNAI.
3.	The H-SMF determines DNAI is changed and updates DNS handling rules towards the H-EASDF by invoking Neasdf_DNSContext_Update service.
4.	The H-SMF initiates Nsmf_PDUSession_Update Request towards the (target) V-SMF.
5.	The V-SMF initiates PDU Session Modification command (EAS rediscovery indication and impact field) to UE.
	The impact field corresponds to the new target DNAI and old target DNAI.
	For the case of local PSA insertion/change, the (target) V-SMF determines the impact field based on the new target DNAI. Based on the received impact field in step 1 corresponding to old target DNAI, the target V-SMF determines the final impact field corresponding to the new target DNAI and old target DNAI.
	For the case of local PSA removal, as there is no new target DNAI, there is no impact field corresponding to the new target DNAI.
6.	(V-SMF removal case) The H-SMF initiates PDU Session Modification command to UE.
	For scenario 2.1, as the H-SMF has the knowledge of EAS deployment information in VPLMN, the H-SMF determines the impact field corresponding to old target DNAI inserted by the removed V-SMF. Then the H-SMF sends EAS rediscovery indication and the impact field to the UE.
	For scenario 2.2, as the H-SMF does not have the knowledge of EAS deployment information in VPLMN, the H-SMF only sends EAS rediscovery indication to the UE.
For EAS rediscovery triggered by AF, if the AF can interact with the HPLMN via H-NEF, the EAS re-discovery procedure is performed from step 4.
NOTE 1:	For the AF that cannot interact with HPLMN via H-NEF, the EAS rediscovery triggered by AF is not supported in this release.
[bookmark: _Toc106120798]6.4.3	Impacts on services, entities and interfaces
EAS discovery:
H-PCF:
-	retrieves and sends authorization policy to H-SMF which indicates local traffic routing in VPLMN is authorized.
H-SMF:
-	sends H-EASDF address to V-SMF;
-	sends authorization to V-SMF;
-	receives information to build ECS option/local DNS server from V-SMF;
-	receives Usage Report corresponds to local routed traffic in VPLMN from V-SMF;
-	for scenario 2.1:
-	sends FQDN to V-SMF.
-	for scenario 2.2:
-	configured with information to build ECS option/local DNS server.
V-SMF:
-	receives H-EASDF address from H-SMF;
-	receives authorization policy from H-SMF;
-	sends Usage Report corresponds to local routed traffic in VPLMN;
-	for scenario 2.1:
-	receives FQDN from H-SMF;
-	determines information to build ECS option/local DNS server based on candidate DNAIs and UE location;
-	sends information to build ECS option/local DNS server to H-SMF;
-	receives target DNAI from H-SMF and perform UL-CL/BP insertion.
-	for scenario 2.2:
-	sends ECS Option/local DNS server of the VPLMN to H-SMF;
-	determines DNAI and perform UL-CL/BP insertion based on the UE location and authorization policy.
EAS rediscovery:
V-SMF:
-	(V-SMF insertion/change) receives SM context including authorization policy and impact field corresponding to old target DNAI from source V-SMF/H-SMF;
-	(V-SMF insertion/change) determines impact field based on new target DNAI and impact field received from V-SMF/H-SMF.
H-SMF:
-	(V-SMF insertion) sends SM context including authorization policy and impact field corresponding to old target DNAI to V-SMF;
-	(V-SMF removal) initiates PDU Session modification procedure for EAS rediscovery.

* * * * End of changes * * * *
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