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Abstract: The evaluation targets to KI#4 in FS_eNPN_Ph2 about enabling UE to discover, select and access NPN as hosting network and receive localized services. This pCR would like to mainly focus on how UE discover and select a hosting network to obtain localized services.
1. Introduction/Discussion
There are several solutions proposed in FS_eNPN_Ph2 targeting to solve the problem about how the UE discover and select a hosting NPN where the UE can access to localized services. Among those solutions, there are various possible options for UE to obtain the hosting NPN information for network selection. In order to formulate a reasonable and feasible conclusion on KI#4, this contribution would like to start evaluating each solution targeting to the KI#4 and triggering the discussion. The evaluation can be updated further if there are new solutions captured in TR 23.700-08.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-08.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc16839388][bookmark: _Toc21087547][bookmark: _Toc23326080][bookmark: _Toc25934686][bookmark: _Toc26337066][bookmark: _Toc31114363][bookmark: _Toc43392851][bookmark: _Toc43475650][bookmark: _Toc50559367][bookmark: _Toc54940734][bookmark: _Toc54952449][bookmark: _Toc57233901][bookmark: _Toc68069211][bookmark: _Toc104889706]7	Evaluation
Editor's note:	This clause provides an evaluation of the solutions.
[bookmark: _Toc104235458][bookmark: _Toc104539813][bookmark: _Toc104235459][bookmark: _Toc104539814]7.X	Evaluation on Key Issue #4
Editor's note:	This clause will provide evaluation of KI solutions. Further update is needed considering the text based on TR 23.700-08 v1.0.0.
7.X.1	General
Editor's note:	This clause will provide high level principles indicated by solutions, which helps the conclusion stage. Further update is needed.
This Key Issue is about how to enable UE to discover, select and access NPN as hosting network and receive localized services.
Currently, there are a few of solutions proposed to enable UE to discover and select hosting network, with which UE can connect to obtain localized services. These solutions can be divided into three categories, which are UE obtaining hosting network information from APP, serving network, home network and hosting network. 
Editor's note:	Further evaluation is needed.
[bookmark: _Toc104235460][bookmark: _Toc104539815]7.X.2	Evaluation on solutions about obtaining hosting network information from APP.
Solution #14:
UE obtains hosting network selection and access information from APP. Home network may have no control of configuring or updating network selection information to UE, which may have potential security issues.
Solution #28:
UE’s user connects to a web portal of the Home Network operator to request information for access to a localized service. Although web portal belongs to UE’s home network, the network selection information is transmitted via user plane, which make 5GC update the configuration or parameters to UE transparently.
Table 7.X.2-1 provides a comparison and evaluation of these solutions.
Table 7.X.2-1: Comparison and Evaluation of Solutions for Untrusted N3GPP Access
	Sol #
	Evaluation

	14
	Home network may have no control of configuring or updating network selection information to UE, which may have potential security issues.

	28
	The network selection information is transmitted via user plane, which make 5GC update the configuration or parameters to UE transparently.



Editor's note:	Further evaluation is needed.
[bookmark: _Toc104235461][bookmark: _Toc104539816]7.X.3	Evaluation on solutions about obtaining hosting network information from home network
[bookmark: _Toc104235462][bookmark: _Toc104539817]Solution #14:
UE receives hosting network selection and access information from local SP by using SoR procedure.
Solution #23:
UE receives hosting network selection and access information from home network by using UCU procedure.
Solution #32:
UE receives hosting network selection and access information from home network by using UCU procedure when hosting network is PNI-NPN.
Solution #28:
UE’s user connects to a web portal of the Home Network operator to request information for access to a localized service. Although web portal belongs to UE’s home network, the network selection information is transmitted via user plane, which make 5GC update the configuration or parameters to UE transparently.
Solution #11 and #27:
Home network updates UE with network selection information for hosting network via Registration Accept.
Solution #13:
Home network updates UE with network selection information for hosting network via Registration Accept or UCU procedure.
Solution #30:
UE is configured by Home Network with a List of SNPN Hosting Networks with Validity Information (i.e. time and/or location). When the Validity Information is met, the UE may initiate Hosting Network selection according to the configuration. Home network will steer UE to the hosting network when UE meets the validity information.
Solution #10:
Introduce SNPN-localized services-enabled UE and SNPN Localized services mode. UE is configured dynamically with a prioritized list of SNPNs via SoR procedure.
Solution #33:
Define a new list of hosting network(s) that used for UE to perform automatic network selection to access the hosting network for the localized service.

Table 7.X.3-1 provides a comparison and evaluation of these solutions.
Table 7.X.3-1: Comparison and Evaluation of Solutions for Untrusted N3GPP Access
	Sol #
	Evaluation

	14, 23, 32
	The home network shall verify the hosting network selection and access information and should not just transfer the information transparently.

	11, 27, 13
	#13 Home network will perform authorization for the localized services and not just transmit the information transparently, while #11 does not mention authorization.

	30
	Home network will steer UE to the hosting network when UE meets the validity information. The solution does not consider how UE determine whether the validity information is met.

	10
	The SNPN Localized services mode seems unnecessary and may not be needed if the SNPN access mode defined in Rel-16 can solve the problem.

	33
	The solution does not specify how the home network obtain the list of hosting network.



Editor's note:	Further evaluation is needed.
7.X.4	Evaluation on solutions about obtaining hosting network information from serving network
Solution #24:
UE requests to obtain localized service data from serving network via UCU.
Solution #12:
UE obtains hosting network information from serving AMF during Registration procedure or from serving SMF in a PCO.
Solution #29:
The serving network will broadcast the availability of hosting network. UE switches to a new network selection mode "SNPN Localized services mode" to select the hosting network.
Solution #15:
UE obtains the local service access information via UDM parameter provisioning when UE requests local service subscription when entering the area where the local service is available.
Table 7.X.4-1 provides a comparison and evaluation of these solutions.
Table 7.X.4-1: Comparison and Evaluation of Solutions for Untrusted N3GPP Access
	Sol #
	Evaluation

	24
	When the serving network is not home network, it is difficult to realize since the serving network has no subscription of UE and the hosting network and localized service provider may not have agreement with the serving network.

	12
	It is not common for SMF sending network selection information to UE, since network selection information is related to registration and access, while the main functionalities of SMF are related to Session management.

	29
	Broadcasting the availability of other network may not be feasible and appropriate since the content of the broadcast message is not related to the network itself. Additionally, the other network shall reconfigure the system broadcast message to the serving network frequently since the hosting network and localized services are temporary.

	15
	The UE may need to keep monitoring whether it enters the area. It is possible that the home network can also determine when the information shall be sent to UE via serving network.



Editor's note:	Further evaluation is needed.
7.X.5	Evaluation on solutions about obtaining hosting network information from the hosting network
Solution #26:
The solution enhances the registration procedure to allow UE to query the localized service information from the hosting network which UE may or may have subscription with. New registration types are introduced.
Solution #31:
Hosting network broadcast hosting network indication, localized service identifier and human readable service name.
Solution #34:
Hosting network broadcasts human readable localized service information or a code.
Table 7.X.5-1 provides a comparison and evaluation of these solutions.
[bookmark: _GoBack]Table 7.X.5-1: Comparison and Evaluation of Solutions for Untrusted N3GPP Access
	Sol #
	Evaluation

	26
	It would be better to send the localized service information to UE after registration procedure to avoid UE getting the information when it is not allowed to register to the hosting network.

	31
	The user/UE may be attracted to select a network just due to the network broadcasts some information it would like to obtain no matter whether the UE has been configured with the network selection information about this network. If this message is broadcasted by a false base station, it may introduce potential security issues. The feasibility of enhancing broadcast message shall be evaluated by RAN WG2.

	34
	For hosting network broadcasting human readable localized service information, the user/UE may be attracted to select a network just due to the network broadcasts some information it would like to obtain no matter whether the UE has been configured with the network selection information about this network. If this message is broadcasted by a false base station, it may introduce potential security issues. For hosting network broadcasting a code which is used to generate a URL for connecting with a portal to obtain localized service information. The feasibility shall be evaluated by RAN WG2.



Editor's note:	Further evaluation is needed.
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