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Abstract: The contribution would like to propose a partial conclusion for key issue 2 targeting on how to select an N3IWF that supports the S-NSSAI(s) needed by the UE.
1. Introduction
This discussion paper aims to provide an evaluation on solutions targeting Key Issue #2 and provide suggestions and recommendation about the conclusions on this Key Issue. 
Key Issue #2 is about how to how to select an N3IWF that supports the S-NSSAI(s) needed by the UE. The main objective of this key issue is to enable the UE to connect with an N3IWF that support the slice(s) requested by the UE.
Currently, there are a few of solutions proposed to solve this KI. Different solutions may have pros and cons or may be applicable in different scenarios. This following discussion will evaluate the solutions and provide the suggestions and recommendations for the conclusion on N3IWF selection in order to support the S-NSSAI(s) needed by the UE.
2. Discussion
2.1	Solution overview: selection of an N3IWF that supports the S-NSSAI(s) needed by the UE
The solution propose can be divided in 4 categories
1. Based on policy for selection of the suitable N3IWF by UE
2. Redirection indication from AMF
3. Query-based solutions
4. Both Policy selection and redirection by AMF
2.2	UE-configuration-based solutions
[bookmark: _Hlk110158530]The key benefit of this approach is that the UE can directly select an N3IWF that supports the required slices once the UE has been provided with slice-specific N3IWF selection information for the selected PLMN.
The drawback of this approach are related to the possible decision of AMF regarding the slice as specified in clause 15 there are different situation where the AMF can determines a different set of Allowed NSSAI which may cause the to select a different N3IWFs, the mapping in roaming of NSSAI required that is reflected in ANDSP policy for VPLMN, a UE may have no ANDSP policy or old one no more valid. . For example in slice selection the AMF decides whether it is the serving AMF and the serving AMF determines the Allowed S-NNSAI considering the TA, the answers from NSSF. Furthermore the AMF “determines the Allowed NSSAI(s) for the applicable Access Type, composed of the list of S-NSSAI(s) in the Requested NSSAI permitted based on the Subscribed S-NSSAIs and/or the list of S-NSSAI(s) for the Serving PLMN which are mapped to the HPLMN S-NSSAIs provided in the mapping of Requested NSSAI permitted based on the Subscribed S-NSSAIs, or, if neither Requested NSSAI nor the mapping of Requested NSSAI was provided or none of the S-NSSAIs in the Requested NSSAI are permitted, all the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs, and taking also into account the availability of the Network Slice instances as described in clause 5.15.8 that are able to serve the S-NSSAI(s) in the Allowed NSSAI in the current UE's Tracking Areas. If NSSRG information applies, the NSSF only selects S-NSSAIs that share a common NSSRG (see clause 5.15.12).” (text from spec) and it also determines the mapping of each S-NSSAI of the Allowed NSSAI(s) to the Subscribed S-NSSAIs if necessary.
In all these situation the UE needs to get new policy and repeat the selection, if no policy are received the UE the UE will repeat or select randomly a N3IWF. Furthermore the AMF may be configured for the S-NSSAIs it supports with operator policies specifying any restriction per TA and per HPLMN of the UE which are difficult to be reflected in ANDSP policy since they can be local per AMF (e.g. for geographical topology consideration) or load balancing are not possible without the possibility to redirect,etc….
-	Scenario 1: UEs select a wrong N3IWF (an N3IWF that does not support any of the slices requested by the UE) because the UEs have not yet received slice-specific N3IWF selection information for the selected PLMN or because the UEs may have outdated slice-specific N3IWF selection information;
-	Scenario 2: UEs keep selecting a wrong N3IWF because they do not support the new slice-specific N3IWF selection information;
The scenario 1 may also occur when the UE wishes to connect to a set of slice, but no N3IWFs in the TA support all requested slices, so the UE may select a N3IWF between some equivalent N3IWF. The AMF determines that Allowed NSSAI and/or that a different N3IWF is a better choice, if the AMF asks to PCF to update the policy, but for PCF nothing is changed since the PCF DOES NOT implement the mechanism for determine the allowed NSSAI specified for the AMF and the same policy will be send. The UE will make the same decision and so we are entering in a loop.
The scenario 2 is related to legacy and it needs to be addressed by any solution. 
· Scenario 3: UEs does not have any ANDSP policy for the VPLMN or it is old one, e.g. when visit a country for the first time so the UE can only select a generic N3IWF before getting any policy.
This scenario can be solved immediately by redirection, while the ANDSP policy are provided to the UE. In case that V-ANDSP are not provided, the AMF is still capable to select the appropriate N3WIF based for example on those that support the Default Slice. 
2.3	Query-based solutions
The query-based solution 13 and 14 implies that UEs shall to build a complete network map consisting of all deployed N3IWFs and the slices supported by each of those. This is not acceptable from a security perspective.
2.4	Redirection-based solutions
The redirection allows to address other scenario but not limited to the list: 
-	when the UE has not been updated with the enhanced N3IWF identifier configuration or non-3GPP access node selection information.
-	when the AMF determines that the N3IWF selected by the UE does not support the needed S-NSSAI for example in case of change of Allowed S-NSSAI not yet reflected in update of ANDSP provided to the UE
-	in case of relocation of serving AMF which may have different Allowed S-NSSAI supported and/or consequently may identify different serving N3WIF
- 	The UE has selected a N3IWF based on slice information or based on a default rules, but if no Requested NSSAI is provided in NAS signalling, or the mapping of the S-NSSAIs in Requested NSSAI to HPLMN S-NSSAIs is incorrect, or the Requested NSSAI includes an S-NSSAI that is not valid in the Serving PLMN, or the UE indicated that the Requested NSSAI is based on the Default Configured NSSAI, the AMF, based on the Subscribed S-NSSAI(s) and operator's configuration, may determine the Configured NSSAI for the Serving PLMN  and consequently that the selected N3IWF by UE is not suitable for the Configured NSSAI which has been determined by the AMF.
-	in roaming scenario when the UE has no ANDSP rules, for example when it is switch on in a VPLMN for the first time and consequently the UE selects a N3IWF without Extended N3IWF information based on Rel-17 TS 24.502 [X] clauses 7.2.4.3 and 7.2.4.4 which is determined by AMF to not be the suitable one for the Allowed S-NNSAI.
-	in roaming scenario based on the NSSAI mapping of HPLMN slice to VPLMN, the AMF determines that a better N3IWF should be selected for matching the mapping of slices.
2.5	Conclusion
Proposal to move in normative a solution which includes both the UE based solution and the NAS-redirection.  Conclude for now that the UE configuration-based approach is sufficient. If scenarios are discovered that cannot be solved using the UE configuration-based approach alone, then this paper proposes to select the NAS-based redirection in addition to the UE configuration-based approach as the way forward.
3. Conclusion and proposal(s)
Based on the above evaluation and analysis, the recommendations of the solutions for Key Issues #2 about N3IWF selection are concluded as below.
N3IWF selection that supports the S-NSSAIs needed by the UE is enabled based on
· extended UE configuration according to the principles stated in solution #15
· NAS redirection according to the principles stated in solution #15
[bookmark: _GoBack]Editor’s note: The solution #15 is updated based on contribution S2-2206169.
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