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Abstract of the contribution: This contribution proposes update to solutions #7 to support distributed rating for NWDAF analytics enhancement. 
[bookmark: _Hlk514274591][bookmark: _Hlk520730635]1		Discussion
Solution#7 allows a consumer to rate ML models and/or NWDAF analytics provided by different producers (or by the same producer offering multiple ML models for the same NWDAF analytics). With the introduction of federated learning for NWDAF in Rel-18, the ML models are trained by distributed NWDAFs with MTLF. Solution#7 can also be used for performance monitoring of federated learning operation. However, to adapt to the distributed behaviour of federated learning operation, we propose to use multiple TRLFs for the rating process, each of which maintains the rating of a set of NWDAFs for both global and local models. Distributed TRLFs can also cooperate to ensure the accuracy of rating results.
In addition, a producer (Analytics or ML model) will receive multiple ratings from different consumers (Analytics or ML model). In the current solution#7, the aggregated rating is derived by an average over all ratings. There may be cases where some of the ratings are not reasonable or objective due to various reasons except for the ML model itself. For example, when most of the rating values for a model are between 4 and 5, but a few (e. g., two or three) of them give the rating value at 0, the credibility of these ratings is questionable and should not be considered for the aggregated rating. In other words, the credibility of a rating should be confirmed by distributed TRLFs before storing it in a TRLF.   

2		Proposal
It is proposed to include the update to solution#7 for KI#1 described below in FS_eNA_ph3 TR 23.700-81.

*** Start of Changes ***
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In general, the ability for a service consumer to use a performance score to select an NWDAF Analytics and/or ML model may help such service consumer to obtain the desired level of correctness. This solution allows to rate ML models and/or NWDAF analytics provided by different producers (or by the same producer offering multiple ML models for the same NWDAF analytics).
In particular, an analytics consumer is allowed to rate an analytics service (i.e. Analytics ID) from an NWDAF (see procedure in clause 6.7.2.1), whereas an NWDAF containing AnLF is enabled to rate an ML model provided by an NWDAF containing MTLF (see procedure in clause 6.7.2.2). In this solution, a consumer from the same vendor of the analytics service or model provisioning service may rate the analytics service or the used ML model, while the entity producing/exposing the analytics service or ML model is not allowed to self-rate it. For example, an analytics consumer from the same vendor as the NWDAF containing AnLF producer can rate the analytics service, while self-ratings from the NWDAF containing AnLF are not accepted.
The solution leverages on the introduction of:
-	A Trusted Rating Logical Function (TRLF) that manages the rating provided by the service consumers. Furthermore, it ensures that only verified consumers (i.e. consumers that really have had access to the ML model and/or Analytics services) can rate the ML model and/or the Analytic service. For example, it prevents rating (of its own) by the producer of the ML model and/or analytics service while an analytics consumer from the same vendor is still able to rate the analytics service. For example, NWDAF(MTLF) that has produced the ML model is forbidden to rate such ML model, while NWDAF(AnLF) from the same vendor could rate the ML model if it has used the ML model. There could be multiple TRLFs distributed in a PLMN, each of which maintains the rating of a set of NWDAFs.
-	A rating format that includes key information regarding the usage of the Analytics service provided or not by using an ML model and that can be exploited by other consumers as well as by other producers/vendors.
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[bookmark: _Toc104829008][bookmark: _Toc104467618][bookmark: _Toc104433162][bookmark: _Toc101170933][bookmark: _Toc3625]6.7.2.1	Analytics consumer rating an NWDAF analytics provided by an NWDAF containing AnLF


Figure 6.7.2.1-1: Procedure for analytics consumer rating an NWDAF analytics provided by an NWDAF containing AnLF
Pre-condition: NF profile of the NWDAF in NRF contains a metric that should be utilized to rate the analytics service. A metric is associated to each analytics service (i.e. Analytics ID).
1.	An Analytics Consumer sends a discovery request to NRF looking for NWDAFs providing the Analytics ID(s) and other input parameters as specified in clause 6.1.3 of TS 23.288 [5].
2.	The NRF returns to the Analytics consumer the list of available NWDAFs matching the filter parameters along with the metrics to rate the analytics.
3.	The Analytics Consumer requests, for the discovered NWDAFs, the ratings of the Analytics ID from the Trusted Rating Logical Function (TRLF) through a Ntrlf_RatingDiscovery service. In the request, the Analytics Consumer specifies the NWDAF(s) and the Analytics ID(s). The Analytics Consumer sets the "rating aggregation level" request parameter according to its preferred value: "Global Average" to receive an aggregated model rating (i.e. a single value), "average per vendor" to receive a single average value for each vendor which issued a rating, or "detailed" in case it is interested to receive the rating from each service consumer which casted a rating.
	The aggregated rating is a value, e.g. between 0 (very bad performance) to 5 (very good performance) derived by the TRLF by an average over all ratings. Along with the aggregated rating, the Analytics Consumer receives also the total number of ratings submitted, so that the consumer can derive the accuracy of the rating.
	The Analytics consumer may also implement a local cache for such ratings, in order to avoid the need to query TRLF for each NWDAF discovery request. In this case, steps 2 and 3 may be skipped for future requests.
4.	The TRLF returns to the Analytics Consumer the requested ratings according to the specified "rating aggregation level". Based on the "average per vendor" or "detailed" model rating, the analytics consumer can identify how ratings were casted by each vendor.
5.	The Analytics consumer selects the NWDAF providing the best performance for the specific use case and scenario. The Analytics consumer requests the analytics service to the selected NWDAF specifying also its Consumer ID comprising the NF (instance or Set) ID and Vendor ID.
6.	The NWDAF generates a token that can be used by the Analytics consumer to rate the analytics service.
NOTE:	The normative aspects about token generation, and how it is used for verification and communicated to other NFs should be carried out in coordination with SA3.
7.	The NWDAF sends through the Ntrlf_AnalyticsServiceConsumed service to the TRLF information about the Consumer ID, Analytics ID, information on the ML model used for producing the analytics (if any), its own NWDAF (instance or Set) ID and the token generated for the Analytics consumer. In this way, the TRLF can associate the rating from the Consumer to the analytics service provided by the NWDAF and, implicitly, to the ML model used to generate it in case the analytics service is based on an ML model.
8.	The TRLF sends an acknowledgement to the NWDAF.
9.	The NWDAF sends the analytics response to the Analytics consumer along with the token generated for allowing only verified consumers (i.e. only the ones that really have consumed the service) to evaluate the analytics service.
	In case the analytics consumer subscribed to the analytics service, the token is valid for the entire subscription duration and the consumer may update its rating by sending another Ntrlf_AnalyticsRating request. Once the subscription is terminated, the NWDAF shall inform the TRLF about it, such that only a final rating can be provided by the consumer after which the token is revoked.
10.	The analytics consumer evaluates the performance of the analytics service utilizing the metric obtained by NRF during the discovery procedure.
11.	The analytics consumer through the Ntrlf_AnalyticsRating service sends its rating to the TRLF. The request also includes the Consumer ID of the analytics consumer and the received token.
12.	The TRLF, in case the token matches and the analytics consumer is not the model producer, accepts and updates the rating. The TRLF stores the rating per Analytics ID and for each Consumer ID.
13.	The TRLF sends to the analytics consumer a confirmation regarding the update of the rating.
[bookmark: _Toc104829009][bookmark: _Toc104467619][bookmark: _Toc104433163][bookmark: _Toc8580][bookmark: _Toc101170934]6.7.2.2	NWDAF containing AnLF rating an ML model provided by an NWDAF containing MTLF
This procedure, depicted in Figure 6.7.2.2-1, enables an NWDAF containing AnLF to rate an ML model received by NWDAF containing MTLF.


Figure 6.7.2.2-1: Procedure for NWDAF containing AnLF rating an NWDAF analytics provided by an NWDAF containing MTLF
1.	The NWDAF containing AnLF requests, for the NWDAFs that support the Analytics ID for the desired AOI) the rating(s) of the employed ML model(s) from the Trusted Rating Logical Function (TRLF) through a Ntrlf_RatingDiscovery service. In the request, the NWDAF containing AnLF specifies the NWDAF(s) and the Analytics ID(s). The NWDAF containing AnLF sets the "rating aggregation level" request parameter according to its preferred value: "Global Average" to receive an aggregated model rating (i.e. a single value), "average per vendor" to receive a single average value for each vendor which issued a rating, or "detailed" in case it is interested to receive the rating from each service consumer which casted a rating.
2.	The TRLF returns to the NWDAF containing AnLF the requested ratings per model ID and per Analytics ID, according to the specified "rating aggregation level". Based on the "average per vendor" or "detailed" model rating, the analytics consumer can identify how ratings were casted by each vendor.
3.	The NWDAF containing AnLF selects the NWDAF containing MTLF providing the required performance of the ML model for the specific use case and scenario. The NWDAF containing AnLF subscribes to ML model provisioning service to the selected NWDAF specifying also its Consumer ID comprising the NF (instance or Set) ID and Vendor ID.
4.	The NWDAF containing MTLF generates a token that can be used by the NWDAF containing AnLF to rate the ML model.
5.	The NWDAF sends through the Ntrlf_AnalyticsServiceConsumed service to the TRLF information about the Consumer ID, Model ID and version used for producing the analytics, its NWDAF ID and version and the token generated for the NWDAF containing AnLF.
6.	The TRLF sends an acknowledgement to the NWDAF containing MTLF.
7.	The NWDAF containing MTLF sends the subscription notification to the NWDAF containing AnLF along with the token generated.
8.	The NWDAF containing AnLF evaluates the performance of the ML model utilizing the metric obtained by NRF during the discovery procedure.
9.	The NWDAF containing AnLF through the Ntrlf_AnalyticsRating service sends its rating to the TRLF. The request also includes the Consumer ID of the NWDAF containing AnLF and the received token.
10.	The TRLF, in case the token matches and the NWDAF containing AnLF is not the model producer, accepts and updates the rating. The TRLF stores the rating per Analytics ID and for each Consumer ID.
11.	The TRLF sends to the NWDAF containing AnLF a confirmation regarding the update of the rating.
Editor's note:	It is FFS how to rate the ML model and analytics.
6.7.2.3	Rating cooperation among distributed TRLF 
This procedure, depicted in Figure 6.7.2.3-1, enables cooperation among distributed TRLF to share rating information and ensure accuracy of rating.


Figure 6.7.2.3-1: Procedure for cooperation among distributed TRLF
0.	TRLFs register into NRF with service area, set of NWDAF IDs associated with it. 
1.	The rating producer, which is an analytics consumer when rating an analytics services provided by a NWDAF or an AnLF when rating a ML Model provided by MTLF, requests from TRLF-1 in its service area the ratings as described in clause 6.7.2.1 and 6.7.2.2.
2.	If TRLF-1 doesn’t have the requested rating information in its local database, it will send Ntrlf_Ratinginfo_Request to other TRLFs in the PLMN. In this request, it specifies the parameters it received in the related Ntrlf_RatingDiscovery_Request.
3.	The TRLFs return with the requested rating after checking each local database. If no related information is found in the local database, an indication which shows “no record” will be returned.
4.	Same as step 4 in clause 6.7.2.1 or step 2 in clause 6.7.2.2.
5.	The analytics consumer or NWDAF containing AnLF sends its rating to TRLF-1.
6.	TRLF-1 sends the received rating to other TRLFs to check whether this rating is credible for them through Ntrlf_RatingCredibility_Request.  
7.	When received request for rating credibility, the TRLFs will compare the rating with the ratings given by other sources for the same Analytics ID and Consumer ID in its local database. If the new rating’s difference with existing ratings is larger than a threshold, then the TRLF will result in that this rating is not credible and response with “NO”. Otherwise, the TRLF will response with “YES” to confirm the credibility of this rating.
8.	If the majority of rating credibility received from other TRLFs is “YES”, then TRLF-1 stores this rating in its database and responses with confirmation of the update of the rating. Otherwise, TRLF-1 abandons this rating and responses with
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