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Abstract: Propose some conclusions for EAS discovery of Edge Node sharing.
1. Introduction/Discussion
Currently, in TR23.700-48-030 there are three solutions (sol#22, sol#38 and sol#40) aim at solving EAS discovery for Edge Node sharing defined by GSMA OPG.
GSMA OPG introduced the concept of Federation of Operator Platforms introduced in GSMA OPG.02 [1], the federation of Operator Platforms consists of OPs from different opertors. 
The following OP roles and interfaces reference architecture are defined in GSMA OPG.02 [1]:
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Figure 1 OP Roles and Interfaces Reference Architecture
According to GSMA OPG.02 [1], the OP could be integrated into 5G Core/4G Core via exposure functions:
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Figure 2 Functional mapping between OP and NEF
According to the above architecture, the following illustrates an integration of OP federation and 5G Core, in which OP interacts with 5G Core via network exposure (NEF):
[image: ]
Figure 3 illustrates of integration of OP federation and 5G Core
GSMA OPG.02 [1] also introduces the Edge Node Sharing scenario which aims to maximise each operator’s edge presence. For example, one operator may decide not to deploy EHE in certain area by itself, and share the EHE from another operator.
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Figure 4 Edge Node Sharing

EAS discovery was defined in R17 TS23.548[1], and they are to be considered under KI#5:
	-	investigate potential impacts related to the GSMA Operator Platform Group work on EAS discovery;



There could be two possible ways of EAS Discovery for Edge Node Sharing scenario.
Way#1
The EAS discovery is done by UE’s serving PLMN, and the EHE deployed in other PLMN is seen as EHE deployed by 3rd party.
One issues for Way#1 is how UE’s serving PLMN gets the EDI(EAS Deployment Information) of the edge application. Usually the application provider only has agreement with the PLMN hosting EHE, but not with the PLMN serving UE, and only the PLMN hosting EHE has EDI, so to enable EAS discovery the EDI is required by UE’s serving PLMN.
Because EDI could contain PLMN specific DNAI, so for the same application, the EDI for different PLMN could contains different DNAIs. 
Also, for accessing the EHE in different PLMN, there could be some route configuration between PLMNs, and N6 routing information could be included in EDI for routing edge traffic from serving PLMN to EHE.

Way#2
The EAS discovery is done by the EASDF from PLMN deploying EHE. 
In order to discovery EAS, UE’s serving PLMN could forward the DNS query to the EASDF of PLMN hosting EHE.
Some issues need to be solved for way#2:
- How to create DNS context on EASDF of PLMN hosting EHE? It is not a roaming case, and there is no PDU session information for UE in the PLMN hosting EHE, but because the DNS context on EASDF should be per PDU session, so it seems difficult to provision the EASDF with proper DNS context for the UE.
- How to discovery NFs, e.g. SMF, EASDF etc, in the PLMN hosting EHE? It seems a crossing PLMN NF discovery procedure is needed for non roaming scenario.

Based on the above analysis, It propose to take Way#1 for EAS discovery of Edge Node sharing scenario from GSMA OPG.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-48-030.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc106121050]8	Conclusions
Editor's note:	This clause will capture the conclusions of the study.
1. The EHE deployed in other PLMN is seen as EHE deployed by 3rd party.
2. UE’s serving PLMN gets the EDI(EAS Deployment Information) of the edge application:
- the EDI is transferred between PLMNs via interaction NEFs (sol#38) or via EWBI (sol#38).
- the PLMN specific informaiton in EDI (e.g. DNAI) could be translated by NEF(sol#38) or preconfigured at SMF (sol#22).
3. N6 routing information could be included in EDI for routing edge traffic from serving PLMN to EHE.

* * * * End of changes * * * *
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