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1. Introduction/Discussion
1. This contribution solves two ENs leftover in solution#16.
Editor's note:	It is FFS what the difference between the scenarios is, and how the scenarios are reflected in the procedures below.
For the first EN, the scenarios mentioned in Descrtipion is removed, so the EN is removed together.

Editor's note:	It is FFS how traffic influence data and procedures are impacted.
This solution proposes to utilize AF influence on traffic routing procedure for requesting selecting the same EAS or DNAI for collection of UEs accessing specific Application, and provides different ways for AF to express a UE collection, for example, (1) a UE ID list, including all the UEs in the UE collection, could be explicitly provided by AF; (2) a group id, all the UEs in the UE collection has the same group id; (3) any UE within a dedicated location area.
The common EAS/DNAI could be determined and provided by AF or determined during EAS discovery procedure, and the common EAS/DNAI is maintained as part of AF traffic influence request information in UDR.
The following information elements are included in the AF request, which is stored as AF traffic influence request information in UDR by NEF according to procedure of Figure 4.3.6.2-1 clause 4.3.6.2 TS23.502[9]:
	Information
	Notes

	Traffic Description
	Including AppID, or FQDN, to which collection of UEs access, if AppID is provided it assumes SMF could get FQDN corresponding to the AppID.

	Target UE Identifier(s)
	e.g. UE ID list/group ID/any UE, used to define the member of UE collection

	Correlation Indication 
	Indicate selecting the same EAS or DNAI. e.g.eas_correlation indication/dnai_correlation indication

	Correlation ID
	Uniquely identifies the UE collection, e.g. AF Transaction ID

	Spatial Validity Condition
	Existing in case of “any UE”, the UE collection is defined as “any UE in the location area”

	commonEAS/common DNAI
	AF could determine and provide the common EAS/DNAI which is to be used by UE collection. 
In case the common EAS/common DNAI is not included in AF request, then it is for SMF to update the common EAS/DNAI for AF traffic influence request information in UDR.



PCF gets AF traffic influence request information from UDR, and creates PCC rule for UEs in the UE collection. The PCC rule includes the following:
	Information Name
	Notes

	Service data flow template 
	e.g. appID/FQDN

	AF influenced Traffic Steering Enforcement Control 
	This part describes information required for AF influenced Traffic Steering.

	eas_correlation indication/dnai_correlation indication
	

	Correlation ID
	

	common EAS/common DNAI
	 Optional

	Resource URI
	Used for locating AF traffic influence request information in UDR.
According to TS29.519 the Resource URI is in the form of: {apiRoot}/nudr-dr/<apiVersion>/application-data/influenceData/{influenceId}



NOTE1: Currently, TrafficInfluData, as defined in clause 6.4.2.2 of TS29.519, includes interGroupId and supi, for the case that AF Request provides UE ID list as Target UE Identifier(s), a new attribute like “supi list” might be needed which will be determined in stage 3, and in this case, PCF could be notified with AF traffic influence request information by subscribing to “DNN, S-NSSAI”, or stage 3 could define specific subscription mechnism for this.
NOTE2: The Resource URI has been defined as an attribute of TrafficInfluData according to clause 6.4.2.2 of TS29.519, so PCF could get it from UDR.
After UE sending out DNS Query, SMF receives FQDN reported by EASDF for the DNS Query, if the FQDN match with the appID/FQDN from PCC rule and eas_correlation indication/dnai_correlation indication is set, then SMF determines UE belongs the UE collection identified by Correlation ID, and decide to select the same EAS or DNAI.
In case the common EAS/DNAI for UE collection has not been determined, SMF could update the common EAS/DNAI of AF traffic influence request information in UDR via PCF by providing Resource URI for locating the AF traffic influence request information.
When the common EAS/DNAI of AF traffic influence request information in UDR is updated, UDR notifies PCF, and then PCF updates SMF with updated PCC rule including the common EAS/DNAI.
2. EAS rediscovery
SMF could trigger EAS rediscovery for UE collection by removing the common EAS/DNAI in UDR, in which case UDR notifies PCF, and then PCF updates SMF with updated PCC rule removing the common EAS/DNAI, and trigger other SMF for EAS rediscovery.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-48-030.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc106120858][bookmark: sol16]6.16	Solution 16 (KI#4): Selecting the same EAS/DNAI for collection of UEs
[bookmark: _Toc106120859]6.16.1	Description
This solution corresponds to KI#4:
-	whether and how to define a collection of UEs forming a dynamic ad-hoc group that should use the same EAS and/or same local part of DN and/or same DNAI and how the collection is identified;
-	whether and what improvements are required for EAS discovery and re-discovery for UEs belonging to a collection of UEs.
The solution assumes the member of UE collection is dynamic, UEs join/leave dynamically, and here are two scenarios:
-	scenario#1: the application layer just indicates 5GC to select the same EAS or the same DNAI for collection of UEs accessing the application service and under certain criteria (e.g. UEs within a specific location area), and it is 5GC to decide UE list belongs to the UE collection.
-	scenario#2: the application indicates 5GC to select same EAS or the same DNAI for the UE collection without providing UE list belongs to the UE collection explicitly.
Editor's note:	It is FFS what the difference between the scenarios is, and how the scenarios are reflected in the procedures below.
[bookmark: _Toc106120860]6.16.2	Procedures
[bookmark: _Toc106120861]6.16.2.1	EAS discovery procedure
The following is the procedure for selecting the same EAS for collection of UEs accessing the same application. The procedures defined in figure 4.3.6.2-1 in TS 23.502 [9] and figure 6.2.3.2.2-1 in TS 23.548 [3] are reused.
There could be only one SMF for serving the collection of UEs that connecting to the same EAS/DNAI for accessing the same application, or there could be multiple SMFs for different UEs in the collection. AF could provide the common EAS/DNAI in AF request, in which case, SMF(s) select the common EAS/DNAI provided by AF. If AF does not provide the common EAS/DNAI, then SMF selects the common EAS/DNAI and stores it in the corresponding AF traffic influence request information in UDR.


Figure 6.16.2.1-1: Discovery procedure for selecting the same EAS/DNAI for collection of UEs
1.	The AF request in step 1 of figure 4.3.6.2-1 in TS 23.502 [9] is used to request selecting the same EAS or same DNAI for UEs accessing the application as identified in the AF Request.
	An eas_correlation indication or dnai_correlation indication is provided for indicating selecting the same EAS or the same DNAI (i.e. selecting EAS corresponding to the same DNAI) for collection of UEs accessing the same application (e.g. FQDN), Spatial Validity Condition could be provided for limiting the location of the UEs, and also "any UE" or an UE list or group ID will be provided for defining UE collection accessing the same EAS or the same DNAI.
-	In the case of selecting the same DNAI, the DNAI could be determined and provided by AF to PCF and then to SMF.
-	In the case of selection the same EAS, the EAS could be determined and provided by AF to PCF and then to SMF.
	A Correlation ID is included in AF Request for identifying the UE collection.
	In step 5 of figure 4.3.6.2-1 of TS 23.502 [9], PCF determines the UEs influenced by the AF Request, and based on AF request, PCF creates PCC rule with FQDN, Correlation ID, and eas_correlation indication or dnai_correlation indication to SMF.
2.	The same as steps 1~9 in figure 6.2.3.2.2-1 of TS 23.548 [3].
3.	If FQDN in Neasdf_DNSContext_Notify Request is for the application (e.g. FQDN) indicated in AF request, and if eas_correlation indication is set, SMF determines the UE belongs to collection of UEs accessing the application and determines the UE needs to select the same EAS as UEs in the UE collection; or if dnai_correlation indication is set, SMF determines the UE belongs to collection of UEs accessing the application and determines the UE needs to select EAS corresponding to the same DNAI as UEs in the UE collection.
4.	If EAS IP/DNAI has not been determined, or SMF could not make sure the selected EAS IP/DNAI is the one that is stored in UDR, then SMF synchronizes with UDR and receives EAS IP or DNAI for the UE collection, as defined in clause 6.16.2.2. UDR maintains EAS IP or DNAI for the UE collection.
5.	Based on steps 10~19 in figure 6.2.3.2.2-1 of TS 23.548 [3]:
	For selecting the same EAS case: if the same EAS for the UE collection has not been determined yet, steps 10~15 are used for discovering an EAS, and between step 14 and step 16, SMF could send the selected EAS IP to UDR; When the same EAS for the UE collection has been determined, in step 17, SMF sends DNS message handling rule with IP address for the EAS instructing EASDF to return the IP address for the EAS to UE in step 19, steps 10~15 are skipped;
	For selecting EAS corresponding to the same DNAI case: if no DNAI for the UE collection has been determined, in step 10 SMF determines DNAI for the UE collection and selects information to build ECS option or Local DNS server based on the DNAI. When DNAI for the UE collection has been determined, in step 10 SMF determines information to build ECS option or local DNS server related to the DNAI, and sends DNS message handling rule with the information to build ECS option or local DNS server.
6.	If EAS IP/DNAI has not been determined, or SMF could not make sure the selected EAS IP/DNAI is the one that stored in UDR, then SMF synchronizes EAS IP/DNAI with UDR via NEF, as defined in clause 6.16.2.2.
Editor's note:	It is FFS how traffic influence data and procedures are impacted.
[bookmark: _Toc106120862]6.16.2.2	Synchronization procedure for EAS IP/DNAI


  
Figure 6.16.2.2-1: Synchronization Procedure for EAS IP/DNAI
1.	When there is no common EAS/DNAI for collection of UEs in SMF, the SMF queries for the information from UDR via NEF.
[bookmark: _GoBack]21-4.	In case a new EAS/DNAI has been determined, SMF sends the EAS/DNAI, Correlation IDResource URI to UDR via NEF PCF by invoking Npcf_SMPolicyControl_Update RequestNnef_UECollectionInfo_Update_Request, triggering PCF which will updates the corresponding AF traffic influence request information with common EAS/DNAI in UDR and UDR will lock the data to prevent the data to be modified to other EAS/DNAI by other SMF PCF invoking Nnef_UECollectionInfo_Updated_Request but providing different EAS/DNAI for the same UE collection. PCF updates PCC rule to SMF including the common EAS/DNAI of AF traffic influence request information in UDR.If Nnef_UECollectionInfo_Update_Request fails, then it means the common EAS/DNAI for collection of UEs has existed, and SMF invokes Nnef_UECollectionInfo_Query for retrieving the information for collection of UEs.
In case SMF decides to trigger EAS rediscovery for UE collection, SMF removes the common EAS/DNAI from AF traffic influence request information, UDR notifies PCF, and then PCF updates SMF with updated PCC rule removing the common EAS/DNAI, and trigger other SMF for EAS rediscovery.
NOTE x: Npcf_SMPolicyControl_Update is proposed to be used for updating EAS/DNAI in UDR,but a new service or operation, instead of reusing Npcf_SMPolicyControl_Update could also be candidated way. 
3.	NOTE x: The common EAS/DNAI for collection of UEs could be deleted in case the AF traffic influence request information is removed by AF.
45-7.	In case the common EAS/DNAI for collection of UEs is created/deleted, UDR notifies SMFsPCFs and then PCF will update PCC rules.
[bookmark: _Toc106120863]6.16.3	Impacts on services, entities and interfaces
AF:
-	to be updated with eas_correlation indication/ dnai_correlation indication for indicating selecting the same EAS/DNAI for collection of UEs accessing the application.
-	Providing UE ID list, Correlation ID in AF Request.
NEF:
-	Nnef_TrafficInfluence service is impacted to include "eas_correlation indication" or "dnai_correlation indication", list of FQDNs and list of UE identitities.
SMF:
-	to be updated for storing and retrieving the EAS/DNAI from UDR 
- and using the retrieved EAS/DNAI when selecting the same EAS/DNAI for collection of UEs.
- When decides to trigger EAS rediscovery, SMF requests to remove the common EAS/DNAI from AF traffic influence request information.
- initializes EAS rediscovery when receiving updated PCC rule removing the common EAS/DNAI.
UDR:
-	to be updated for maintaining common EAS/DNAI for the collection of UEs in AF traffic influence request information for the application. 
EASDF:
-	to be updated for create and send DNS response to UE.
PCF:
-	Npcf_SMPolicyControl_UpdateNotify service is to be updated to transmit PCC rule with eas_correlation indication/ dnai_correlation indication, Correlation ID, common EAS/common DNAI, Resource URI and FQDN(s).
-	Receiving EAS/DNAI from SMF.

* * * * Second change * * * *

* * * * Third change * * * *

* * * * Fourth change * * * *

* * * * Fifth change * * * *

* * * * End of changes * * * *
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1. Step 1~5 in AF Request to influence traffic routing procedure, Figure 4.3.6.2-1 TS23.502
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