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Abstract of the contribution: This contribution proposes conclusions on KI #3: Third party specific user identities . 
1.
Discussion
This contribution proposes conclusions on KI #3: Third party specific user identities .
2.
Text proposal
It is proposed to agree the following changes vs. TS 23.700-87:
>>>>BEGINNING OF CHANGES <<<<
9.X
Interim conclusions of KI #3
The following interim conclusions are agreed for Third party specific user identities:
-
The third party specific user identity includes assertion of a caller ID and associated caller information as specified in draft-ietf-stir-passport-rcd-17 (e.g., caller name, alternative presentation number, organization, URL, image, logo etc.).

-
The third party specific user identity is delivered and rendered in the terminating UE in a trusted mechanism to assist called party to accept or trust the incoming call.

-
The third party specific user identities can be accessed from UE or IP-PBX. 

-
The third party is responsible to authorize the individual user of third party, the IMS is responsible to authorize the third party. 

-
HSS may support the UE subscription of third party user ID authorization and verification as supplementary services.

-
The third party specific user identities are signed in the originating IMS and contained in SIP headers.

-
The third party specific user identities are verified by the terminating IMS.

-
Terminating UE receives and renders the third party specific user identity to the user. 

>>>>END OF CHANGES<<<<
2

