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Abstract of the contribution: This contribution proposes a solution for the establishment and control of Data Channel based on awareness of application ID. 
1.
Discussion
After bootstrap DCs are established for an IMS session, DCMTSI UEs may download DC applications from DC server and trigger the establishment of DCs for selected applications. Following issues need to resolved for the establishment of application DCs:

Q1. How DC Server determines the anchor point and traffic route the application DCs?

As clarified in Solution #3 (clause 6.3.2.4):
There are two types establishing procedures of application data channel shown below.

-
Establishing application data channel between UEs.

-
Establishing application data channel between the UE and the network.
As clarified in Solution #6 (clause 6.6.3.2):
After receiving the DC call event notification, the DCSF determines how to process the application data channel establishment requirement based on the related parameters in the DC call event notification and/or Operator policy.


DCSF sends data channel control request to AS with the indication on application data channel establishment. It mainly includes the actions as follows:

1)
Terminates the application data channel establishment which takes the originating network DCMF as target endpoint.

2)
Forwards or initiates the application data channel establishment which takes the originating network DCMF or UE#2 as target endpoint.

As clarified in Solution #16 (clause 6.16.1):
IF10 between the enhanced MRF and 3pty Web RTC Applications. IMS is transparent to the data channel payload media carried on this interface.
As clarified in Solution #9 (clause 6.9.2.1):
7.
The DCS-C transfers the Media Event Notification request to AR Application Server according to local configuration.

8.
The AR Application Server performs AR media negotiation and select application data channel connection mode, according to AR service requirements.…

In summary, the DC Server may determine to establish application DC with the following route selections:

1. Direct DC connection between UEs;

2. Anchoring the DCs in the DC Server (e.g. DCS-M, DCMF, MRF);

3. Forwarding DC streams to/from 3pty Web RTC Applications;

4. Forwarding DC streams to/from AR Server (or other Application Servers).
It is assumed that DC Server makes the DC route decision based on the SDP offer provided by DCMTSI UE. According to the specification in TS 26.114, a DCMTSI UE that wants to open an application  data DC sends an SDP Offer with "a=dcmap", (optionally) "a=dcsa", and (optionally) "a=3gpp-qos-hint" line. 
Based on existing information in the SDP Offer, the DC Server is not able to know which application is going to be transferred in the DC. Without aware of the serving DC applications, it’s hard for DC Server to determine the proper DC control policy for a specific DC, e.g., whether the DC need to be anchored in the DC Server, whether the DC is serving an AR application and whether traffic routing to AR Application Server is required, whether media connection to external Application Server is required, how to selection the correct Application Servers.
Proposal for Q1:
When an DCMTSI UE sends an SDP Offer for the establishment of an application DC, an optional information of the DC Application ID is included in the SDP Offer. The DC Application is contained in the service request to DC Server. Upon receiving the DC Application ID, the DC Server may check the  corresponding DC Application profile and  determine the DC control policy for the specific DC.
If the DC Application ID is not available in the SDP Offer, the DC Server may determine the DC control policy based on MNOs policy (e.g., direct DC connection between DCMTSI UEs by default).

Q2: How to sync-up the DC application in peer UEs

Data transmission on data channels shall not start until there is confirmation that both peers have downloaded the selected DC applications and instantiated the corresponding data channels. 
After the establishment of bootstrap DC, a DCMTSI UE may select to download the selected DC application via bootstrap DC and initiate the required DC via SDP offer. But how to trigger its peer UE to download the same DC application is still open.
As specified in TS 26.114:
The bootstrap data channel is not intended for use directly between DCMTSI clients in terminal. DCMTSI clients in terminal that receive HTTP requests on a bootstrap data channel shall ignore such request and shall update the session by removing the SDP "a=dcmap" line with the stream ID where such HTTP request was received, and closing that stream ID.
A DCMTSI client in terminal that retrieves a data channel application from a stream ID different than 0 or 10 (e.g. a data channel application from the peer), shall not initiate any subsequent offer to open data channels used by that data channel application.
It means the DCMTSI UE cannot trigger its peer UE via HTTP Request in the bootstrap DC for the downloading of the selected DC application. In this case, the UE sending this trigger to its peer UE via SDP Offer is a feasible solution. 
Proposal for Q2:

When an DCMTSI UE sends an SDP Offer for the establishment of an application DC, an optional information of the triggered DC Application ID is included in the SDP Offer. Upon receiving the DC Application ID, the user of peer UE may accept or reject the SDP Offer according to the DC Application ID/name. When SDP Offer is accepted, the UE checks the availability of the DC application and may trigger the downloading of the DC application before sending an SDP Answer.
If the DC Application ID is not included in the SDP Offer, it is assumed that the peer UE has already instantiated the DC application, e.g., the DC application is pre-configured in the UE, or peer UE has downloaded all the feasible DC applications from the DC Servers.
2.
Text proposal
It is proposed to agree the following changes vs. TS 23.700-87:
>>>>BEGINNING OF CHANGES<<<<
6.0
Mapping of Solutions to Key Issues

Table 6.0-1: Mapping of Solutions to Key Issues
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>>>>NEXT CHANGE<<<<
6.X
Solution #X: Application Data Channel establishment based on application ID
6.X.1
Description
6.X.1.1
Application Data Channel route selection

After bootstrap DCs are established for an IMS session, DCMTSI UEs may download DC applications from the DC server and trigger the establishment of DCs for the selected applications.
The DC Server may determine to establish application DCs based on the SDP offer provided by DCMTSI UE with the following route selections:

· Direct DC connection between UEs;

· Anchoring the DCs in the DC Server (e.g. DCS-M, DCMF, MRF);

· Forwarding DC streams to/from 3pty Web RTC Applications;

· Forwarding DC streams to/from AR Server (or other Application Servers).

Based on the existing information in the SDP Offer specified in TS 26.114, the DC Server is not able to know which application is going to be transferred in the requested DC, and may not able to determine the proper traffic route selection for the DC establishment.

When an DCMTSI UE sends an SDP Offer for the establishment of an application DC, an optional information of the triggered DC Application ID is included in the SDP Offer. The DC Server may check the traffic requirement of the specific DC Application ID and  determine the route selection for the DC establishment.

If the DC Application ID is not available in the SDP Offer, the DC Server may determine the route selection based on MNOs policy (e.g., direct DC connection between DCMTSI UEs).
6.X.1.2
Trigger of DC application downloading in the peer UE
Data transmission on data channels shall not start until there is confirmation that both peers have downloaded the selected DC applications and instantiated the corresponding data channels. 

When an DCMTSI UE sends an SDP Offer for the establishment of an application DC, an optional information of the triggered DC Application ID is included in the SDP Offer. Upon receiving the DC Application ID, the peer UE checks the availability of the DC application and may trigger the downloading of the same DC application before sending the SDP Answer.

If the DC Application ID is not included in the SDP Offer, it is assumed that the peer UE has already instantiated the DC application, e.g., the DC application is pre-configured in the UE, or peer UE has downloaded all the available DC applications from the DC Servers.

6.X.1.3
Usage of DC Application ID
DC Application ID is used to uniquely identify a DC Application in the IMS networks, which can be included in the SDP media description of DC as an optional line to identify the association of DC with the serving application. 

The DC Application ID may be specified as following options:

· Allocated by IMS network provider, which may include following information:

· PLMN ID (include MNC + MCC);

· Data channel application providers (user or network provider);

· DC Application Number, (allocated by the network provider);
· DC Application Name (optional, human readable information).

· URI/URL of the DC Application stored in the DC Server or DC Application Depository.

· Allocated by third party AF or HLOS, defined the same as in TS 23.503 [4].

The DC Application ID can be contained in SDP media description via specifying a new attribute for DC Application ID.

Example of DC attributes for DC Application ID:

 a=dcapp-id="DC Application #1"

Note:  How the DC Application ID is contained in SDP should be defined in CT1/SA4.

The DC Application ID is allocated by MNO or retrieved from DC Application provider when the DC Application is uploaded to DC Server or DC Application Repository. 

DC Server may be configured with a DC Application profile associated with the DC Application ID,  which indicates the characteristic of the DC Application (e.g. AR application)  and traffic route policy for the DC control (e.g., UE to UE connection, anchored in DC Server, FQDN of associated application server).

The allocated DC Application ID can be  contained in the DC application package or signalled to the UE when the DC application is downloaded in bootstrap DC. When the UE initiating the DC for an application, the DC Application ID is included in the SDP media description.

6.X.2
Procedures
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Figure 6.X.2.1-1: Procedure of application DC establishment
0.
Bootstrap DCs are established for UE_A and UE_B. UE_A downloads the selected DC application via bootstrap DC. The DC Application ID is obtained when UE_A downloading the DC application.

1.
UE_A sends an SDP offer for the establishment of an application DC, which may contain the DC Application ID in the SDP media description.
2.
Upon receiving the SDP Offer, IMS_AS sends a service request with the DC Application ID to the signaling function of DChS for the creation of a DC . If the DC application is a local application, the DChS  store determines the DC control policy (e.g. traffic route) of the DC based on the associated DC Application profile. If the DC creation request intends to open a remote application from the UE, as specified in TS 26.114 [6], the DChS may reject the DC creation request.

3.
The signaling function of DChS send a service response with the DC control policy to the IMS_AS.

4.
The IMS_AS allocates related media resource for the DC, and may further establish media connection to Other_AS (e.g., AR Application Server, 3rd party WebRTC Server). 

5. 
The SDP Offer with DC Application ID is sent to the terminating IMS_AS.
6.
The IMS_AS_B sends a service request to the signaling function of DChS_B for the creation of the DC. 
7.
 The DChS_B sends a service response with the DC control policy. 

8.
The IMS_AS_B allocates related media resource for the DC.

9. 
The SDP Offer with DC Application ID is sent to the UE_B.
10.
The user of terminating UE may decide to accept or reject the SDP Offer according to the received DC Application ID/name. If the SDP Offer is accepted, the terminating UE checks whether the  DC Application is instantiated. If not, the terminating UE requests the downloading of the DC application via bootstrap DC. The UE also need to associate the DC traffic with the identified DC application.

11.
UE_B returns 200 OK.

12. 
The application DCs and corresponding media connections to Other_AS are established according to the DC route configuration instruction from DChS.

6.X.3
Impacts on Existing Nodes and Functionality
DChS is enhanced to support:

· Retrieving or allocating DC Application ID when a DC application is provided and uploaded to the DC Application Repository. Retrieving and storing the DC application profile in the DC Server.

· Delivering the associated DC Application IDs when a UE downloading DC applications.

· Determining DC control policy according to the DC Application ID.
UE is enhanced to support following functionalities:

· Adding DC Application ID in the SDP offer when initiating SDP negotiation for the DC .

· Triggering the downloading of identified DC Application via the bootstrap DC.

· Associating the DC traffic with the identified DC application.

>>>>END OF CHANGES<<<<
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