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Abstract of the contribution: This paper proposes evaluation for the U2U relay solutions of KI#1.
Introduction
This contribution summarizes and evaluates solutions cover both Layer-3 UE-to-UE Relay and Layer-2 UE-to-UE Relay including Solution#1, #3, #4, #7, #8, #9, #10, #32, #34, solutions specially to L3 UE-to-UE Relay including solution#2, #5, #6, #11, #12, #31, and the solutions specially to L2 UE-to-UE Relay including solution #13, #30, #33. 
Proposal

It is proposed to include the following changes in TR 23.700-33.

* * * Start of change (all new text) * * * 

7
Overall Evaluation

Editor's note:
This clause will provide evaluation of different solutions.
7.1
Key Issue #1: Support of UE-to-UE Relay
Solutions that cover both Layer-3 UE-to-UE Relay and Layer-2 UE-to-UE Relay include Solution#1, #3, #4, #7, #8, #9, #10, #32, #34 are summarized and evaluated as the following:

-
Sol#1 proposes alt1 (discovery integrated into the unicast link establishment procedure) and alt2(Model B discovery). Alt1 requires target UE to select relays and source UE to select relay path or direct path, when target UE sets up a unicast link with the selected UE-to-UE Relay, the end-to-end QoS has not been provided by source UE, thus additional signalling between UE-to-UE relay and target UE is needed to support the end-to-end QoS. Alt1 is not supported from RAN side (see clause 6.2 in TR 38.836 [x]). Alt2 is merged into Sol#10. This solution also proposes the per-hop links procedure for Layer 2 UE-to-UE Relay is same as Layer-3 UE-to-UE Relay, and the end-to-end PC5 link is established after the per-hop links procedure.
-
Sol#3: Only Model A discovery is captured in the interim conclusion of TR 23.752, and the Model A discovery design is merged into Sol#10.
-
Sol#4 incudes QoS control for Layer-3 UE-to-UE Relay and QoS control for Layer-2 UE-to-UE Relay. QoS control for Layer-3 UE-to-UE Relay is merged into Sol#11. For Layer-2 UE-to-UE Relay, source UE and target UE negotiate the E2E QoS parameters during the end-to-end PC5 link procedure, then source UE provides the E2E QoS parameters to the Layer-2 UE-to-UE relay, the Layer-2 UE-to-UE relay splits the E2E QoS parameters into two parts.
-
Sol#7 focuses on UE-to-UE relay reselection. It proposes that the Source UE or Target UE can initiate the relay reselection procedure and then the two UEs can negotiate UE-to-UE Relay reselection using the existing relay connection. For Layer-2 UE-to-UE Relay, the establishment of new per-hop links via the new Layer-2 UE-to-UE Relay relies on sol#13.
-
Sol#8 proposes PCF based service authorization and provisioning for UE-to-UE Relay Service. 
-
Sol#9 provides a Model A discovery method for Relay UE to generate its neighbour list. the Relay UE periodically sends out a Relay Announcement message which triggers the UE who wants to be discovered to send an Announcement message. Then the UE will be added into the relay UE's neighbour list.
-
Sol#10 is a consolidated solution common for both L2 and L3 UE-to-UE Relay discovery and selection based on sol#1 alt2(Model B discovery) and sol#3(Model A discovery). RSC is used in the UE-to-UE Relay discovery to indicate the connectivity service. After the Model A or Model B discovery, source UE selects the UE-to-UE Relay and gets the User Info ID and Layer-2 ID of the target UE.

-
Sol #32 proposes the link identifier update procedure when using Layer-2 and Layer-3 UE-to-UE Relay. Since this solution is related to the identity privacy in SA3 and the identity information used in adaptation layer by RAN2, it proposes to be left for normative phase after the basic link establishment procedure for UE-to-UE relay is concluded and the RAN details are known.

-
Sol#34: The UE-to-UE Relay route discovery procedure of this solution is common for both Layer 2 and Layer-3 UE-to-UE Relay, after the Model A or Model B discovery, source UE selects the UE-to-UE Relay. This solution proposes an End-to-End (E2E) direct discovery message information which is carried in the Relay discovery message. For Layer-2 UE-to-UE Relay, this solution proposes the per-hop links procedure for Layer 2 UE-to-UE Relay is same as Layer-3 UE-to-UE Relay, and the end-to-end PC5 link is established after the per-hop links procedure.
Solutions that are specially to Layer-3 UE-to-UE Relay include Solution#2, #5, #6, #9, #11, #12 #31, are summarized and evaluated as the following:

-
Sol#2 proposes a Layer-3 UE-to-UE relay solution based on IP routing. In the solution, a UE-to-UE relay is responsible for allocating IP addresses to the UEs connected to it. The solution proposes Model A based relay discovery that the relay announces itself to its proximity, the UEs need to setup PC5 links to all relays in proximity order to discovery other UEs or be discovered via DNS queries. The solution proposes hop-by-hop based QoS handling to achieve E2E QoS requirement, as well as IP encapsulation to handle Non-IP traffic. The UEs should keep the PC5 link with the Relay UE in order to discovery other UEs or be discovered. IPSec is used for end-to-end security protection between source UE and target UE, and this shall be co-ordinated with SA WG3.
-
Sol#5 is merged into Sol#11
-
Sol#6 is merged into Sol#11
-
Sol#11 is a consolidated solution to support L3 UE-to-UE Relay connection setup based on sol#1, sol#4, sol#5, sol#6. It assumes source UE has already selected a suitable UE-to-UE Relay and received User Info ID and Layer-2 ID of the target UE before this procedure. This solution is applicable for both IP and non-IP traffic. In this procedure, UE-to-UE Relay receives the target UE’s L2 ID from source UE and sets up or reuses the link between UE-to-UE Relay and target UE. The IP addresses of source UE and target UE are exchanged by PC5 signalling. Source UE provides the E2E QoS parameters to the Layer-3 UE-to-UE relay, the Layer-3 UE-to-UE relay splits the E2E QoS parameters into two parts.
-
Sol#12 includes L3 UE-to-UE Relay discovery and selection and connection setup. After the Model A or Model B discovery, source UE selects the UE-to-UE Relay and gets the User Info ID of the target UE, the UE-to-UE Relay stores the User Info ID and Layer-2 ID of Target UEs for subsequent discovery and communication procedures. For Model B discovery, target UE doesn’t know itself is discovered by the source UE. For communication, before the UE-to-UE Relay interacts with the target UE, it sends accept message to the source UE for the request of U2U service towards the target UE, source UE may keep try DNS queries before the UE-to-UE Relay setup link with target UE. The UE-to-UE Relay needs to release or update the link with source UE if the target UE rejects the communication request or cannot accept the QoS.
-
Sol#31 considers storing the association of the UE's User Info and IP address/prefix at Relay UE for DNS query (as in sol#2, sol#12) is not secure, because the UE may not want its IP address be shared with everyone. To fix this problem, sol#31 proposes the UE indicates to the UE-to-UE Relay during the PC5 link establishment procedure if its IP address/prefix may be shared with or without seeking its authorization. A token may be used to authorize the IP address sharing.
Solutions that are specially to Layer-2 UE-to-UE Relay include Solution #13, #30, #33, which are summarized and evaluated as the following: 
-
Sol#13 proposes the procedures of connection establishment for Layer 2 UE-to-UE Relay. After receiving the DCR message from source UE for end-to-end PC5 link setup, the UE-to-UE Relay adds an adaptation header before forwarding it. For the later E2E data/messages exchanging with an adaptation header, the UE-to-UE Relay replaces the fields specified in the adaptation header with relay-specific identifiers, this design has dependency on the adaption layer definition of RAN2. The per-hop links are established during the end-to-end PC5 link establishment procedure, after receiving the DCR message for end-to-end PC5 link setup, target UE selects a Relay UE and triggers per-hop link setup with Relay UE, the per-hop link setup between source UE and Relay UE is triggered by the source UE when it receives the E2E security request from target UE.
-
Sol#30 proposes L2 UE-to-UE Relay discovery and selection and connection setup. For Model A discovery, source UE selects the UE-to-UE Relay, for Model B discovery, target UE selects the UE-to-UE Relay. For Model B discovery, target UE knows itself is discovered by the source UE. For connection setup, the end-to-end PC5 link is established after the per-hop links procedure.

-
Sol#33 proposes L2 UE-to-UE Relay discovery and selection and connection setup. After the Model A or Model B discovery, source UE selects the UE-to-UE Relay and gets the User Info ID and Layer-2 ID of the target UE. the UE-to-UE Relay stores the User Info ID and Layer-2 ID of Target UEs for subsequent discovery and communication procedures. For Model B discovery, target UE doesn’t know itself is discovered by the source UE. For connection setup, the end-to-end PC5 link is established after the per-hop links procedure.
* * * End of change * * * 
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