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Abstract of the contribution: This paper proposes to update solution #3, #4, #5 and #32 to prevent reusing previous slice according to the URSP re-evaluation.
Discussion
Solution #3, #4, #5 and #32 propose to re-map the slice of existing PDU Session. However, URSP rule of the UE is not updated after the remapping is performed. This may cause the UE to re-establish a PDU Session using the original slice following URSP rule as the UE needs to re-evaluate URSP rule based on implementation.
In order to prevent such re-establishment, simple solution is updating URSP rule. However, solution #3, #4, #5 and #32 do not have interaction with PCF. Another solution is re-using exiting congestion control mechanism, i.e. the network provides back off timer to the UE so that the UE cannot use the slice during the back off timer is running. 
Proposal
It is proposed to agree the following changes into TR 23.700-41 on FS_eNS_Ph3.

* * * * Start of 1st Change * * * * 

[bookmark: _Toc104302392][bookmark: _Toc104359358][bookmark: _Toc104872537][bookmark: _Toc97269611]6.3	Solution #3: Support of Network Slice Service continuity using SSC mode 3
[bookmark: _Toc104302393][bookmark: _Toc104359359][bookmark: _Toc104872538]6.3.1	Introduction
This solution addresses KI#1 scenarios of mobility.
[bookmark: _Toc104302394][bookmark: _Toc104359360][bookmark: _Toc104872539]6.3.2	Functional Description
This solution considers a UE which is in CM-CONNECTED mode and arrives at an area where it needs to be handed over to a cell outside the current RA where a PDU session in a certain slice cannot continue as the slice is no longer available for any of the reasons documented in the KI#1. Specifically, the RAN is based on local information detecting the target RAN node cannot serve the current slice and it is configured with a valid replacement. This may be dues to e.g. the AMFs in target RAN node region not supporting the S-NSSAI any more for e.g. maintenance or other causes so they provide an AMF configuration update to tell the RAN a S-NSSAI no longer is supported.
This solution relies on using SSC mode 3 in a network-controlled manner. The next clause provides the necessary details.
[bookmark: _Toc97269612][bookmark: _Toc104302395][bookmark: _Toc104359361][bookmark: _Toc104872540]6.3.3	Procedures
The call flow below in figure 6.3.3-1 proposes using SSC mode 3 to provide the service continuity solution. A single NG-RAN node may also be involved, two NG-RAN nodes are shown for generality and only the Xn Handover case is shown but this can apply also to NG Handover.


Figure 6.3.3-1: service continuity upon slice change
0.	NG-RAN nodes have been configured with slice re-mapping of slice 10 to 11 due to any cause.
1.	AMF has sent the UE Allowed NSSAI to the serving NG-RAN node and the UE per existing procedures.
2.	UE has ongoing PDU session 1 of slice 10 for which SSC mode 3 has been selected.
3.	Source NG-RAN triggers Handover to target NG-RAN. The target NG-RAN node 2 informs during the HO procedure the source NG-RAN node 1 that it accepts the PDU session 1 of slice 10 temporarily due to slice re-mapping action which it has been configured with for slice 10. It also indicates the new slice 11 for the PDU session.
4.	At handover completion, the target NG-RAN indicates to AMF in Path Switch Request that PDU session 1 of slice 10 needs to be terminated and a new PDU session is to be setup with slice 11.
Editor's note:	It is FFS how the target NG-RAN can detect congestion in CN.
5.	AMF sends an Update message to SMF indicating end of PDU session 1 of slice 10 and remapping to slice 11. The SMF triggers step 7 as the UE has indicated SSC mode 3.
6.	The UE performs the post-handover registration (as Source and Target NG RAN nodes have different slice support, they don't belong to the same registration area for the UE) requesting Slice 10 and slice 11 as indicated in the handover command. Because the AMF has received (end slice 10) at step 4, the AMF still includes the slice 10 in the Allowed NSSAI towards the UE at this step (the slice is indeed still temporarily available until it receives from SMF notification of the final release of PDU session 1 of slice 10 at step 9). This is just a temporary allowed NSSAI that will be soon replaced and may include two S-NSSAIs in the serving PLMN supporting same HPLMN S-NSSAI exceptionally.
Editor's note:	The feasibility of indicating two serving network S-NSSAI for one HPLMN S-NSSAI in the Allowed NSSAI is FFS.
7.	In reaction to step 5, the SMF triggers towards the UE the NAS PDU Session Modification Command (Cause, PCO (PDU Session Address Lifetime value), end slice 10, new slice 11) to invoke SSC mode 3. The (end slice 10, new 11) may be included towards the UE to prompt the UE to setup the new PDU session 2 with slice 11. In the PDU Session Modification Command, the SMF may provide back off timer for slice 10 so that the UE cannot request a PDU Session according to the existing URSP rule until the back off timer is expired.
Editor's note:	Whether SSC3 PDU Session modification can be used to change the slice is FFS.
8.	The UE triggers the establishment of PDU session 2 with slice 11 according to SSC mode 3 procedure as per existing procedures described in clause 4.3.2.2.1 of TS 23.502 [5].
9.	At the expiry of SSC mode 3 timer, the SMF triggers the release of the PDU session 1 of slice 10 according to SSC mode 3 procedures (existing procedures described in clause 4.3.2.2.1 of TS 23.502 [5]).
10.	Upon notification from the SMF that PDU session of no longer supported slice 10 has been released, the AMF sends a final the UCU (UE Configuration Update) message in order to update the Allowed NSSAI towards the NG-RAN and the UE. In this example, the new Allowed NSSAI is slice 11.
[bookmark: _Toc97269613][bookmark: _Toc104302396][bookmark: _Toc104359362][bookmark: _Toc104872541]6.3.4	Impacts on services, entities and interfaces
The solution has the following impacts:
NG-RAN node:
-	configuration to perform slice remapping for certain slices and related behaviour as per above procedure
AMF:
-	temporarily allow slices while SSC3 completes for the PDU session and do UE configuration update to provide the final allowed NSSAI when the SSC mode 3 new PDU session is up and running and old PDU session leg released.
UE:
-	trigger SSC mode 3 when the PDU session is temporarily accepted in the new slice as specified in the handover command.
-	perform registration procedure by taking into account the indicated slice as replacement of the ongoing slice.
-	performs SSC mode 3 with the slice indicated to replace the ongoing slice.
SMF:
-	provide back off timer for the original slice so that the UE cannot request a PDU Session according to the existing URSP rule until the back off timer is expired.

* * * * Start of 2nd Change * * * * 

[bookmark: _Toc104302397][bookmark: _Toc104359363][bookmark: _Toc104872542][bookmark: _Toc510607499][bookmark: _Toc518306733]6.4	Solution #4: PDU Session on compatible network slice
[bookmark: _Toc104302398][bookmark: _Toc104359364][bookmark: _Toc104872543]6.4.1	Introduction
This solution addresses the bellow requirements from Key Issue #1: Support of Network Slice Service continuity.
1)	No mobility scenario:
	Scenario 1b): network slice or network slice instance is overloaded.
[bookmark: _Toc104302399][bookmark: _Toc104359365][bookmark: _Toc104872544]6.4.2	Functional description
This solution allows for a PDU Session establishment on a compatible network slice if the network slice on which the PDU Session is initially required is not available or is overloaded. The assumption in this solution is that an Application in the UE may be allowed to get a service from more than one network slice as per the network slice selection criteria (NSSP) within the URSP rules in the UE. In such a case the UE may include a compatible S-NSSAI as an extra parameter in the PDU Session Establishment Request message along with the S-NSSAI on which the PDU Session is required and the PDU Session establishment procedure can continue on the compatible S-NSSAI in case the initially required S-NSSAI is not available or is overloaded.
[bookmark: _Toc104302400][bookmark: _Toc104359366][bookmark: _Toc104872545]6.4.3	Procedures


Figure 6.4.3-1: PDU Session on compatible network slice
1.	When an Application in the UE requires service, the UE triggers PDU Session Establishment Request to the AMF in which the UE includes the S-NSSAI and the DNN on which the service is available based on the S-NSSAI selection and DNN selection criteria within the URSP rules in the UE. Optionally, the UE may include in the PDU Session Establishment Request a compatible S-NSSAI, if available. The compatible S-NSSAI is an alternative S-NSSAI from the network slice selection criteria within the URSP if the network slice selection criteria within the URSP rules in the UE allows the Application requiring service to use more than one S-NSSAI. The UE includes a compatible S-NSSAI in the PDU Session Establishment Request if one is available in the network slice selection criteria within the URSP and it is in the Allowed NSSAI list for the UE.
2.	If the S-NSSAI on which a PDU Session is required by the UE is overloaded or not available and the UE has included a compatible S-NSSAI in the PDU Session Establishment Request message, the AMF selects an SMF based on the compatible S-NSSAI and the AMF continues the PDU Sessions Establishment procedure on the compatible S-NSSAI instead of the initially requested S-NSSAI.
3.	The AMF sends Nsmf_PDUSession_CreateSMContext Request message to the SMF in which the AMF includes the compatible S-NSSAI received by the UE.
4.	Continue PDU Session Establishment on the compatible S-NSSAI according to clause 4.3.2.2.1 of TS 23.502 [5]. The SMF may notify the UE that the PDU Session is established on the compatible S-NSSAI and the AMF may indicate to the UE the reason for the network slice switch to a compatible S-NSSAI. In the PDU Session Establishment Accept, the SMF may provide back off timer for the original S-NSSAI so that the UE cannot request a PDU Session according to the existing URSP rule until the back off timer is expired.
[bookmark: _Toc104302401][bookmark: _Toc104359367][bookmark: _Toc104872546]6.4.4	Impacts on services, entities and interfaces
UE:
-	new compatible S-NSSAI parameter in the PDU Session Establishment Request.
AMF:
-	PDU Session switch to a compatible S-NSSAI.
--	new cause to indicate the network slice switch to a compatible S-NSSAI.
SMF:
-	provide back off timer for the original slice so that the UE cannot request a PDU Session according to the existing URSP rule until the back off timer is expired.

* * * * Start of 3rd Change * * * * 

[bookmark: _Toc104302402][bookmark: _Toc104359368][bookmark: _Toc104872547]6.5	Solution #5: PDU session handover to a target CN with an alternative S-NSSAI support
[bookmark: _Toc104302403][bookmark: _Toc104359369][bookmark: _Toc104872548]6.5.1	Introduction
This solution addresses the bellow requirements from Key Issue #1: Support of Network Slice Service continuity.
2)	Inter RA Mobility scenario:
	Scenario 2d): network slice or network slice instance is overloaded in the target CN.
[bookmark: _Toc104302404][bookmark: _Toc104359370][bookmark: _Toc104872549]6.5.2	Functional description
This solution allows for a PDU Session handover to an alternative network slice when the current network slice is not supported by the target CN or it is overloaded in the target CN. At PDU Session establishment the UE may include in the PDU Session Establishment Request an alternative S-NSSAI, if available. The alternative S-NSSAI is another S-NSSAI from the network slice selection criteria within the URSP rules in the UE in case the URSP rules allow the Application requiring the service to use more than one S-NSSAI. Then this alternative S-NSSAI is included by the UE in the PDU Session Establishment Request and is stored in the UE context within the AMF and used for PDU Session handover to this alternative S-NSSAI if the current S-NSSAI is not supported in the target CN or the current S-NSSAI is overloaded in the target CN. The solution works only for PDU Sessions established with SSC2.
[bookmark: _Toc104302405][bookmark: _Toc104359371][bookmark: _Toc104872550]6.5.3	Procedures


Figure 6.5.3-1: PDU session handover to a target CN with an alternative S-NSSAI support
1.	An Application in the UE requires service on S-NSSAI. The UE initiates PDU Session Establishment procedure on that S-NSSAI to the S-AMF. Optionally, the UE may include in the PDU Session Establishment Request an alternative S-NSSAI, if available. The alternative S-NSSAI is another S-NSSAI from the network slice selection criteria within the URSP if the URSP rules allow the Application requiring the service to use more than one S-NSSAI. The UE includes an alternative S-NSSAI in the PDU Session Establishment Request if one is available in the network slice selection criteria within the URSP and it is in the Allowed NSSAI list for the UE.
2.	The S-AMF may perform some further checks for the eligibility of the alternative S-NSSAI(s) received from the UE (e.g. whether these alternative S-NSSAI(s) are part of the Allowed S-NSSAI for the UE) before the S-AMF stores the alternative S-NSSAI in the UE context
3.	Continue and complete the PDU Session establishment procedure on S-NSSAI according to clause 4.3.2.2.1 of TS 23.502 [5].
4.	At some stage the S-RAN triggers handover request to the S-AMF.
5.	The S-RAN selects a T-RAN supporting the current S-NSSAI and possibly supporting the alternative S-NSSAI if provided by the UE. The S-AMF proceeds with the N2 handover procedure to T-RAN and T-AMF supporting the current S-NSSAI and/or the alternative S-NSSAI.
6.	UE registration with the T-AMF. The current and the alternative S-NSSAI received from the S-AMF during theN2 handover is supported and allowed in the T-AMF after the UE registration.
7.	If at step 5 the UE did handover to a T-RAN supporting the current S-NSSAI and the alternative S-NSSAI however, the T-AMF is overloaded for the current S-NSSAI, then the PDU Session switches to the alternative S-NSSAI via PDU Session modification to the alternative S-NSSAI procedure as per clause 4.3.3.2.1 of TS 23.502 [5]. In the PDU Session Modification Command, the SMF may provide back off timer for the original S-NSSAI so that the UE cannot request a PDU Session according to the existing URSP rule until the back off timer is expired. The T-AMF may select another SMF if the PDU Session switches to an alternative S-NSSAI.
8.	T-RAN initiates PDU Session Modification Command to the UE with the alternative S-NSSAI in case of PDU Session switch to an alternative S-NSSAI.
[bookmark: _Toc104302406][bookmark: _Toc104359372][bookmark: _Toc104872551]6.5.4	Impacts on services, entities and interfaces
UE:
-	new alternative S-NSSAI parameter in the PDU Session Establishment Request message.
RAN, AMF:
-	alternative S-NSSAI(s) handling.
SMF:
-	provide back off timer for the original slice so that the UE cannot request a PDU Session according to the existing URSP rule until the back off timer is expired.

* * * * Start of 4th Change * * * * 

[bookmark: _Toc104302565][bookmark: _Toc104359531][bookmark: _Toc104872715]6.32	Solution #32: Solution for Network Control for UE Slice Use
[bookmark: _Toc104302566][bookmark: _Toc104359532][bookmark: _Toc104872716]6.32.1	Description
Operators would like to control the use of a network slice so as to optimize the performance of their network. In addition to that, there can be other reasons for a capability to enforce a certain usage of network slices, e.g. an operator may like to pull a network slice out of service for maintenance or other reasons and would like to let the UE use another network slice instead.
Also, the operator may experience congestion in a network slice due to some unforeseen circumstance for example due to Network Slice Admission Control (NSAC) there may a need to off-load a network slice, or simply due to a large amount of other UEs using the network slice (e.g. to access higher prioritized services or the other UEs are considered to be of higher priority) and therefore the network would like to control the use of the slice so as to alleviate e.g. the congestion.
Irrespective of the reasons, in this solution different actions are proposed depending on the level of control required by the operator. The following network initiated capabilities are proposed to be supported:
Action 1: Deregistering network slices for UEs or deregistering the UEs that are registering in network slices without establishing any PDUs.
Action 2: Deregistering network slices for UEs or deregistering the UEs that have PDU sessions that are not active.
Action 3: Enabling PDU sessions to be transferred from one network slice to another network slice, the other network slice can be previously included in the Allowed NSSAI or will be added to the Allowed NSSAI. This action 3 applies to KI#1 as well
The above capabilities can be applied in the context of deregistering the network slice for a limited number of UEs with progressively applying one or more of the above capabilities, as required, or applying all of the above capabilities in case of a network slice being taken out of service permanently or for a limited time (i.e. in such case the capabilities of case 3 is done first and then subsequently applying the deregistration).
For case 1 and case 2, the AMF can deregister a UE (e.g. when the UE is only registered to one network slice) using existing procedure "network initiated deregistration" as specified in clause 4.2.2.3.3 of TS 23.502 [5] or deregistering a network slice for a UE by removing the S-NSSAI from the Allowed NSSAI using the UE Configuration Update procedure as specified in clause 4.2.4.2 of TS 23.502 [5]. The AMF monitors/acquires the needed information regarding the usage of the network slice, e.g., if no PDU Session is established for the slice according to the network policy and/or if not complying with the network policy the AMF deregisters the UE from the network slice. As stated before, the means of detecting non-compliance are out of scope as well as triggers can be initiated by other NFs such as PCF, NSACF.
For case 3, in one option, the AMF initiates UE Configuration Update procedure towards the UE. The procedure is extended to support a PDU session transfer request from a source (network slice to be removed) network slice to a new target network slice if the AMF can locate another suitable network slice in the Allowed NSSAI or a new network slice is to be requested. If the target network slice is already in the Allowed NSSAI (before the UE Configuration Update procedure or is added to the Allowed NSSAI by the UE Configuration Update procedure, the UE then uses existing procedures to initiate a new PDU session using the target network slice for that purpose and tears down the PDU session on the source slice. If the target network slice is required to be registered by the UE, i.e. needs to be added to the Allowed NSSAI, the UE first requests the network slice by issuing a registration request and including the target network slice in the Requested NSSAI and then when the target NSSAI is in the Allowed NSSAI the UE establish PDU Session(s) using the target network slice.
In another option, the AMF initiates a request towards the SMF for a PDU session transfer, extending the existing service Nsmf_PDUSession_UpdateSM Context to support transfer of a PDU session from source slice to target slice. The SMF uses existing session management procedures extended with the necessary information to notify the UE to initiate a new PDU session towards the target slice and to tear down the old PDU sessions on the source slice.
[bookmark: _Toc104302567][bookmark: _Toc104359533][bookmark: _Toc104872717]6.32.2	Procedures
[bookmark: _Toc104302568][bookmark: _Toc104359534][bookmark: _Toc104872718]6.32.2.1	PDU session Transfer from Source Slice to Target Slice, UE Initiated approach
In this UE Initiated approach, the UE Configuration Procedure is updated to remove in the Allowed Slice the source slice that needs to be removed. There will be a new control information element (IE) to describe the handling of PDU sessions established on a slice that is now removed from the Allowed Slices. The IE instructs the UE to transfer the PDU session from the removed network slice or to be removed network slice in Allowed NSSAI to a new target network slice in the Allowed NSSAI. The to be removed network slice can either be kept in the Allowed NSSAI for the duration of the UCU procedure and later removed, or directly removed by the UE Configuration Update command, but regarded as still allowed until the transfer to the target network slice has been completed.
The call flow in Figure 6.32.2.1-1 illustrates the procedure depicted above. The following is a brief description of the steps in the call flow.
The assumption in the call flow is a UE that has some PDU Sessions already established on a network slice and these PDU sessions have to be transferred to another network slice.
-	In step 1, the AMF initiates a UE Configuration Update Command, marking in (or in relation to) the Allowed NSSAI the network slice to be removed and including a new IE information to instruct the UE regarding the removed slice (or to be removed network slice) and the new target network slice that replaces it. As stated before, if the target network slice is not added by the UCU procedure to the Allowed NSSAI, the UE first requests the network slice to be registered by issuing a registration request and including the target network slice in the Requested NSSAI and then when the target NSSAI is included in the Allowed NSSAI the UE establishes PDU Session(s) using the target network slice. Note that the Figure below does not show the aspect of UE registering to request the target slice to be used. In the UE Configuration Update Command, the AMF may provide back off timer for the source S-NSSAI so that the UE cannot request a PDU Session according to the existing URSP rule until the back off timer is expired.
Editor's note:	It is FFS if additional information is to be included in the new IE to perform PDU Session Transfer.
-	In step 2 the UE acknowledges the reception of the Configuration Update Command.
The remaining steps are based on existing procedures per clause 4.3.5.2 of TS 23.502 [5].


Figure 6.32.2.1-1: PDU Session Transfer – UE Initiated Procedure
[bookmark: _Toc104302569][bookmark: _Toc104359535][bookmark: _Toc104872719]6.32.2.2	PDU Session Transfer from Source Slice to Target Slice – Network Initiated Approach
In this solution, the Slices in Allowed NSSAI are not changed but one of the slices is temporarily taken out of service or should not be used, as an example. The AMF instructs the SMF used for the source network slice (i.e. network slice to not to be used), to initiate a PDU Session Transfer from the source network slice to the target network slice (new network slice to be used). The Nsmf_PDUSession_UpdateSMContext service is extended to support such a capability e.g. the AMF indicates the Target network slice to the SMF. The SMF in turn sends a PDU Session Modification Request to the UE to initiate a PDU Session transfer. The PDU Modification Session Request can be extended to support this new capability (e.g. adding target slice and optionally source slice that otherwise could be derived from existing PDU Session, either in PCO together with existing "PDU Session Address Lifetime value" or in a new IE. The UE uses existing procedures to establish the PDU session using the new target slice and usually the same DNN and releases the old PDU sessions used with the source network slice.
The call flow in Figure 6.32.2.2-1 illustrates the procedure depicted above. The following is a brief description of the steps in the call flow.
The assumption in the call flow is a UE has some PDU Sessions already established on a network slice and these PDU sessions have to be transferred to another network slice.
-	In step 1, the AMF initiates a Nsmf_PDUSession_UpdateSMContext Request to initiate a PDU session transfer from a source slice to a target slice. The Request is extended to support this new capability e.g. the Target network slice to the SMF and possible an indication that a transfer is to be initiated.  The Request is now extended with the following optional information so that the SMF can inform the UE to perform a PDU Session transfer from source slice to a target slice:
-	Source network Slice,
-	Target network Slice,
-	Action: Perform Session transfer for all PDU sessions immediately or at a scheduled tie time applicable to the UE location.
-	In step 2, the SMF initiates action to notify the UE about a PDU session transfer from a source slice to a target slice as indicated above is extending the PDU Session Modification Request sent to the UE to include the needed information.
-	In step 3, SMF returns Nsmf_PDUSession_UpdateSMContext response to the AMF.
-	In step 4, the SMF invokes the Namf_Communication_N1N2MessageTransfer to include an SM container towards the UE with a PDU Session Modification Command extended (e.g. with target S-NSSAI) to inform the UE of a PDU Session Transfer. In the PDU Session Modification Command, the SMF may provide back off timer for the source S-NSSAI so that the UE cannot request a PDU Session according to the existing URSP rule until the back off timer is expired.
-	In step 5 the AMF forwards the SM Container content to the UE.
The remaining steps are based on existing procedures per clause 4.3.5.2 of TS 23.502 [5].
The call flow does not show the aspect of UE registering to request the target slice to be used if this step is required, when the target slice is not in the Allowed slices.


Figure 6.32.2.2-1: PDU Session Transfer – Session Management Procedure
Editor's note:	the impact of overriding of the SSC mode need be evaluated.
[bookmark: _Toc104302570][bookmark: _Toc104359536][bookmark: _Toc104872720]6.32.2.3	SSC Mode and PDU Session Transfer from Source Network Slice to Target Network Slice
It is desirable that SSC mode 3 is employed for performing PDU session transfer from a source network slice to a target network slice. This is critically important for emergency PDU sessions and PDU sessions used for MC applications and which cannot be disconnected before completion or otherwise have to be handled with SSC mode 3. It is thus possible for either of the above solutions that the UE may receive the SSC mode 3 to be used during the PDU session transfer. This implies that the UE overrides the SSC mode currently used for the PDU session to be transferred.
More specifically, in the UE initiated approach, the target NSSAI in the UE Configuration Update Command can indicate that the UE can apply SSC mode 3 logic for the PDU session transfer.
For the network initiated approach, the PDU Modification Session Request can be extended to include the SSC mode 3 logic to be used for PDU session transfer.
[bookmark: _Toc104302571][bookmark: _Toc104359537][bookmark: _Toc104872721]6.32.3	Impacts on Existing Nodes and Functionality
Editor's note:	This clause captures impacts on existing 3GPP nodes and functional elements.
AMF/SMF:
-	provide back off timer for the source slice so that the UE cannot request a PDU Session according to the existing URSP rule until the back off timer is expired.

* * * * End of Changes * * * * 
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