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1 Discussion 
This pCR provides the conclusion proposal for KI#2 in TR 23.700-18. 
KI#2 studies the following: 
For allowing an AF, e.g. a third party AF, to request predefined SFC for traffic flow(s), etc. (when the AF belongs to a third party, this is based on service level agreement with the third party), this key issue will study solutions on:
-	How to enable support for AF to request usage of predefined SFC/SFP(s) for traffic flow(s) related with target UE(s).
It is proposed that SFC policy is a new policy that is agreed between PLMN and 3rd party and defined in an SLA(Solution 4, Solution 5, Solution 7 option 1). Specific SFC policy is identified by the involved parties with SFP ID, but the definition of the policy itself is outside 3GPP scope(Solution 4, Solution 5, Solution 7 option 1, Solution 3, Solution 8, Solution 2, Solution 6).
The AF indicates the SFP ID and optionally Metadata for a selected target (e.g. a traffic flow, a UE, a group of UEs, etc.) per traffic direction. By indicating an SFP ID, the third-party AF can request selected traffic flows be steered towards a specific SFP, either at PDU Session establishment or any time after PDU Session establishment (Solution 4, Solution 3, Solution 6, Solution 7).
-	Whether and if yes how to enhance network capability exposure functionalities based on solutions of the User plane related Key issue (WT#2). This includes leveraging that Key issue work on whether the existing traffic steering policy is enough to fulfil the SA1 requirements.
-	Based on the requests from the AF, what are the solutions and procedures to interact with network functions in the 5GC.
Procedure for AF influenced traffic routing in 5GC as defined in TS 23.502 [2] is re-used where the AF indicates the SFP ID and optionally Metadata for a selected target (e.g., a traffic flow, a UE, a group of UEs, etc.) per traffic direction. This applies both for the case where the PDU Session is not identified by a UE address and the case when targeting an individual UE address (Solution 4, Solution 3, Solution 6, Solution 7).

Based on the evaluation of solutions provided in S2-2205646, it is proposed to agree the conclusion for KI#1 as provided below. 
2 Proposal
[bookmark: _Hlk513714389][bookmark: _Hlk93055440]It is proposed to update TR 23.700-18 as follows.
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Editor's note:	This clause will list conclusions that have been agreed during the course of the study item activities.
8.2 Key Issue #2: Exposure to enable AF to request predefined SFC for traffic flow(s) related with target UE(s)
It is recommended to use the following principles and procedures as the basis for the normative work. 
-	inclusion of SFP ID and Metadata in the Nnef_TrafficInfluence service request (between AF and NEF).
-	inclusion of SFP ID and Metadata in the Npcf_PolicyAuthorization service request (between AF and PCF).
-	storage of the SFP ID and Metadata in the UDR based on Application ID/Traffic descriptor.
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