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Abstract of the contribution: TR Update about UPF not able to monitor retransmission
1	Discussion
The TR currently refers to UPF exposure about the observed number of retransmitted packets / frames but monitoring the number of retransmitted packets / frames can only be considered for applications with transport protocols that allow it (for example it is not possible with QICC) and even if possible it would be costly to detect retransmissions in UPF which is not the TCP end point of the traffic.
It is much more efficient to monitor retransmitted packets / frames at Application / AF level.
Thus, this Tdoc removes the UPF impacts related with monitoring retransmitted packets / frames  
2 Proposal
[bookmark: _Hlk513714389]It is proposed to update TR 23700-62 as follows 

First CHANGE 

[bookmark: _Toc100835691][bookmark: _Toc101415522][bookmark: _Toc104549624]6.7.2	Description
This solution extends the Rel-17 UPF Event Exposure service with two new events for the collection of information of user data usage of the User PDU Session:
-	One event provides measurements, and it will be referred to as UserDataUsageMeasures along the solution and can include following information:
-	Volume Measurement: measures of data volume exchanged (UL, DL and/or overall) and/or number of packets exchanged (UL, DL and/or overall) with or without application granularity. This measurement can also include number of packets transmitted and retransmitted for applications where that is possible to differentiate.
-	Throughput Measurement: measures of data throughput (UL and DL) measures aggregated for the PDU Session or per application.
-	The other event provides statistical measurements, and it will be referred to as UserDataUsageTrends along the solution and can include following information:
-	Throughput Statistic Measurement (average and/or peak throughput) over the measurement period for the PDU Session or per application.
Both events provide measurement context (for example, time stamps for the packets and the measures) and information of the PDU Session. When the information refers to an application, the Application Id or Packet Filter Set is included.
This solution defines a UPF Event Exposure Subscription operation that consumers can use to subscribe to UPF Event Exposure service for the two new events, UserDataUsageMeasures and UserDataUsageTrends. Subscription can be for a UE, "Any_UE", or a specific PDU Session. The Event Subscription includes filters for the data collection, and measurement, event reporting and notification control information like which data that is requested and with which granularity (for the PDU Session or for an Application within the PDU Session).
In this solution, the subscription to UPF does not have any impact on UPF packet matching procedure. The UPF traffic differentiation in the User PDU Session is according to the packet detection rules that have been installed for each PFCP session by SMF. This means that when measurements are requested for an/per application, UPF considers for the measurements of a User PDU Session and App Id only the traffic that is matching a PDR which has that App Id.
The event notifications are sent to the consumer according to the notification control information received in the subscription to the event.
This solution satisfies following Rel-16-Rel-17 NWDAF Analytics UPD Data Collection needs as follows:
-	NF Load: UserDataUsageMeasures event with Volume Measurement (see NOTE 1) accumulated for the PDU Session.
-	User data Congestion: UserDataUsageTrends event with Throughput Statistic Measurement with per application or IP Packet Filter Set measures over a measurement period.
-	UE Communications: UserDataUsageMeasures event with Volume Measurement and Throughput Measurement with per Application or IP Packet Filter Set measures or with PDU Session aggregated measures for a UE_communication (see NOTE 2).
-	WLAN Performance analytics: UserDataUsageMeasures event with Volume Measurement and Throughput Measurement measured for a PDU Session.
-	Dispersion: UserDataUsageMeasures event with Volume measurement and per application or IP Packet Filter Set measures (they are exclusive) or with PDU Session aggregated measures.
NOTE 1:	The solution defines the Volume Measurements with similar definition as in the Traffic Usage Report.
NOTE 2:	UE Communication definition may imply measuring periods are defined, for example, in relation to application activity/inactivity.
UPF reporting related with Delay measurements, and in general measurements related to QoS Flows is not addressed by this solution.


NEXT CHANGE


[bookmark: _Toc97307782][bookmark: _Toc100835723][bookmark: _Toc101415554][bookmark: _Toc104549709]Annex A:
Analysis on the NWDAF requirements of UPF event exposure service(s)
This Annex aims at listing and analysing the NWDAF requirements of UPF event exposure service(s).
NOTE 1:	This clause recalls for information the main known usage of UPF information exposure in 5GC as defined in other 3GPP documents. If this clause and the quoted other 3GPP documents are not aligned, the quoted other 3GPP documents prevails.
NWDAF requirements as defined in TS 23.288 [5], for instance (the list is not exhaustive), contain:
1.	Observed Service Experience: TS 23.288 [5] of Table 6.4.2-2 of: QoS flow level Network Data from 5GC NF related to the QoS profile assigned for a particular service (identified by an Application Id or IP filter information).
	The Observed Service Experience analytics may provide Service Experience for an Edge Application over a UP path: Service experience for a UE or a group UEs or any UE in an Application or a set of Applications over a specific UP path (UPF, DNAI and EC server).
	The Observed Service Experience analytics may also provide "Service experience for a UE or a group of UEs in an Application or a set of Applications over a RAT Type or over a Frequency or both" as defined in Table 6.4.1-1of TS 23.288 [5].
Table 6.4.2-2 (TS 23.288 [5]): QoS flow level Network Data from 5GC NF related to the QoS profile assigned for a particular service (identified by an Application Id or IP filter information)
	QoS flow Bit Rate
	UPF
	The observed bit rate for UL direction; and
The observed bit rate for DL direction.

	QoS flow Packet Delay
	UPF
	The observed Packet delay for UL direction; and
The observed Packet delay for the DL direction.

	Packet transmission
	UPF
	The observed number of packet transmission.

	Packet retransmission
	UPF
	The observed number of packet retransmission.



	For NWDAF to provide Service Experience for an Application: Consumer NF sends an Analytics request/subscribe (Analytics ID = Service Experience, Target of Analytics Reporting = any UE or a UE identified by a SUPI or a group of UEs identified by a Group Id, Analytics Filter Information = (Application ID, S-NSSAI, DNN, Application Server Address(es), Area of Interest), Analytics Reporting Information=Analytics target period) to NWDAF.
2.	Table 6.5.2-2 of TS 23.288 [5]: Data collected by NWDAF for UPF load analytics.
Table 6.5.2-2 (TS 23.288 [5]): Data collected by NWDAF for UPF load analytics
	Information
	Source
	Description

	Traffic usage report
	UPF
	Report of user plane traffic in the UPF 



	UPF should report all traffic for all N4 (PDU) sessions that meet some criteria (S-NSSAI, Area of interest) -> SMF involvement may be considered when it is needed to determine which UPF(s) serve a UE in the area of interest.
-	Table 6.7.3.2-1 of TS 23.288 [5]: Service Data from 5GC related to UE communication.
Table 6.7.3.2-1 (TS 23.288 [5]): Service Data from 5GC related to UE communication
	UE communication (1..max)
	UPF, AF
	Communication description per application

	   >Communication start
	
	The time stamp that this communication starts

	   >Communication stop 
	
	The time stamp that this communication stops

	   >UL data rate 
	
	UL data rate of this communication

	   >DL data rate 
	
	DL data rate of this communication

	   >Traffic volume
	
	Traffic volume of this communication

	> N4 Session ID
	SMF, UPF
	Identification of N4 Session.

	> Inactivity detection time
	SMF, UPF
	Value of session inactivity timer.



	5GC Consumer NF sends a request to the NWDAF for analytics on UE(s), where the analytics type indicated by "Analytics ID" is set to "UE communication". The Target of Analytics Reporting is set to SUPI or an Internal Group Identifier and Analytics Filter may include Application ID and Area of Interest.
3.	Table 6.8.2-2 of TS 23.288 [5]: Data Collected from the UPF or from the AF related to User Data Congestion Analytics.
Table 6.8.2-2 (TS 23.288 [5]): Data Collected from the UPF or from the AF related to User Data Congestion Analytics
	Information
	Source
	Description

	Application ID
	UPF or AF
	Application identifier as defined in TS 23.501 [2] clause 5.8.2 (see NOTE 1).

	IP Packet Filter Set
	UPF or AF
	IP Packet Filter set as defined in TS 23.501 [2] clause 5.8.2 (see NOTE 1).

	Measurement period
	UPF or AF
	Measurement period.

	Throughput UL/DL
	UPF or AF 
	Average Throughput UL/DL over the measurement period.

	Throughput UL/DL (peak)
	UPF or AF
	Peak Throughput UL/DL over the measurement period.

	Timestamp
	UPF or AF
	Time when measurements are taken.

	Achieved sampling ratio
	UPF
	Sampling ratio achieved by UPF (see NOTE 2).

	NOTE 1:	Application Id and IP Packet Filter Set are mutually exclusive.
NOTE 2:	UPF may apply data sampling to reduce the load on the UPF. This parameter is provided when no sampling ratio is configured at the UPF or the UPF could not fulfil the configured sampling ratio.
NOTE 3:	Multiple outputs are provided by the UPF when multiple Service Data Flows are running at the UPF for the same UE and measurement period.
NOTE 4:	How NWDAF collects information from UPF is not defined in this Release of the specification.



	The Consumer NF indicates a request for analytics for congestion in a specific location. The Analytics ID is set to "User Data Congestion" for transfer over user plane, control plane, or both, the Target of Analytics Reporting is set to "any UE" and Analytics Filter Information set to include a location (e.g. ECGI, TA) and an indication to provide the list of applications that contribute the most to the traffic.
4.	Table 6.10.2-5 of TS 23.288 [5]: UE data volume dispersion collected from serving UPF.
Table 6.10.2-5 (TS 23.288 [5]): UE data volume dispersion collected from serving UPF
	Information
	Source
	Description

	UE IP address
	UPF
	UE IP address.

	Timestamp
	UPF
	Time stamp of the collected information.

	Data Volume UL/DL
	UPF
	Sum of UE data volume exchanged per UE across all applications.

	NOTE:	The Data volume can be reported either as total volume of the PDU session or periodically. It refers to the Data volume exchanged between the start and stop of the PDU session. When reported periodically, the period can be specified in the requested analytic target period or configured as a default value in the UPF.



Table 6.10.2-6: UE data volume dispersion collected from serving UPF
	Information
	Source
	Description

	UE IP address
	UPF
	UE IP address.

	Timestamp
	UPF
	A timestamp of the collected information.

	Application ID
	UPF
	Identify the application at the UPF 

	IP 5-tuple
	UPF
	IP 5-tuple.

	Location of Application
	UPF
	List of Internet applications represented by DNAI(s).

	Data Volume UL/DL
	UPF
	Sum of UE data volume exchanged per application during the period. 

	Application duration
	UPF
	Duration for the application (e.g. Voice talk time).

	NOTE 1:	Application ID and IP 5-tuple are mutually exclusive.
NOTE 2:	Multiple outputs are provided by the UPF when multiple applications are running at the UPF for the same UE and time period.
NOTE 3:	The Data volume can be reported either as total volume of the PDU session or periodically. It refers to the Data volume exchanged between the start and stop of the PDU session. When reported periodically, the period can be specified in the requested analytic target period or configured as a default value in the UPF.



	In table 6.10.2-5, the data volume is collected per UE from the UPF. The collected UE information is applicable across all applications used by the UE between start and stop of the PDU session. The UPF reports volume per UE IP address across all applications.
	In table 6.10.2-6, the UPF reports data volume per UE for specific application(s) in relation to the start and stop of the application as indicated by the application duration.
	The Consumer NF sends a request to the NWDAF for dispersion analytics on a specific UE, any UE, or a group of UEs, using either the Nnwdaf_AnalyticsInfo or Nnwdaf_AnalyticsSubscription service. The Analytics ID is set to "UE Dispersion Analytics", the Dispersion Analytic (DA) type is set to "Data Volume Dispersion Analytics" (DVDA) or "Transactions Dispersion Analytics" (TDA) and Analytic Filter Information = (Area of Interest, slice, target period, optional UE class: Top-Heavy, Fixed, or Camper UEs). The NF or AF provides the UE ID or Internal Group ID in the Target of Analytics Reporting.
5.	Clause 6.11.1 of TS 23.288 [5] on "WLAN performance analytics" requests:
	Target of Analytics Reporting: a single UE (SUPI), a group of UEs (an Internal Group ID), or any UE.
	Analytics Filter Information:
-	Area of Interest (list of TA or Cells);
NOTE 2:	Even though the Area of Interest may have been meant to indicate a UE location, it is questionable to use this information considering UE(s) that are IDLE over 3GPP access and thus whose 3GPP location cannot be determined. UPEAS is not meant to have UE impact.
-	SSID(s);
-	BSSID(s); and
	The reporting should only apply for traffic exchanged on a target SSID and BSSID thus the UPF reporting should only be reported for target UE(s) exchanging traffic on a target SSID and BSSID or the UPF should be aware of the target SSID/BSSID.

	UE communications (1..max)
	UPF
	List of communication time slots

	> Communication start
	
	The time stamp that PDU session(s) for WLAN starts.

	> Communication stop
	
	The time stamp that PDU session(s) for WLAN ends.

	> UL data rate
	
	UL data rate of PDU session(s) for WLAN.

	> DL data rate
	
	DL data rate of PDU session(s) for WLAN.

	> Traffic volume
	
	Traffic volume of PDU session(s) for WLAN.



6.	Clause 6.14.1 of TS 23.288 [5] "User plane performance analytics" requests:
-	User plane performance analytics for a specific Edge Computing application for a UE, group of UEs, or any UE over a specific serving anchor UPF.
-	User plane performance analytics for a specific Edge Computing application for a UE, group of UEs, or any UE over a specific DNAI.
-	User plane performance analytics for a specific Edge Computing application for a UE, group of UEs, or any UE over a specific Edge Application Server Instance.
	Analytics consumer sends an Analytics request/subscribe (Analytics ID = DN Performance Target of Analytics Reporting, Analytics Filter Information = (Application ID, S-NSSAI, DNN, Area of Interest, UPF anchor ID, DNAI, Application Server Address(es)), Analytics Reporting Information = Analytics target period) to NWDAF by invoking a Nnwdaf_AnalyticsInfo_Request or a Nnwdaf_AnalyticsSubscription_Subscribe service.
Some of these analytics target Any UE (possibly for specific DNN and or slices) and the NWDAF acting as a consumer of UPF exposure may target any UPF that serves the corresponding specific DNN and or slices.
Some of these analytics target a specific UE and it is thus needed for the NWDAF subscription to be forwarded to the UPF(s) that serve the target PDU sessions of this UE.





3GPP
SA WG2 TD


 


 


SA WG2 Temporary Document


 


Page 


1


 


3GPP


 


SA WG2 TD


 


SA WG2 Meeting #151e


 


S2


-


220


5885


 


May 16


th


 


–


 


20


th


, 2022


; Elbonia


               


 


    


 


 


(revision of S2


-


220)


 


 


 


Source: 


 


Nokia, Nokia Shanghai Bell


 


 


Title: 


 


TR Update about UPF not able to monitor retransmission


 


Document for:


 


 


Approval


 


Agenda Item: 


 


9.


25


 


Work Item / Release:


 


FS_


UPEAS


 


/ Rel


-


18


 


Abstract 


of


 


the contribution:


 


TR Update about UPF not able to monitor retransmission


 


1


 


Discussion


 


The 


TR currently refers to 


UPF exposure about the observed number of 


re


transmitted packets


 


/ frames


 


but 


monitoring 


the number of 


re


transmitted packets / frames 


can


 


only


 


be


 


considered for applications with transport protocols that allow 


it (


for example it is 


not possible with QICC


)


 


and 


even if possible 


it would


 


be 


costly


 


to detect 


retra


nsmissions in UPF 


which is not the 


TCP 


end 


point


 


of the traffic


.


 


It is much more efficient 


to monitor 


re


transmitted


 


packets / frames 


at Application / AF level.


 


Thus


,


 


this Tdoc removes the UPF impacts related with 


monitoring 


re


transmitted


 


packets / frames  


 


2


 


Proposal


 


It is propos


ed to 


update TR 


23700


-


62


 


as follows


 


 


 


First 


CHANGE


 


 


 


6.7.2


 


Description


 


This solution extends the Rel


-


17 UPF Event Exposure service with two new events for the collection of information of 


user data usage of the User PDU Session:


 


-


 


One event 


provides measurements, and it will be referred to as UserDataUsageMeasures along the solution and 


can include following information:


 


-


 


Volume Measurement: measures of data volume exchanged (UL, DL and/or overall) and/or number of 


packets exchanged (UL, DL and/or overall) with or without application granularity. This measurement can 


also include number of packets transmitted 


for applications where that is possible to differentiate.


 


-


 


Throughput Measurement: measures of data throughput (UL and DL) measures aggregated for the PDU 


Session or per application.


 


-


 


The other event provides statistical measurements, and it will be 


referred to as UserDataUsageTrends along the 


solution and can include following information:


 


-


 


Throughput Statistic Measurement (average and/or peak throughput) over the measurement period for the 


PDU Session or per application.


 


Both events provide measure


ment context (for example, time stamps for the packets and the measures) and information 


of the PDU Session. When the information refers to an application, the Application Id or Packet Filter Set is included.


 




   

SA WG2 Temporary Document   Page  1  

3GPP   SA WG2 TD  

SA WG2 Meeting #151e   S2 - 220 5885   May 16 th   –   20 th , 2022 ; Elbonia                            (revision of S2 - 220)       Source:    Nokia, Nokia Shanghai Bell     Title:    TR Update about UPF not able to monitor retransmission   Document for:     Approval   Agenda Item:    9. 25   Work Item / Release:   FS_ UPEAS   / Rel - 18   Abstract  of   the contribution:   TR Update about UPF not able to monitor retransmission   1   Discussion   The  TR currently refers to  UPF exposure about the observed number of  re transmitted packets   / frames   but  monitoring  the number of  re transmitted packets / frames  can   only   be   considered for applications with transport protocols that allow  it ( for example it is  not possible with QICC )   and  even if possible  it would   be  costly   to detect  retra nsmissions in UPF  which is not the  TCP  end  point   of the traffic .   It is much more efficient  to monitor  re transmitted   packets / frames  at Application / AF level.   Thus ,   this Tdoc removes the UPF impacts related with  monitoring  re transmitted   packets / frames     2   Proposal   It is propos ed to  update TR  23700 - 62   as follows       First  CHANGE       6.7.2   Description   This solution extends the Rel - 17 UPF Event Exposure service with two new events for the collection of information of  user data usage of the User PDU Session:   -   One event  provides measurements, and it will be referred to as UserDataUsageMeasures along the solution and  can include following information:   -   Volume Measurement: measures of data volume exchanged (UL, DL and/or overall) and/or number of  packets exchanged (UL, DL and/or overall) with or without application granularity. This measurement can  also include number of packets transmitted  for applications where that is possible to differentiate.   -   Throughput Measurement: measures of data throughput (UL and DL) measures aggregated for the PDU  Session or per application.   -   The other event provides statistical measurements, and it will be  referred to as UserDataUsageTrends along the  solution and can include following information:   -   Throughput Statistic Measurement (average and/or peak throughput) over the measurement period for the  PDU Session or per application.   Both events provide measure ment context (for example, time stamps for the packets and the measures) and information  of the PDU Session. When the information refers to an application, the Application Id or Packet Filter Set is included.  

