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Abstract of the contribution: This contribution proposes updates to solution 5.5. to resolve ENs and to minimize impacts to the current mobility registration procedure. 
Discussion 
KI#5 is about switching traffic from one non-3GPP access (e.g. N3IWF) to another (e.g. TNGF). There are three solution proposals (5.2, 5.5, 5.6) that propose to do this during a Registration procedure in target non-3GPP access. 

First it can be noted that 5GC basically supports KI#5 in rel-17 already. At least in 3GPP access, a UE may trigger a mobility Registration via a new AN node (gNB) even if there is an active UP connection via an old AN node (i.e. N2/N3 exist between CN and old AN node when the UE sends the mobility Registration request via a new AN node). This may happen e.g. if the UE has lost coverage of the old gNB and moved into coverage of a new gNB. AMF will in that case release the old N2 and process the mobility Registration Request to activate the new N2 connection for the UE. If the UE has included “PDU Sessions to be Activated” in the Registration request, AMF contacts SMFs to set up UP/N3 (and release old UP/N3 if needed). This procedure is exactly what is needed in KI#5, with the only difference that it is done over non-3GPP access instead of 3GPP access. 

Triggering of mobility Registration is not as prevalent in non-3GPP access as in 3GPP access, since Tracking Areas and IDLE mode mobility are not used in the same way, but it can be noted that there are several cases where a UE triggers a mobility Registration request over non-3GPP access, e.g. to update the 5GMM capabilities, to change the slices it is registered to, register for SMS over NAS, indicate an updated PDU Session status etc.  

Observation 1: A straight forward solution to KI#5 would be to simply perform a mobility Registration procedure over non-3GPP access, as per rel-15,16,17. This would have minimal impacts to 5GC since it is using an existing procedure that is already supported (at least for 3GPP access). 

One can consider two variants for this procedure: 

1. 
In the regular mobility Registration procedure described above, the AMF typically releases the old N2 connection before initiating the new N2 connection (there is anyway no use of the old N2 connection). This simplifies for AMF since it only needs to maintain a single N2 connection per access. This would also be the appropriate behavior for KI#5 if the UE does not maintain connectivity with the old non-3GPP access while it is registering in the new non-3GPP access. For example, a UE using untrusted non-3GPP access via WiFi and moves to a target trusted non-3GPP access via WiFi may not be able to send data to source N3IWF while performing access authentication and Registration in trusted non-3GPP access, unless the UE has two WiFi interfaces. In that case the old non-3GPP access is not available during the registration procedure and DL packets to the old access will be lost. Instead 5GC should stop using the old access when receiving the registration request and buffer DL packets during the short time between old UP/N3 is released and new UP/N3 is activated. 
2. 
A UE may however be able to connect to both old and new non-3GPP access at the same time. For example, a UE using trusted WiFi access may connect to a target N3IWF via the same WiFi connection. In that case 5GC can continue to use the old non-3GPP access while establishing the UP/N3 in the new access. This has more AMF impacts as it requires AMF to maintain the old N2 connection while establishing the new N2 connection and setting up the new N3/UP connection. 
Observation 2: The first case is a basically re-using existing mobility Registration without any changes, works with any UE / non-3GPP access, and has minimal impacts to 5GC. 
Observation 3: The second case allows a make-before-break of the UP but has more impacts to UE/5GC. The AMF should know if the UE has still access via source non-3GPP access when performing registration via target non-3GPP. 
Proposal: At least alternative 1 should be supported. Alternative 2 may also be supported as an optimization, in case UE/AMF have capabilities to temporarily maintain two non-3GPP accesses and two N2 connections. 
Proposal

It is proposed to update TR 23.700-53 as follows:
**** First Change ****

6.16
Solution #5.5: Non-3GPP path switch during Registration in new non-3GPP access
6.16.1
Introduction

6.16.2
High-level Description
This solution addresses Key Issue #5 "Switching traffic of an MA PDU Session between two non-3GPP access paths" by allowing a UE to Register in a new non-3GPP AN node while optionally keeping the UP connection in old non-3GPP AN node for a while, allowing the UE and UPF to switch the traffic to the new non-3GPP access before releasing the old access. The solution is based on UE triggering a Registration Request via the new non-3GPP AN node and requesting UP establishment using the "PDU Sessions to be activated" parameter.
The solution allows both single access PDU Sessions and MA PDU Sessions to be "switched" using the Registration procedure. A reason for this is that the solution is basically describing how a mobility Registration Update is performed via non-3GPP access. If the UE initiates a mobility Registration Update via 3GPP access and indicates that it wants to activate UP connections using "PDU Sessions to be activated" parameter, it applies in the same way for single-access and MA PDU Sessions. It is proposed here that the same is assumed for mobility Registration via non-3GPP access.
6.16.3
Procedures

This procedure assumes that the UE is registered over untrusted non-3GPP access first and then switches to trusted non-3GPP access. A similar procedure is applicable if UE is registered over trusted non-3GPP access first and then switches to untrusted non-3GPP access. The UE may also be registered in 3GPP access. The solution re-uses some aspects of Solution#5.2, e.g. a new registration type.
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Figure 6.16.2-1. Mobility Registration procedure to support non-3GPP access switching

1.
The UE is registered over an untrusted non-3GPP access and may also be registered in 3GPP access. A MA PDU Session is established that has UP connections via untrusted non-3GPP access and possibly also via 3GPP access. The UE may also have single access (SA) PDU Sessions over 3GPP and/or untrusted non-3GPP access.


During registration in non-3GPP, the AMF indicates to UE whether it supports non-3GPP access switching.




2.
The UE registers over trusted non-3GPP access with Registration type = mobility registration. The UE also indicates whether it is maintaining the old non-3GPP access connectivity by including a “dual non-3GPP access switching” indication. The UE includes in the List Of PDU Sessions To Be Activated the MA PDU Sessions that have user plane resources established over untrusted non-3GPP access. The UE may also include SA PDU Sessions active in untrusted non-3GPP access in the List Of PDU Sessions To Be Activated. The UE also indicates all SA and MA PDU Sessions that were active over the old non-3GPP access in the PDU Session status parameter.

3.
The AMF may perform authentication based on existing procedures. The AMF may send an Initial Context Setup Request to TNGF and include AS security information. Alternatively, the AMF sends the Initial Context Setup Request to TNGF in step 6, after contacting the SMF(s).
4. 
The AMF releases the old N2 connection if the UE did not provide a “dual non-3GPP access switching” indication in step 2 or if the AMF only supports a single N2 connection via non-3GPP access.  
5.
The AMF notifies to the SMF(s) that the UE requested UP connection activation. For MA PDU Sessions, the AMF also includes the "dual non-3GPP access switching" indication, if received from the UE. The AMF repeats this step for all SA and MA PDU Sessions indicated in step 2.



The SMF contacts UPF to allocate CN tunnel information, if needed. If the “dual non-3GPP switch” indication is received, the SMF does not trigger a release of UP connection (if any) to old non-3GPP access. 
The SMF replies to AMF including the CN tunnel information.

6.
The AMF sends an N2 message to TNGF and includes the CN tunnel information received from the SMF(s). The N2 message is an Initial Context Setup Request (if not sent in step 3) or a PDU Session Resource Setup request. The AMF knows that the N2 information is targeting TNGF since the UP connection setup is part of the registration in trusted non-3GPP access.


The TNGF completes the IPSec SA establishment as described in clause 4.12a.2.2 of TS 23.502 [3] and triggers establishment of UP resources towards the UE, e.g. to create a first Child SA for the PDU Session.

After this step, the UE may start to send UL traffic via the new non-3GPP access.
7.
The TNGF replies with Initial Context Setup Response, including AN tunnel information.

8.
The AMF forwards the information to the SMF(s) and the SMF(s) provides the tunnel information to the UPF(s). For MA PDU Sessions, the UPF starts to use the trusted non-3GPP access as the non-3GPP access for the MA PDU Session, i.e. untrusted non-3GPP access is not used for downlink traffic anymore. For SA PDU Sessions, the downlink tunnel is switched to the trusted non-3GPP access. The UPF still accepts uplink packets from the untrusted non-3GPP access.




9.
The AMF triggers a AN release of the untrusted non-3GPP access if not done in step 4. As a result of this procedure, user plane resources over untrusted non-3GPP access of MA PDU is completely released. Also user plane resources of SA PDU Session(s) are deactivated. The N3IWF does not need to signal to the UE since the UE may not be reachable over the old non-3GPP access. Latest when the UE recognize that user plane resources over untrusted non-3GPP access are released, the UE starts to send traffic over trusted non-3GPP access.
10.
The AMF sends a NAS Registration Accept message to the UE, via the TNGF.

11.
The AMF may update the registration for non-3GPP access in UDM, by providing the new RAT type.

12.
The UE may send a NAS Registration Complete message, as described in TS 23.502 [3].


6.16.4
Impacts on Existing Nodes and Functionality
UE:
-
Performs Registration with new indication for non-3GPP access switching.

-
Indicates to the SMF that the UE supports non-3GPP access switching during the MA PDU Session Establishment.

-
May be able to temporarily maintain simultaneous parallel user plane tunnel over untrusted 3GPP access and trusted non-3GPP access.
-
When the UE receives the Registration Accept message for the target non-3GPP access, the UE considers that it is deregistered from the source non-3GPP access.
AMF:

-
During the Registration procedure, indicate capability for non-3GPP access switching to UE.

- 
Update UDM with new RAT type when non-3GPP access switching is completed.


-
Notifies to the SMF in Nsmf_PDUSession_UpdateSMContext that the UE requested non-3GPP access switching.
- 
May be able to temporarily maintain two N2 connections for non-3GPP access during the Registration procedure
SMF:
-
Not trigger release of old UP/N3 if receiving an Update from AMF to activate a new UP connection.
UPF:

-
None 
UDM:

-
Support for updating RAT type using Nudm_UECM Update.

**** End of Changes ****

3GPP


_1720598547.vsd
UE


NG-RAN


N3IWF


TNGF


AMF


SMF


UPF


UDM


1b. Registered over untrusted non-3GPP access and established MA PDU Session


2. Registration Request (Registration type = access switching, PDU Sessions To be Activated)


3. Authentication/Security


6a. N2 Request (CN tunnel information, TNGF key)


10. Nudm_UECM_Update


4. Nsmf_PDUSession_UpdateSMContext Request (Switching Notification)


5b. Nsmf_PDUSession_UpdateSMContext Response (N2 information)


12. AN Release over untrusted non-3GPP access


User data


User data


User data


8a. Nsmf_PDUSession_UpdateSMContext Update Request (AN tunnel information)


1a. Registered over 3GPP and established MA PDU Session


11. Registration Complete 


7. N2 Response (AN tunnel information)


9. Registration Accept 


8c. Nsmf_PDUSession_UpdateSMContext Update Response 


8b. N4 update


5a. N4 update


6c. IKE Create CHILD SA


6b. IKE AUTH to complete IPSec SA establishment



_1720961830.vsd
UE


NG-RAN


N3IWF


TNGF


AMF


SMF


UPF


UDM


1b. Registered over untrusted non-3GPP access and established MA PDU Session


2. Registration Request (Dual non-3GPP switching indication, Registration type = mobility registration, PDU Session Status, PDU Sessions To be Activated)


3. Authentication/Security


6a. N2 Request (CN tunnel information, TNGF key)


11. Nudm_UECM_Update


5a. Nsmf_PDUSession_UpdateSMContext Request (Dual non-3GPP switching indication)


5c. Nsmf_PDUSession_UpdateSMContext Response (N2 information)


4. AN Release over untrusted non-3GPP access


User data


User data


8a. Nsmf_PDUSession_UpdateSMContext Update Request (AN tunnel information)


1a. Registered over 3GPP and established MA PDU Session


12. Registration Complete 


7. N2 Response (AN tunnel information)


10. Registration Accept 


8c. Nsmf_PDUSession_UpdateSMContext Update Response 


8b. N4 update


5b. N4 update


6c. IKE Create CHILD SA


6b. IKE AUTH to complete IPSec SA establishment


9. AN Release over untrusted non-3GPP access



