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Discussion 

There are eight solutions in the TR. This contribution aims at evaluating the solutions and finding the common aspects of all/most solutions that should be possible to agree on. The Table 1 below summarizes the different solutions when it comes to basic aspects, focusing on the common parts. Some solutions, esp. solutions 3, 4 and 7, propose additional features that need to be evaluated separately. These features have been highlighted in the “Other” column.
 Table 1: Comparison of solutions
	Solution​
	PCF request for SFC towards SMF
	N4 impacts
	AF provides reference to a predefined forwarding behavior​
	Support for metadata added to encapsulated traffic​
	Mapping of AF-provided value in NEF/PCF?​
	NEF APIs to request SFC
	Other

	1+2
	TSP ID in PCC rule is re-used
	Forwarding Policy ID is re-used
	Yes: AF TSP ID.​
	Not described ​
	Yes: PCF determines TSP ID based on AF TSP ID​
	Enhance: Nnef_TrafficInfluence​
	

	3 (scenario 1)
	TSP ID in PCC rule is re-used
	Forwarding Policy ID is re-used
	Yes: SFC ID​
	Yes, included by UPF based on SLA
	Yes: PCF determines TSP ID based on SFC ID​
	New: Nnef_SFCInfluence (FFS whether TrafficInfluence can be re-used)​
	Solution in addition proposes a new SFC discovery service and a scenario 2 where SFC is outside of 5GC/MNO control

	4 ​
	PCC rule enhanced to contain SFP ID and metadata
	FAR enhanced to contain SFP ID and metadata
	Yes: SFP ID​​
	Yes, metadata provided by AF
	No, but SFP ID is authorized in PCF​
	Enhance: Nnef_TrafficInfluence​
	Solution in addition proposes that SFC functionality is defined in a new UPF type separate from PSA

	5​
	PCC rule enhanced to contain SFP ID and metadata
	FAR enhanced to contain SFP ID and metadata
	Yes: SFC ID​
	Yes, metadata provided by AF
	Yes: SFC ID ( SFP ID​
	Enhance: Nnef_TrafficInfluence​
	

	6
	Not described
	Not described
	Yes: SFC ID​
	Not described
	Not described
	New Nnef_SFC_Config or enhance Nnef_TrafficInfluence​
	

	7 ​
	TSP ID in PCC rule is re-used.
Metadata added to PCC rule
	Forwarding Policy ID is re-used.

FAR enhanced to contain metadata.
	Yes: SFC policy ID​
	Yes, metadata provided by AF
	Yes, PCF determines TSP ID based on SFC policy ID​
	Enhance: Nnef_TrafficInfluence​

​
	Solution in addition proposes a new SFC discovery service

	8 ​
	TSP ID in PCC rule is re-used
	Forwarding Policy ID is re-used

Support added to use both N6-LAN and AF influence on traffic routing for same SDF
	Yes, SFC ID​
	Yes, included by UPF based on SLA
	Yes, PCF determines TSP ID based on SFC ID​

​
	Enhance: Nnef_TrafficInfluence​
	


It can be noted that all solutions propose that AF can request an ID of a preconfigured SFC (some different names used in the different solutions, AF TSP ID, SFC ID and SFC policy ID). This UP forwarding behavior configured on the UPF includes required information such as what SFP ID to use, metadata etc.
Proposal 1: AF should be able to request a pre-configured SFC by providing an ID that refers to pre-configured UP forwarding behavior 

Below we analyze the main differences between the solutions:

1. 
Mapping of AF-provided value in PCF to an internal value, or 5GC using the AF-provided value as is?

- 
The possibility to map AF-provided value to an internal value is proposed by most solutions. It is a sound design principle to allow the 5GC to map externally AF-provided values to internal values. This is used in many cases e.g. with External/Internal Group IDs, QoS requests, etc. It allows the 5GC operator to e.g. re-configure identifiers without impacting SLAs with 3rd parties. 

Proposal 2: The standard should allow the possibility to map AF-provided SFC ID to an internal identifier. 

2. 
Re-use TSP ID in PCC rule, or include a new SFP ID?

- 
A few solutions propose to add a new SFP ID in the PCC rule, in parallel to the existing TSP ID. It is not clear how these two values would co-exist. Would it be possible for PCF to include both a SFP ID and a TSP ID? If so, what would the UPF behavior be? It is also not clear why a separate ID is needed when there is an existing ID with the same purpose. 

Proposal 3: The TSP ID in the PCC rule can be re-used 

3. 
Re-use Forwarding Policy ID in N4 FAR, or include a new SFP ID?

- 
Similar to the question on the PCC rule, it is not clear why a separate SFP ID needs to be provided in the FAR when there already is a Forwarding Policy ID with the same purpose. 

Proposal 4: The Forwarding Policy ID in the N4 FAR can be re-used as is.
4. 
Possibility for AF to provide “metadata” that is transparently forwarded to UPF and included in the encapsulated traffic on N6-LAN?

- 
The solutions have so far not show any use case for “metadata”. What is it used for? Is it to be used by the SFs or in the forwarding logic?
Proposal 5: No need for AF to provide metadata unless a clear use case is provided and agreed
5. 
NEF and PCF services to request SFC: enhance AF Traffic Influence API, or define a new services?

- 
All solutions either propose to enhance the AF influence on traffic routing API, or they have an FFS on whether to enhance this service or define a new service. No clear arguments have been provided for why a new service is needed. The two features (N6 routing and N6-LAN service chaining) share many commonalities (e.g. both can be used to provide steering information for a traffic flow) and if separate APIs are defined there is a risk that they start to diverge creating higher complexity in implementation and deployment.
Proposal 6: Enhance the AF influence on traffic routing to allow an AF to request an SFC ID for a traffic flow. 

Proposal

It is proposed to update TR 23.700-18 as follows:
**** First Change ****

7
Overall Evaluation

Editor's note:
This clause will provide evaluation of different solutions.
The solutions are being evaluated based on rel-18 stage 1 requirements for SFC.
	TS
	Stage 1 requirement
	Comment

	TS 22.101 [5]
	30 Flexible Mobile Service Steering

30.1 Introduction

In order to realize efficient and flexible mobile service steering in (S)Gi-LAN, the network operator uses information (e.g. user profile, network operator's policies, RAT type, application characteristics) to define traffic steering policies. These policies are used to steer the subscriber's traffic to appropriate enablers (e.g. NAT, antimalware, parental control, DDoS protection) in the (S)Gi-LAN.

The term (S)Gi-LAN used in the present document represents a system which is out of 3GPP scope. Corresponding term for the 5G network is N6-LAN.

For traffic steering to service functions in 5G network, enhancement beyond the service requirements below are defined in TS 22.261 [6].
	These are pre-rel-18 requirements. Fulfilled based on rel-17.

	TS 22.261 [6]:
	6.35 Service Function Chaining

6.35.1 Introduction

In order to support enhancement of service function chaining for 5G networks beyond the requirements for FMSS in TS 22.101, the network operator defines service function chaining policies for service function chaining to steer the traffic associated to the application and its users on per UE basis to appropriate ordered service functions.

A service function chain for 5G networks contains service functions such as firewall functions, NAT, antimalware, parental control, DDoS protection, TCP proxies, load balancers, KPI monitoring, and video optimization, etc.

NOTE:
these are non-exhaustive examples of service functions. Other service functions can be provided by an operator.

6.35.2 General Requirements

The following requirements apply for supporting enhancement of service function chaining for 5G networks:

The network operator shall be able to define and modify service function chaining policies for steering traffic on per application per UE basis through required service function chaining with ordered service functions to improve the user's QoE.

Service functions chaining policies shall be able to distinguish between upstream and downstream traffic.
	Solutions 1, 3 (scenario 1), 7 and 8 proposes to re-use the rel-17 solution using TSP ID in PCC rules and Forwarding Policy in N4 rules. This allows the 5GC to steer the traffic per application and UE basis to appropriate ordered service functions. It can be modified and distinguished between upstream and downstream as it is needed with a specific PDR with PDI elements for uplink matching criteria and other for downlink.
Solutions 4 and 5 proposes to enhance PCC rules and N4 FAR with SFP ID. This would also allow the 5GC to steer the traffic per application and UE basis to appropriate ordered service functions. This would however result in overlapping parameters in PCC and N4 rules.  

	
	The coexistence of traffic with and without service function chaining shall be supported.
	Solutions 1, 3 (scenario 1), 7 and 8 support coexistence of traffic with and without service function chaining is supported as Traffic Steering Policy (TSP), routing influence, and forwarding parameters in FAR on N4 are optional.
Solutions 4 and 5 support both TSP ID and SFP ID in PCC rules, and both Forwarding Policy Id and SFP ID in N4 FAR. Co-existence aspects are not clear in those solutions. 

	
	Service function chaining shall provide suitable means for authorized third parties to request a chain of service functions provided by the network operator based on operator's service function chaining policies.
	Solutions 1,4,5,7 and 8 proposes to enhance Nnef_TrafficInfluence​ API to support also SFC. Solutions 3, 6 proposes to either enhance this API or define a new API and has left this FFS.
Enhancing  Nnef_TrafficInfluence fulfils the stage 1 requirements and motivations for defining a separate API has not been provided. 



	
	In case of roaming, the HPLMN shall be able to apply traffic steering policies and service function chaining polices for home routed traffic.
	All solutions allow the SFC to be supported for home-routed PDU Sessions (i.e. with N6 in the HPLMN).


	
	In case of roaming with local breakout, the HPLMN shall be able to provide the traffic steering policies and service function chaining policies to the VPLMN providing local breakout with support of service function chaining.
	This point was scoped out from the SA WG2 study.

	
	Service function chaining shall support deployments where the Hosted Services are provided by the operator and deployments where the Hosted Services are provided by a third party.
	This is up to operator deployment and SLA with third parties. It is in fact supported by rel-17 traffic steering solution as described in TS 23.503 [4]:

"The traffic steering control consists in …<snip>… applying a specific N6 traffic steering policy for the purpose of steering the subscriber's traffic to appropriated N6 service functions deployed by the operator or a 3rd party service provider as described below."


Editor’s note: Evaluation of other aspects, not covered by stage 1 requirements, is FFS
**** Next Change ****

8
Conclusions

Editor's note:
This clause will list conclusions that have been agreed during the course of the study item activities.
8.X 
Interim Conclusions for KI#1

The following is concluded for KI#1:
-
The PCF determines a policy per SDF/application for the purpose of steering the subscriber's traffic to appropriated N6 service functions deployed by the operator or a 3rd party service provider. The policy is expressed in a Traffic Steering Policy (TSP) ID that may be separate in UL and DL directions.

-
The TSP ID refers to a traffic steering behaviour that is configured in the SMF/UPF.

-
The PCF provides the TSP ID in the PCC rules to SMF. 
-
The SMF provisions corresponding PDRs, FARs, QERs etc to support SFC. In particular, the SMF creates a FAR with the Forwarding Policy parameters set to the TSP ID. No impacts to N4 rules
-
The UPF performs the necessary actions based on the Forwarding Policy, to enforce the forwarding policy referenced by the SMF, e.g. performing packet encapsulation, packet marking and routing the traffic towards the service functions within the N6-LAN. 
Editor’s note: Additional conclusions, if any, are FFS.
8.Y 
Interim Conclusions for KI#2
The following is concluded for KI#2:

-
The AF influence on traffic routing service is enhanced to allow an AF to request an SFC ID for a UE, traffic flow. The SFC ID is an index that refers to a preconfigured user plane forwarding behaviour. The AF may request separate SFC IDs for uplink and downlink directions, respectively.

- 
The PCF maps the received SFC ID(s) to corresponding TSP ID(s) in the PCC rule for the traffic. 
Editor’s note: Additional conclusions, if any, are FFS.
**** End of Changes ****
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