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Abstract of the contribution: This paper proposes an evaluation and a conclusion of Key Issue #3.
Discussion
There are three solutions for specifically addressing KI#3, namely Solution #7, #13 and #22. Solution #14 covers both KI#3 and KI#4, where the aspects covering the interaction between the localized service provider and the hosting network belong to KI#3, which we have considered in this paper. This contribution provides an evaluation for these solutions. 
The “KI#3: Enabling NPN as hosting network for providing access to localized services” includes the following description. 
This key issue aims at addressing how to enable a NPN (i.e. a SNPN or a PNI-NPN) as a hosting network for providing access to localized services with the following aspects:
-	Define hosting NPN and identify the difference(s) between hosting NPN and NPN defined in both Rel-16 and Rel-17.
Hosting NPN is the NPN that has the capability to provide localized service taking the role of hosting network. It involves potential enhancements e.g., mechanisms for UE to perform hosting NPN selection which are covered in other key issues. The hosting network definition is provided in clause 3 in TR 23.700-08.
-	Define localized services and identify the difference(s) between localized services and regular services.
The definition of a localized service is provided in clause 3 in TR 23.700-08. The primary difference between a localized and a regular service is that the localized service is bounded to a specific area and time (on-demand), whereas a regular service, here, refers to the services offered by PLMN/NPN. 
-	Define where and when localized services are available based on localized service agreements (i.e. a service agreement for a localized service).
SA2 assumes that the business relationships and the localized service agreements are already available by means outside the scope of this working group.
-	What is required to enable communication between a network operator deploying a hosting network and a localized services provider:
-	Investigate which type of interaction (e.g. configuration of the hosting network, information reporting) is needed, in such relation to enable the localized services provider for making the best use of the hosting network; and
The solution #7, #13, and #14 describe mechanisms to address the interactions between the network operator deploying the hosting network and localized service provided. In addition, these solutions also ensure, where applicable that the information is communicated securely. The involvement of SA WG3 is considered, where required.
Proposal
Add the following evaluation and conclusion for key issue #3 to TR 23.700-08.
*** BEGIN CHANGES ***
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Editor's note:	This clause provides an evaluation of the solutions.
7.3	Key Issue #3: Enabling NPN as hosting network for providing access to localized services
The solution #7, #13, and #22 describing mechanisms to address the interactions between the network operator deploying the hosting network and localized service provider, is evaluated in this clause.
The steps H1 (addressing service agreements) and H2 (addressing network configuration) of Sol#7 provide a solution to re-use traditional OAM mechanisms and existing SA5 specified mechanisms to handle the configuration of hosting network. The interaction is related to the configuration of the hosting network.
Solution #13 provides a network-exposure based solution to handle interaction related to how hosting network based on a request from localized service provider to fulfil localized service e.g. the QoS requirements. The AF at the localized service provider sends a request to the NEF (and then PCF) of the hosting network, and the PCF updates the parameters of AMF/SMF in hosting network to enforce the network rules for localized services. 
Editor's note:	Details are required for a complete evaluation for solution #13, e.g., what are the network rules, what parameters to be updated by AMF/SMF, and whether existing features e.g. AF session with required QoS (see TS 23.503 [5], clause 6.1.3.22) can achieve the same or part of the goal.
Solution #22 aspect addressing key issue#3 will be evaluated when additional details/clarifications are available.
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Editor's note:	This clause will capture conclusions from the study.
8.3 	Key Issue #3: Enabling NPN as hosting network for providing access to localized services
Editor's note:	These are *INTERIM* conclusions for Key issue #3.
When describing the feature description in the normative phase, the definitions for localized service and localized service provider in clause 3 can be used as basis.
There are different types of interactions between hosting network operator and localized service provider. Depending on the types of the interactions, following principles are proposed to address this key issue:
-	If the interaction is for the purpose of configuring the hosting network (e.g. creation of network slice/DNN for carrying localized service traffic), existing OAM mechanisms (BSS/OSS) and/or SA5 specified mechanisms are recommended. No normative work is needed in SA2.
-	For other types of interactions (e.g. monitoring hosting network performance, enabling special QoS for UE in hosting network for localized service, etc.), either the existing network exposure procedures (see TS 23.502 [4] clause 4.15) are reused, or is covered by the SLA. No normative work is needed in SA2.
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