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Abstract: It is proposed to have evaluation and conclusion for KI#2.
1. Introduction/Discussion
There are 13 solutions for KI#2.
The details are shown in Table 1-1.
	Solutions
	Title
	Packet detection
	 Authorization by CP
	URSP enforcement feedback

	7
	URSP Compliance Verification 
	 
	 X
	

	8
	URSP Rule Precedence reporting for awareness of URSP enforcement 
	 X
	 
	

	9
	Per-PDU session awareness of URSP enforcement 
	 X
	 
	

	10
	Network based URSP rules enforcement feedback 
	 X
	 
	

	11
	 5GC awareness of URSP recognition by UE
	 
	 
	X

	12
	URSP rule enforcement validation via gating control 
	 X
	 
	

	13
	URSP enforcement via PDU Session authorization/authentication when UE associating with application 
	 
	 X
	

	14
	5GC awareness of URSP rule evaluation and verification of network slice usage 
	 
	 X
	

	15
	 UE URSP enforcement validation by the network
	
	 X
	

	30
	Leveraging NWDAF to determine UEs that enforce URSP rules incorrectly 
	 X
	
	

	31
	New URSP Notification Component 
	 
	
	X

	32
	 Application Detection using Domain Descriptor
	 X
	
	


The solutions can be divided into three categories. 
1) Packet detection (#8, #9, #19, #12, #30, and #32)
Most of the solutions suggests this approach. SMF/UPF will detect the exact packets in the UP. The network will ensure the traffic of the wrong application will not get through. The UE can provide URSP rule related info to present the which URSP during PDU Session Establishment/Modification. This is reasonable as otherwise the network will not know the related URSP rule for this PDU Session and may need to investigate all the URSP rules. Most of the solutions mention the PCF for a UE will update the URSP based on the URSP investigation result. This is reasonable as the UE may not update the URSP in time. 
2) Authorization by CP (Solution #7, #13, #14 and #15)
This kind of solution let SMF authorize the application received in PDU Session Establishment/Modification. This kind of solution only make sure the application sent in NAS signalling should be correct. But Solution #13, and #14 mentions that the application should be also authorized by the third party (AF or AAA server). This could be an add- on point of Packet detection based solution. Solution #13 reuse the current secondary authentication, while others introduce new procedures. It is proposed Solution #13 could be an add-on solution for third party authorization.
3) URSP enforcement feedback (Solution #12 and #31)
This kind of solutions assume UE cannot support some of the URSP rules. PCF will generate URSP based on the subscription and the UE input. It is needed to be clarified in which scenario that the UE cannot support some of the URSP rules. Even if there is such scenario. It belongs to error handling and should be discussed by CT1. It is proposed not to discuss it in SA2. Perhaps an LS to CT1 is needed.
Based on the above discussion, it is proposed to adopt Packet detection (#8, #9, #19, #12, #15, #30, and #32) related solution. Solution #13 can be considered for third party authorization.

2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-85.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc104799382][bookmark: _Toc101366299]7	Overall Evaluation
Editor's note:	This clause will provide evaluation of different solutions.
7.x	Evaluation on Key Issue #2: 5GC awareness of URSP enforcement
The solutions can be divided into three categories. 
1) Packet detection (#8, #9, #19, #12, #30, and #32)
Most of the solutions suggests this approach. SMF/UPF will detect the exact packets in the UP. The network will ensure the traffic of the wrong application will not get through. The UE can provide URSP rule related info to present the which URSP during PDU Session Establishment/Modification. This is reasonable as otherwise the network will not know the related URSP rule for this PDU Session and may need to investigate all the URSP rules. Most of the solutions mention the PCF for a UE will update the URSP based on the URSP investigation result. This is reasonable as the UE may not update the URSP in time. 
2) Authorization by CP (Solution #7, #13, #14 and #15)
This kind of solution let SMF authorize the application received in PDU Session Establishment/Modification. This kind of solution only make sure the application sent in NAS signalling should be correct. But Solution #13, and #14 mentions that the application should be also authorized by the third party (AF or AAA server). This could be an add- on point of Packet detection based solution. Solution #13 reuse the current secondary authentication, while others introduce new procedures.  
3) URSP enforcement feedback (Solution #12 and #31)
This kind of solutions assume UE cannot support some of the URSP rules. PCF will generate URSP based on the subscription and the UE input. It is unclear in which scenario that the UE cannot support some of the URSP rules. Even if there is such scenario. It belongs to error handling and should be discussed by CT1. It is proposed not to discuss it in SA2. 

* * * * Second change * * * *
[bookmark: _Toc104799383][bookmark: _Toc101366300]8	Conclusions
Editor's note:	This clause will list conclusions that have been agreed during the course of the study item activities.
8.x	Interim Conclusion on Key Issue #2: 5GC awareness of URSP enforcement
It is agreed to adopt the principle in Packet detection (#8, #9, #19, #12, #30, and #32) related solution: 
1. SMF will get URSP related information from the UE during PDU Session Establishment/Modification. SMF will send it to PCF to generate PCC rules for URSP investigation. SMF will generate corresponding N4 rules to the UPF and the UPF will do packet detection based on SMF’s instruction.
2.  The PCF for a UE can update the URSP rule based on the result of URSP investigation.
It is agreed to adopt Authorization by CP related solution, i.e. the SMF can use the URSP rule related information to get the authorization from third party.
  
* * * * End of changes * * * *
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Solutions  T itle  P acket  detection    Authorization  by CP  U RSP  enforcement  feedback  

7  URSP Compliance Verification         X   

8  URSP Rule Precedence reporting for  awareness of URSP enforcement      X      

9  Per - PDU session awareness  of URSP  enforcement      X      

10  Network based URSP rules enforcement  feedback      X      

11    5GC awareness of URSP recognition by UE        X  

12  URSP rule enforcement validation via gating  control      X      

13  URSP enforcement via PDU Session  authorization/authentication when UE  associating with application         X   

14  5GC awareness of URSP rule evaluation and  verification of network slice usage         X   

15    UE URSP enforcement validation by the  network     X   

30  Leveraging NWDAF to determine UEs  that  enforce URSP rules incorrectly      X    

31  New URSP Notification Component        X  

32    Application Detection using Domain  Descriptor    X    

The solutions can be divided into three categories.    1)   P acket detection   ( #8, #9, #19, #12, #30, and #32 )  

