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Abstract: It is proposed to have evaluation and conclusion of KI#2.
1. Introduction/Discussion
There are 6 solutions for KI#2. The details are listed in the following table:
	Solutions
	Extended SoR
	Legacy SoR generated based on slice info
	URSP

	Solution #6: Extended SoR VPLMN Slice Information transfer to UEs
	X
	
	

	Solution #7: Enabling awareness of Network Slice availability in VPLMNs
	X
	
	

	Solution #16: UE assisted slice based VPLMN prioritization for Extended SoR
	X
	
	

	Solution #17: Slice based VPLMN Selection Policy
	
	
	X

	Solution #18: Sending rejected NSSAI to the UDM to assist the UDM to steer the UE to the PLMN supporting rejected NSSAI
	
	X
	

	Solution #19: configuring the UE with network slice aware preferred PLMNs lists
	X
	
	

	Solution #20: VPLMN Selection following existing SoR information
	
	X
	



The solutions can be divided into three categories.
1) Extended SoR based solution
This kind of solutions requires UE to be aware of new types of SoR. And then UE could select VPLMN accordingly. It gives more freedom to the UE but this solutions cannot be used by legacy UEs. Besides, there can be security issues to send the supporting S-NSSAIs of a PLMN in the SoR, which is before the UE accesses to the PLMN. It is proposed to check with SA3 on the security issue.
2) Legacy SoR generated based on slice info
UE will still use the legacy SoR but the SoR is generated based on the slices that the UE may want to access. This kind of solutions could be used for legacy UEs.
3) URSP based solution 
UE will determine whether to check the SoR info in sequence based on the URSP. The UE will know whether an application requires a specific S-NSSAI. This kind of solution also requires UE to understand the new URSP.
Considering there are solutions that could be used for legacy UEs, it is propose to adopt such kind of solutions in normative phase.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-41.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc104872765][bookmark: _Toc104359572][bookmark: _Toc104302606]7.x	Evaluation for KI#2
The solutions can be divided into 3 categories:
The solutions can be divided into three categories.
1) Extended SoR based solution (Solution #6, #7, #16 and #19)
This kind of solutions requires UE to be aware of new types of SoR. And then UE could select VPLMN accordingly. It gives more freedom to the UE but this solutions cannot be used by legacy UEs. 
Editor’s note: Whether the extended SoR has security issue is based on the conclusion of SA3.
2) Legacy SoR generated based on slice info (Solution #18 and #20)
UE will still use the legacy SoR but the SoR is generated based on the slices that the UE may want to access. This kind of solutions could be used for legacy UEs.
3) URSP based solution (Solution #17)
UE will determine whether to check the SoR info in sequence based on the URSP. The UE will know whether an application requires a specific S-NSSAI. This kind of solution also requires UE to understand the new URSP.
* * * * Second change * * * *
[bookmark: _Toc104872767][bookmark: _Toc104359574][bookmark: _Toc104302608][bookmark: _Toc97266760][bookmark: _Toc97057182]8.X	Interim Conclusions for Key Issue #2
It is agreed to adopt Solutions that use legacy SoR as defined in current TS 23.122 [7] in normative phase. The SoR-AF can generate SoR based on slice related information. 
* * * * End of changes * * * *
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