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1 Discussion 
This pCR provides overall evaluation of solutions addressing KI#1 and KI#2 as given in the mapping table below:
	
	Key Issues

	Solutions
	#1
	#2
	
	

	Solution based on existing TSP for N6-LAN
	X
	
	
	

	AF influence with explicit traffic steering policies per flow
	
	X
	
	

	AF influencing Service Function Chaining support by 5GC
	
	X
	
	

	SFC support in 5GS
	X
	X
	
	

	UPF enhancement with SFC capability
	X
	
	
	

	Service Function Chaining Configuration
	
	X
	
	

	Enhancing Application Function influence on traffic routing to an N6-LAN based on pre-defined SFC policies
	X
	
	
	

	Solution X: AF to request predefined SFC for traffic flow(s) related with target UE(s)
	X
	X
	
	



The evaluation provided is based how each of the solutions address key issue #1 and KI#2 in TR 23.700-18:
KI#1: Traffic Steering Policy and SFC Enhancements 
1. Whether the existing traffic steering policy is enough to fulfil the SA1 requirements or needs to be enhanced for SFC.
2. If the existing traffic steering policy needs to be enhanced, whether SFC policy need to be defined and how it relates to traffic steering policy.
3. If SFC policy is defined, based on the SFC policy definition, what are the required architecture enhancement for the network functions, interfaces, and the procedures to enforce SFC policies and/or traffic steering policies to identify/detect/classify user plane traffic and steer the traffic flows of the UEs requiring SFC processing for their applications in non-roaming scenarios.
a. Whether and how the HPLMN can apply traffic steering policies and/or SFC polices for home routed traffic for cases that UE is at VPLMN, UE returns from VPLMN to HPLMN, or UE changes of serving VPLMN.
b. What are the relationship between traffic steering and SFC processing in the user plane.
c. What (if any) are the new features that the UPF may support in order to allow improved Rel-18 SFC capabilities.
d. Whether and how to enhance interfaces and procedures to support UPF with SFC capability including how such capabilities may be available, discovered, and controlled by the SMF.
KI#2: Exposure to enable AF to request predefined SFC for traffic flow(s) related with target UE(s)
1. How to enable support for AF to request usage of predefined SFC/SFP(s) for traffic flow(s) related with target UE(s).
2. Whether and if yes how to enhance network capability exposure functionalities based on solutions of the User plane related Key issue #1.
3. Based on the requests from the AF, what are the solutions and procedures to interact with network functions in the 5GC.
2 Proposal
[bookmark: _Hlk513714389][bookmark: _Hlk93055440]It is proposed to update TR 23.700-18 as follows.

Start of change
[bookmark: _Toc23254045][bookmark: _Toc96691333][bookmark: _Toc96691421][bookmark: _Toc96691574][bookmark: _Toc97305809][bookmark: _Toc100839786][bookmark: _Toc100839851][bookmark: _Toc100839983][bookmark: _Toc100840060][bookmark: _Toc104782333]7	Overall Evaluation
Editor's note:	This clause will provide evaluation of different solutions.
Evaluation of solutions for KI#1:
	
	Solution Evaluation

	Solution
	Evaluation: Main Principle of Solution

	Impacts
	Editor’s Note to be addressed

	1
	The solution is based on the existing Rel-17 solution for steering the subscriber's traffic to appropriate operator or 3rd party service functions in the N6-LAN. 


Existing traffic steering policy (TSP ID) is used to steer traffic towards preconfigured N6 tunnels, each tunnel pointing to a Service Chain that is predefined by the operator and then referenced by TSP ID.
Metadata are not considered in this solution.
	No impact to current standard.
     All UPFs in the operator network serving as PSA for the DNN/S-NSSAI/DNAI that is used for traffic that is potentially subject to SFC controls need to be configured with traffic steering information towards all SFPs supported on that DNN/S-NSSAI/DNAI.
	

	4
	This solution proposes that the main SFC-specific impact (i.e. SFC service classification, SFP selection, SFC encapsulation etc.) is concentrated in the UPF-SFC. The other impacted functions (PCF, NEF, SMF, UDR) primarily participate in forwarding of the SFC-specific parameters (SFP ID and Metadata) between the AF and the UPF-SFC.
The UPF with SFC capability (UPF-SFC) deploys an SFC functionality with several SFPs corresponding to pre-defined SFC polices.

New SFC policy is agreed between PLMN and 3rd party and is defined in a Service Level Agreement (SLA). Specific SFC policy is identified by the involved parties with SFP ID, but the definition of the policy itself is outside 3GPP scope.
SMF uses the SFP ID to select a UPF implementing the SFC functionality (UPF-SFC) and dynamically establishes GTP-U tunnels between the PSA and the UPF-SFC. The use of SFP ID is orthogonal to the existing traffic steering policy.
The SFC processing in the user plane is done in the UPF-SFC and is outside 3GPP scope. The UPF-SFC implements all the SFC user plane functionality.
SMF needs to be aware of the UPF-SFCs in order to insert them on N6 upon request from the 3rd party.
The SFC ID being handled by the HPLMN, any UE movement to/from a VPLMN, or movement between two serving VPLMNs, does not have any impact on the SFC functionality.
	A UPF implementing SFC functionality (i.e. SFC service classification, SFP selection, SFC encapsulation etc.) with several SFPs corresponding to pre-defined SFC polices.
The UDR stores the SFP ID and Metadata based on Application ID/Traffic descriptor.
PCF checks if the indicated SFP ID and Metadata correspond to an authorized SFC policy for the AF.
PCF includes SFP ID and Metadata (if available) in the Npcf_SMPolicyControl_UpdateNotify message inside the PCC rule.
The SMF configures the UPF (in the role of UPF-SFC) with PDR and FAR via N4 message. The FAR includes the SFP ID and the Metadata (if available).
There is no specification impact on the UPF-PSA.

	

	5
	The AF supplies predefined SFC ID and optional metadata allowing the 5GS to transport the classified packets along the service path via SFC encapsulation. 

If the AF does not provide SFC ID, predefined SFC ID referenced by TSP ID is used for SFC encapsulation.

The PCF decides which traffic steering can be operated in the 5GS between N6-LAN traffic steering and AF influenced traffic steering. SFC ID can be decided by the PCF when the AF requests them via the NEF, or they can be pre-configured statically in the PCF. If SFC ID provided by the AF and SFP ID within the 5GS are different, the PCF may map SFC ID to SFP ID.

New SFC policy agreed between PLMN and 3rd party and defined in an SLA. Specific SFC policy is identified by the involved parties with SFC ID, but the definition of the policy itself is outside 3GPP scope.
With the inclusion of SFP ID, the existing traffic steering mechanism is reused. The PCF provides N6-LAN traffic steering policy with additional SFP ID in the PCC rule to the SMF during SM Policy Association Establishment, SMF initiated SM Policy Association Modification, or PCF initiated SM Policy Association Modification procedure.
The solution does not describe how the SMF selects UPF with SFC capabilities (clause 6.5.2.1).
The SFC processing in the user plane is done in the UPF and is outside 3GPP scope.
The SFC ID being handled by the HPLMN, any UE movement to/from a VPLMN, or movement between two serving VPLMNs, does not have any impact on the SFC functionality.

	NEF: Needs to support SFC ID in order to deliver them from the AF to the PCF. Needs to store SFC ID in the UDR.
PCF: Needs to support SFP ID in the PCC rule, either for N6-LAN traffic steering or for AF influenced traffic steering.
SMF: Needs to use the N4 interface to provision/remove SFP ID contained in FAR.
UPF: Needs to support SFC encapsulation with several SFPs corresponding to predefined SFC polices.
	SFC ID and SFP ID definition and mapping is missing.

	7
	The solution supports two scenarios: 
Scenario 1: The network operator owns/deploys SFCs that are hosted in the 5GC network.
Scenario 2: 5GC is configured via an AF to route traffic to the SFC function(s) owned by the 3rd party.

Option 1 (Based on SLA): This option assumes that AF is aware of the SFC Policy identifier(s) based on SLA agreements.
When the AF requires to enable SFC policies for AF traffic the AF re-uses the Nnef_TrafficInfluence service operation including in the request the target UEs, service data flow information of the traffic to be routed an SFC policy identifier.
The PCF provides updated PCC rules including the corresponding pre-defined traffic steering policy identifier (mapping to the SFC policy identifier) for N6-LAN to the SMF. If metadata information is provided by the AF (only in case of Scenario 2) the PCF forwards the information to the SMF.
The PCF maps the TSP ID to the associated SFC policy (SFC ID).
Option 2 (Discovery of SFC policy procedure): In this option, it is assumed that 3rd party AF is aware of the available Service Function services (SF service) (e.g. voice transcoding, TCP optimisation) offered by the 3GPP network via SLA agreements where each service is identified by an SF service identifier.
The AF discovers the available SF services and requests to discover an SFC policy from the 3GPP network via a new SBI interface (Nnef_SF_Services_Get Request , Nnef_SFC_Policy_Get_Request service operation, Npcf_SFC_Policy_Create).
AF includes Metadata information only for Scenario 2.
SMF selects UPF based on existing mechanisms and configures the UPF according to the PCC rules i.e., with the traffic steering policy identifier corresponding to the SFC policy identifier.
The SFC ID being handled by the HPLMN, any UE movement to/from a VPLMN, or movement between two serving VPLMNs, does not have any impact on the SFC functionality.

	New SBI supporting an AF to discover the available SFC policies.
Enhancing Nnef_TrafficInfluence SBI supporting steering of traffic to N6-LAN.
If metadata is supported, the AF includes metadata information in traffic influence request.
NEF, PCF, SMF forwarding metadata information to UPF.
UPF tagging the packet according to metadata information before routing the packet to the N6-LAN network
	



Evaluation of solutions for KI#2:
	
	Solution Evaluation

	Solution
	Evaluation: Main Principle of Solution

	Impacts
	Editor’s Note to be addressed

	2
	The solution proposes to add Traffic Steering Policy ID(s) from AF in mutually exclusive way with current routing info and/or routing profile ID. 
The AF request can either contain AF-TSP-ID(s) for Service Chaining or Traffic Routes for steering to a local DN, not both. 
PCF may use AF-TSP ID(s) directly, or map to locally defined TSP ID(s) provided to the SMF in the PCC Rule to avoid that AF needs to know how TSP ID are set in the 5GC and therefore isolate it from system configuration changes.
	AF: Support of providing new information in the Nnef_TrafficInfluence API, to provide explicitly traffic steering policy ID(s) (AF-TSPs) in its requests.
NEF: Support of new information in the Nnef_TrafficInfluence API and pass it to UDR and PCF.
UDR: Supports storage AT-TSP IDs in the AF influence in routing parameters.
PCF: Accepts new information and use it (or maps to local TSP defined) as traffic steering policies associated to the PCC rule(s) impacted.
No normative impacts to SMF and UPF. It is assumed that all UPFs in the operator network serving as PSA for the DNN/S-NSSAI/DNAI that is used for traffic that is potentially subject to SFC controls need to be configured with traffic steering information towards all SFPs supported for that DNN/S-NSSAI/DNAI.
	

	3
	Two scenarios are defined: 
Scenario 1: Allows an AF to refer to abstract traffic steering policies that are predefined in 5GC. In this scenario it is desirable for the AF to be able to discover the SFC(s) made available by the 5GC operator. 
The AF discovers the available SFCs and their types provided by the 5GC.
New NEF (optional) API (Nnef_SFCDefinition, Nnef_SFCInfluence) is defined allowing the AF to contact 5GC to discover available SFC/SFP. The name of each service function should be understandable to the AF, (allowing AF to understand that SFC 1 has Parental control first then NAT, then FW); such naming convention may be based on SLA with the AF.
Metadata information is not considered for Scenario 1.
The PCF maps the SFC ID to TSP ID in the PCC rules. 
N4 rules (FAR/ Outer Header creation) indicate how the UPF should "tag" (e.g. via traffic steering identifiers etc.) the classified traffic identified by the corresponding PDR(s).
Scenario 2: 
This scenario is suitable for SFC entirely controlled by the DN operators (e.g. a corporate) where the DN operator request specific traffic classification and tagging by the PSA UPF where such tagging correspond to SFP(s) the DN operator has configured on N6 interfaces.
Introduces a new procedure for AF to be able to associate traffic (identified by traffic filters) and UE(s) (e.g. traffic of a UE, a group of UEs, a (set of) DNN/SNSSAI pair, etc.) with the SFP(s) related tagging information used by 5GC (PSA UPF) to indicate the SFP to be used on a classified traffic i.e. allows the AF to configure e.g. VxLAN / NSH etc. headers (referred to as SFP Id and metadata information in this solution) added by the PSA UPF acting as Service flow classifier. 
In this scenario, the AF shall provide the DNAI and classification tag information (referred to as SFP Id and metadata information in this solution) via NEF API aiming at influencing UPF traffic handling (SFC classification) at N6. 
Usage of scenario 2 is limited to the case where the operator provides UP packet classification and tagging towards the 3rd party only related to service chaining.
New NEF API (Nnef_SFCInfluence) is defined allowing the AF to associate certain traffic and UE(s) with SFC/SFP related classification headers (traffic tagging referred to as SFP Id and metadata information in this solution).

	A new NEF API(s) and possibly updates to Nnef_TrafficInfluence.
PCC rules and N4 rules (FAR) need extension to carry the SFP Id and metadata information (traffic tagging information) to support the second scenario.
The format of the SFP Id and of metadata (when provided) being referred to refers to existing IETF specifications such as the IETF specifications defining VxLAN and NSH.

	It is for FFS how the 5GC selects the UPF with the appropriate predefined SFPs corresponding to the AF request of the 3rd party.

	4
	Existing procedure for AF influenced traffic routing in 5GC is re-used where the AF indicates the SFP ID and optionally Metadata for a selected target (e.g. a traffic flow, a UE, a group of UEs, etc.) per traffic direction. This applies both for the case where the PDU Session is not identified by a UE address and the case when targeting an individual UE address.
	Inclusion of SFP_ID and Metadata in the Nnef_TrafficInfluence service request (between AF and NEF).
Inclusion of SFP_ID and Metadata in the Npcf_PolicyAuthorization service request (between AF and PCF).
The UDR stores the SFP ID and Metadata based on Application ID/Traffic descriptor.

	

	6
	 New SFC policy agreed between PLMN and 3rd party and defined in an SLA.
AF interacts with NEF to request to apply predefined SFCs for target UE(s) by using new service operations (i.e., Nnef_SFC_ConfigCreate service operation with SFC Configuration Parameter) or extended AF traffic influence service operations (i.e., Nnef_TrafficInfluence_Create service operation with SFC Configuration Parameter). 
The service operations' request message from the AF contains at least the SFC Configuration Parameter (UE identities, SFC ID, Classification rule)
	(Incomplete in the TR)
NEF: Support of new information (SFC Configuration Parameter) in the Nnef_TrafficInfluence API.
NEF: Support new service operations (Nnef_SFC_ConfigCreate service operation).

	

	8
	
The solution relies on an SFC ID provided by the AF that identifies a preconfigured N6-LAN traffic steering policy. 
Southbound of SMF the existing N6-LAN traffic steering procedures are used.

The solution also focuses on the co-existence of N6-LAN traffic steering control and AF-influenced traffic steering control when both are applied to the same application traffic simultaneously. [Do we need to work on the coexistence problem? Can we assume that traffic subject to N6-LAN will be associated with a specific DNN/S-NSSAI that is different from the DNN/S-NSSAIs used for SFC?]

The solution assumes that the 5GC and the AF have agreed via SLA on the mapping between a SFC identifier and for each DNAI/ N6 interface: the corresponding SFP, the metadata that the UPF should send to the SFP once it has done its SFC related classification.
The solution re-uses procedures for AF request targeting an individual UE address and AF request not identified by a UE address. 
	AF: Needs to support to include the N6-LAN traffic steering control request information in the request.
NEF: Needs to support to transfer the N6-LAN traffic steering control request information.
UDR: Needs to support to store the N6-LAN traffic steering control request information.
PCF: Needs to support to authorize the N6-LAN traffic steering enforcement control information based on the received the N6-LAN traffic steering control information.
SMF: Needs to support to derive two PDR and FAR pairs. The first PDR and FAR pair is associated the N6-LAN traffic steering policy handing. The second PDR and FAR is associated with the AF influenced traffic steering policy handling.
It is assumed that all UPFs in the operator network serving as PSA for the DNN/S-NSSAI/DNAI that is used for traffic that is potentially subject to SFC controls need to be configured with traffic steering information towards all SFPs supported for that DNN/S-NSSAI/DNAI.
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