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Abstract: This DP analysis the solutions and existing mechanism in 5GC for KI#3 and proposes to conclude that existing mechanism in 5GC suffice.
1. Discussion
In 5GS, we already have internal group ID, this ID is virtually unlimited since the number of possible internal group ids is greater than the number of IMSIs within the same MCC and MNC. See below excerpt from 23.003:


Figure 1: Structure of IMSI


Figure 19.9-1: Structure of IMSI-Group Identifier
Note:	An Internal-Group ID is composed the same way as IMSI-Group ID.
Thus, with the internal group ID, we get as granular as ever wanted. Also, a UE may be associated with several internal group IDs. There is not limit for how many internal group IDs that can associated with a UE from a specification point of view.
Solution 30 uses "allowed services" and "subscribed services" as a means for addressing a finer granularity of UEs. 
Solution 31 A "service information" is added as a mean for selecting a finer granularity of UEs
Solution 32 introduces subscribes service which is a logical combination of criteria, e.g. group1 AND group2
Solution 33 introduce category information to indicate which information elements (e.g. spatial validity condition, application id...) which determines the collection of UEs. Also logical combinations are possible.
It is not clear of these solutions 30-33, why not Externa/Internal group can be used. E.g. AF could have a predefined group or use 5G VN group management procedures to create a group fulfilling what is proposed in the solutions. For solution 30, a group can be associated with allowed and subscribed services. For Solution 31 a group can be constructed that is unique for the service information. Logical constructions as per 31 and 32 can be done beforehand and assign a group to this. 
Then when a group is used in traffic influence on routing the AF can use Temporal Validity and spatial validity condition conditions to apply time and place criteria if needed. 
Solution 29 is orthogonal to 30-33, and adds constraints parameter in EDI data, e.g. when and where a certain EDI is valid, which could be a nice enhancement of EDI.
Looking at the KI issue:
This key issue will study the following aspects:
-	how to identify set of UEs at a finer granularity that are associated with a dedicated offload policy, and how to express the set of UE in the offload policy;
-	impacts to 5GS needed to support providing traffic offload policy for such a set of UEs.
Using external/internal group IDs supports first bullet, thus second bullet means no impact
The scenarios are:
Case a:	UEs within a specific geographical area and have been associated with specific service provided by operator or application service provider;
Case b:	UEs that have been associated with a combination of services provided by operator or application service provider;
Case c:	UEs within a specific geographical area and have been associated with a combination of services provided by operator or application service provider;
Case d:	at specific time, UEs that have been associated with specific service or a combination of services provided by operator or application service provider;
Case e:	UEs belongs to both group-A and group-B, or UEs belongs to group-A and associated with specific service. It is possible that these users belong to pre-defined groups or do not belong to any pre-defined groups.
Case a, can be supported having a group id associated with a service (by O&M or 5G VN group management) and use of spatial validity conditions
Case b, the combination of services can be associated with an External/internal group ID
Case c, can be solved by a combination of solutions for case a and b
Case d, can be solved by use of solution b and use of Temporal Validity Condition
Case e, can be solved by creating a third group (by O&M or 5G VN group management). The third group is associated UEs belonging to group A and B and having a specific service.
By this, it is concluded that 5GC has already the necessary tools to fulfil the KI.
It is proposed not to pursue any of the solutions in normative phase since existing mechanism in 5GC should suffice
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8.X	Conclusion KI#3
It is concluded that existing mechanisms in 5GC suffice to address KI#3.

* * * * End of changes * * * *
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