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1. Discussion
[bookmark: _Toc519004414]There have been many solutions proposed for KI#1. This contribution provides an evaluation of the solutions for the scenario of accessing the EHE via LBO PDU session and lists some key principles for the definition of the solution for the HR PDU session.
 
[bookmark: _Toc517082226]* * * * 1st change (all new)* * * *
[bookmark: _Toc106121049]7	Evaluation
Editor's note:	This clause will capture the evaluations related to the solutions per KI.
7.X	Evaluation of KI#1: Accessing EHE in a VPLMN when roaming
Two main scenarios should be considered for accessing the EHE in a VPLMN when roaming, as described in clause 5.1.2: via a Local Breakout (LBO) PDU Session or via a Home Routed (HR) PDU Session (i.e. with PSA in HPLMN).
7.X.1	Accessing EHE via a Local Breakout (LBO) PDU Session
[bookmark: OLE_LINK1]For the scenario where UE is accessing EHE via a Local Breakout (LBO) PDU Session, solutions should address:
-	how to establish the LBO PDU Session towards the correct S-NSSAI/DNN pair in order to access an EHE in the VPLMN;
-	how to support Rel-17 edge computing related procedures, such as EAS (re-)discovery, as specified in clause 6 of TS 23.548 [3].
For how to establish the LBO PDU Session towards the correct S-NSSAI/DNN pair, updating the URSP rules in the UE is regarded as the general solution to establish the LBO PDU session with proper DNN, S-NSSAI for the traffic that needs EC treatment. The generation of URSP rules that apply in the VPLMN and their provisioning to the roaming UE is part of scope of eUEPO KI#1. TR 23.700-85 [10] includes several solutions in this area, and the solutions in eEDGE for this topic do basically overlap with solutions in eUEPO report.
The proposal is to leave to eUEPO SI the definition of the solution that guarantees that it is possible to provision the UE with URSPs that allow that for a given EC application, UE selects the correct S-NSSAI/DNN that can trigger vPLMN to establish and use a LBO PDU Session to access the vPLMN EHE. That includes scenarios where vAF sends guidance for determination of proper URSP in vPLMN.

As a consequence:
-  Solution #6 which overlaps with eUEPO Sol#1 will be evaluated as part of eUEPO. 
-  Solution #7 which overlaps with e.g., eUEPO Sol#29 will be evaluated as part of eUEPO
-  Solution #10 which overlaps with e.g., eUEPO Sol#3 will be evaluated as part of eUEPO 
-  Solution #28 (the LBO PDU session related part) which overlaps with e.g., eUEPO Sol#4 will be evaluated as part of eUEPO
This evaluation focuses on the other aspects involved in supporting the Rel-17 edge computing related procedures as specified in clause 6 of TS 23.548 [3]:
Solution #9 introduces an alternative to URSPs to provision the UE with the correct S-NSSAI/DNN that in VPLMN implies using a LBO PDU Session to access the VPLMN EHE: a DNS Query is sent to a Global DNS server (e.g. hosted by GSMA) including information of both HPLMN and VPLMN in the FQDN. The DNN/ S-NSSAI for LBO PDU Sessions of HPLMN roamers in VPLMN is provided in the response in an SRV Record.
It is unclear why URSPs do not suffice and why an alternative mechanism is needed, neither which mechanism in UE will determine which applications shall use this DNN/S-NSSAI.
Then, Solution #27 (re-connect from HR to LBO) is needed to introduce support for dynamically establishing an LBO PDU session for legacy UEs triggered by DNS or an AF request. 
No other solutions identify impacts on the system to support Rel’17 EAS Discovery and Rediscovery or Edge Relocation with LBO PDU Session connectivity. vECS address provisioning is addressed in clause 7.x.3 below
7.X.2	Accessing EHE via a Home Routed (HR) PDU Session
Two sub-scenarios are for HR PDU Sessions for KI#1 in clause 5.1.2:
2.1) HPLMN has the knowledge of EAS deployment information in VPLMN for specific services. The HPLMN triggers EAS discovery and local traffic routing in VPLMN.
2.2) HPLMN does not have the knowledge of EAS deployment information in VPLMN. The VPLMN triggers EAS discovery and local traffic routing in VPLMN.
Several key principles that have been identified in the solutions to KI#1 for addressing different study aspects have been captured below.  
For how to authorize the HR PDU Session to support local traffic routing to access an EHE in the VPLMN: 
The information for Authorization is retrieved by VPLMN from HPLMN as part of UE subscription data at UE registration.
This is proposed by solutions #02, #26 and #25. With this approach, AMF can take it into account at V-SMF selection during PDU Session Establishment. UE subscription data in UDM extended with a “HR-LBO allowed” indication resembles the existing “LBO allowed” indication used for authorizing the setup of a LBO PDU session and is probably the simplest solution. V-SMF can already get the indication from AMF and proceed accordingly. 
NOTE 1:	When in VPLMN, V-SMF gets the authorization information from HPLMN during the session establishment procedure it is too late to use it for V-SMF selection
During PDU Session Establishment H-SMF may still conclude “HR-LBO allowed” does not apply to the PDU Session and indicate so to V-SMF (solutions #2). 
For how to support Rel-17 edge computing related procedures such as EAS (re-)discovery, as specified in clause 6 of TS 23.548:
V-SMF takes the decision on local traffic routing for accessing EHE in VPLMN. 
This is the proposal in most solutions (except from Solution #28) V-SMF decides whether inserting UL CL/BP and L-PSA, and it selects and provisions them. When local traffic routing is happening at VPLMN, V-SMF can take into account
- 	The VPLMN UP deployment: availability and load of the UPFs (the potential local UL CL/BP and PSA) and connectivity to AN.
- 	The location and mobility of the UE.
-	The IP routing latency between current UE location and the locations of the potential selectable UPFs. 
NOTE 2:	Making above information available from VPLMN to HPLMN for H-SMF to take the decisions instead would require unmanageable complex roaming agreements and imply a lot of signalling, specially, if that involves VPLMN exposing performance measures to HPLMN. Solution #28 lacks the details of how this should be done.
V-SMF also takes the traffic routing decisions during EAS rediscovery at UE or Application mobility with the following additions:
· For Scenario 2.1, the information received from AF influence on traffic routing for EC services impacting PDU sessions for roaming users should be sent from H-SMF to V-SMF. Alternatively, the H-SMF validates, based on available UE geo-location information, the new EAS location received through the AF request (solution #25).
· V-SMF sends indication for rediscovery and impact field to the H-SMF (solution #25).
For V-SMF to take the decision on local traffic routing for accessing EHE in VPLMN, it requires EC Application information for local traffic routing decision and enforcement:
In scenario 2.1, EC Application information could be part of SLA and be locally configured in VPLMN. Alternatively, H-SMF provides the information to V-SMF through the Nsmf_PDUSession_Create Response and Nsmf_PDUSession_Update Request operations.
Examples can be found in solutions #02, #05, #25, #28 and #39. Input to H-SMF may include UE subscription in UDM, H-PCF PCC rules and EDI from H-NEF, etc.
In scenario 2.2, EC Application information is available in VPLMN. 
Examples can be found in solutions #3 and #25. Input to V-SMF may include, V-PCF PCC rules and EDI from V-NEF.
What type of information needs to be conveyed from H-SMF for Scenario 2.1 will be decided in the normative phase. Alternatives:
-	All information needed (including EDI as defined in TS 23.548) is conveyed. 
NOTE 3: To support full-fledged procedures as in TS 23.548 for scenario 2.1 this means conveying a large volume of information, like EDI, which is not necessarily PDU session related information, for each PDU Session. 
-	Information includes the EC FQDNs and IP ranges. V-SMF selects the UL CL and L-PSA based on UE location without considering the EAS deployment information. This approach reduces the information H-SMF needs to provide to V-SMF. This is proposed in solutions #02, #03, #05 and #25. In this alternative, EDI Information structure does not require VPLMN DNAIs. Data may come from AF that could provision EDI related to VPLMN to H-NEF without VPLMN DNAIs as described in solution #25.
NOTE 4:	Dynamic re-connect from HR to LBO PDU Session is an alternative to avoid complex information exchange between HPLMN and VPLMN (Solution#27). It also enables avoiding the Session Breakout model that may have applicability limitations. 
NOTE 5:	Solution #1 proposes V-AF (assumed to have knowledge of VPLMN DNAIs) sends traffic influence requests to HPLMN via H-AF. This solution assumes some behaviours in application layer, and solution will not work if not supported.
In scenario 2.2, VPLMN has knowledge of EAS Deployment relevant in VPLMN. V-AF can provision EDI to V-NEF using EDI Deployment service operations (Solution #1).
To support dynamic insertion of UL CL and local PSA using EAS Discovery Procedure with EASDF, EASDF is placed in VPLMN (aka V-EASDF) and V-SMF and V-EASDF interact as in TS 23.548.
This is the proposal in most Solutions (solutions #01, #02, #03, #05, #25, #28) The HR PDU session is anchored in HPLMN but DNS should be able to trigger dynamic insertion of UL CL/BP and L-PSA to break out traffic in the VPLMN. When decision is taken by V-SMF then this requires also V-EASDF is in VPLMN. 
NOTE 6: If EASDF was in the HPLMN controlled by H-SMF, H-SMF would need to interact with V-SMF for input e.g. ECS option, and for action as part of EAS Discovery. This solution implies interaction in every DNS resolution and unnecessary involvement of HPLMN for scenario 2.2 (solution #4). An EASDF in HPLMN could, however, provide means for the HPLMN to monitor, assist and validate the selection made by VPLMN (solution #25).
For steering the UE DNS traffic to V-EASDF the following options exist: 
-	At PDU Session establishment, ULCL/PSA is inserted so that (some) DNS traffic can be steered locally. In addition, V-SMF obtains (configured in VPLMN or provided by H-SMF) the EC FQDNs.
-	At PDU Session establishment, V-EASDF is provided to the UE as DNS server. V-SMF provisions V-EASDF so that, when it gets the UE DNS queries it forwards the non-EC FQDN related DNS queries towards a DNS server selected by H-SMF (solutions #1, #2 and #25)
-	At PDU Session Establishment, V-SMF configures the local UL CL to steer to L-PSA only DNS queries for EC FQDNs, the rest should go via C-PSA in HPLMN to UE provided H-DNS. L-PSA replaces DNS IP into to V-EASDF IP as destination in the query and does the opposite with source addresses in the response (solution #3, #24 and #25). This corresponds to Option D in TS 23.548, and in roaming scenarios, it keeps the non-EC related DNS message handling the DNS resolution in HPLMN. 
NOTE 7:	For Option C in TS 23.548, V-DNS would need to be provided to the UE as DNS server for the session and all DNS queries would be resolved locally out of HPLMN control, also for non-EC FQDNs (solution #1).
For how to ensure proper policy control and QoS enforcement, including potential impact on Policy and QoS control:
In scenario 2.1, policy control and QoS enforcement is sent to V-SMF from H-SMF via rules. In scenario 2.2, PCCs from V-PCF may be used.
-	Solution #1 proposes using PCCs from V-PCF in the case of scenario 2.2, and then a combination of PCCs from V-PCF and PCCs from H-PCF for scenario 2.1 that V-SMF uses to decide the QoS Rules.
-	Solution #26 proposes two alternatives for V-PCF to obtain the PCCs for the PDU Session. PCCs take both VPLMN input (operator local policies applicable to roaming user) HPLMN input (operator and subscription policies) into account. In a first alternative, V-PCF provides to V-SMF PCC information intended for the HPLMN. V-SMF sends it to H-SMF which send them to H-PCF. H-PCF determines the HPLMN authorized policy information that should be returned to VPLMN (via H-SMF and V-SMF to V-PCF). In a second alterative, SM PCFs are selected both in VPLMN and HPLMN that communicate regarding policy information. H-PCF can then decide the policy information that can be returned to VPLMN (via V-SMF- to V-PCF).
For whether and how to support charging for the local traffic of a PDU Session that supports local traffic routing to access an EHE in the VPLMN:
V-SMF instructs V-UPF to send usage reports that can be used for charging (solutions #1, #3, #4, #5 and #25) 
7.X.3	How to configure vECS in roaming scenarios
How to configure the VPLMN ECS address to UE in roaming scenarios, is addressed by solutions #1, #8 and #28:
-  Solution #28 follows TS 23.548 clause 6.5.2 for ECS address provisioning: ECS address configuration information is stored in UDM as part of UE subscription information, and it depends on the serving PLMN. It is delivered to the UE in PCO: if roaming and LBO PDU Session, it is retrieved from UDM by V-SMF, and if roaming and HR PDU Session, it is retrieved from UDM by H-SMF and sent to V-SMF. Solution #28 proposes URSPs are defined to trigger an LBO PDU Session for the traffic to vECS whereas according to TS 23.548 clause 6.5.2, URSPs trigger an LBO PDU Session for traffic to EES and EAS.  
-  In Solution #1, for HR PDU Sessions in scenario 2.1 as described in 5.1.2, H-SMF gets the vECS information from UDM and delivers it to UE via the V-SMF which also follows TS 23.548 clause 6.5.2. But in scenario 2.2 described in 5.1.2, V-SMF gets the vECS information from V-PCF instead. Steering of traffic to vECS is not described.
-  Solution #8 proposes to use SoR to provide the DNN/S-NSSAI of the LBO session that should be used to access vECS. Then vSMF provides the vPLMN vECS as part of the session information when the session is established. In a second alternative, the vECS address or vECS FQDN are provided in SoR. The vECS FQDN resolution and traffic to the vECS address may be steered into a DNN/S-NSSAI for an LBO PDU Session.
Solution #28 describes vECS provisioning in UE roaming scenarios when vECS is known to HPLMN. Solution has no impact on the Release 17 functionality. Need of solutions #8 and value added by this solution is unclear.
Solution #1 clause 5.2.2 addresses the case that vECS is available in VPLMN. Information is obtained by V-SMF from V-PCF. vECS could be provisioned in VPLMN by OAM. However, solution integration with Nnef_ParameterProvision for provisioning by AF should be described. 


* * * * 2nd change (all new)* * * *
8	Conclusions
Editor's note:	This clause will capture the conclusions of the study.
8.X	Conclusions for KI#1: Accessing EHE in a VPLMN when roaming
8.X.1	Accessing EHE via a Local Breakout (LBO) PDU Session
Regarding the updating the URSP rules in the UE to establish the LBO PDU session with proper DNN, S-NSSAI for the traffic that needs EC treatment, the conclusions from the eUEPO Study should be taken as the base. 
NOTE:	This study should endorse the outcome of the eUEPO Study and only add EC specific aspects that are not covered by the eUEPO SI.
Dynamic reconnect from a HR to an LBO PDU Session, described in Solution #27, should be defined in the normative phase.
[bookmark: _Hlk110078370]8.X.2	Accessing EHE via a Home Routed (HR) PDU Session
For Home Routed (HR) PDU Session, the following principles should guide the normative phase:
-	The information for Authorization is retrieved by VPLMN from HPLMN as part of UE subscription data at UE registration.
-	V-SMF takes the decision on local traffic routing for accessing EHE in VPLMN.
-	In scenario 2.1, EC Application information to V-SMF could be part of SLA and be locally configured in VPLMN. Alternatively, H-SMF provides the information to V-SMF through the Nsmf_PDUSession_Create Response and Nsmf_PDUSession_Update Request operations. What type of information needs to be conveyed from H-SMF for Scenario 2.1 will be decided in the normative phase. 
In scenario 2.2, EC Application information is available in VPLMN.
-	To support dynamic insertion of UL CL and local PSA using EAS Discovery Procedure with EASDF, EASDF is placed in VPLMN (aka V-EASDF) and V-SMF and V-EASDF interact as in TS 23.548.
-	In scenario 2.1, policy control and QoS enforcement is sent to V-SMF from H-SMF via rules. In scenario 2.2, PCCs from V-PCF may be used.
8.X.3	How to configure vECS in roaming scenarios
The solutions specified in TS 23.548 clause 6.5.2 may be reused. 
* * * * End of changes * * * *
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