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Abstract of the contribution: This paper proposes to update sol#15 considering the PDU Set related info which can be derived by existing RTP layer info.
Introduction
As listed in the consolidated sol#52, KI#4 solutions in the current TR propose following PDU Set related information which can be marked in the N3 header by UPF. 
1.
UPF identifies the PDUs belong to a PDU Set and the following information for each PDU Set:


Info for intra-PDU Set handling (i.e. KI#4, PDU Set integrated handling).


Baseline parameters:

-
PDU Set Sequence number (SN) (solution 7, 8, 9, 11, 12, 14, 19, 20, 21, 22).

-
Start/End PDU of the PDU Set (solution 11, 12, 15, 18, 21, 22).

-
PDU SN within a PDU Set (solution 11, 20, 22).

-
Number of PDUs within a PDU Set (solution 9, 20).

In this contribution, we would like to analyse which parameters in the above list can be identified/derived by UPF with the existing RTP layer info. If a parameter cannot be identified/ derived by UPF with the existing RTP layer info, it means supporting such parameter requires new function at application side which is not in the scope of 3GPP.
· For “PDU Set Sequence number (SN)”, as described in sol#7 and sol#12, UPF can allocate the PDU Set Sequence number based on existing RTP layer info. In this contribution, sol#15 “Leverage RTP layer info for PDU Set handling” is also updated to add the PDU Set Sequence number.
· For “Start/End PDU of the PDU Set”, as described in sol#12 and sol#15, UPF can identify the Start/End PDU of the PDU Set based on existing RTP layer info.

· For “PDU SN within a PDU Set”, although currently no solution mention it can be decided based on the existing RTP layer info, in fact it’s possible for CN to decide this parameter based on the existing RTP layer info, thus sol#15 is updated to add the related description.
· For “Number of PDUs within a PDU Set”, it cannot be decided based on the existing RTP layer info, and as described in sol#20, this parameter is used by RAN to identify the end of the PDU Set, it can be taken over by the parameter of “Start/End PDU of the PDU Set”.
Proposal

It is proposed to include the following changes in TR 23.700-60.

* * * Start of 1st change * * * 

6.15
Solution #15: Leverage RTP layer info for PDU Set handling
6.15.1
Key Issue mapping

This solution applies to Key Issue #4 "PDU Set integrated packet handling" and Key Issue #5 "Differentiated PDU Set Handling".

6.15.2
Description

RTP (A Transport Protocol for Real-Time Applications) as specified in RFC 3550 [9] is widely used for transmitting real-time data, such as interactive audio and video. An RTP packet has fixed RTP header format, and the RTP payload could be different media data e.g. H.264 encoded video. A particular kind of payload data has its RTP Payload Format, e.g. for H.264, the RTP payload header format is specified in RFC 6184 [12]. The info carried in RTP header e.g. Marker bit (M), Timestamp, and the info carried in RTP payload header e.g. NRI, S bit, E bit, NAL unit payload type could be used by 5GS to identify the PDUs of one PDU Set, or to differentiate the importance of PDU Sets. For example, as described in RFC 3550 [9], the Marker bit (M) is intended to allow significant events such as frame boundaries to be marked in the packet stream. And for H.264 encoded video, as described in RFC 6184 [12], NRI with the value of [0,3] indicates the relative transport priority of the RTP packet, 0 indicates the NAL unit can be discarded without risking the integrity of the reference pictures, while the RTP packets of an I frame should have the NRI value of 3. S bit and E bit indicate the start and end of a NAL unit which is fragmented into several RTP packets. The RTP header also contains sequence number which indicates the packet sequence at RTP layer. With the RTP layer sequence number, 5GS can identify the sequence of PDU Set and the packet sequence within a PDU Set, thus can allocate “PDU Set Sequence number (SN)” and “PDU SN within a PDU Set”.
· PDU Set SN: All PDUs corresponding to the same PDU Set have the same PDU Set SN. PDU Set SN is increased monotonously for each PDU Set.
· PDU SN within a PDU Set: indicates the sequence number of the PDU within a PDU Set.
For DL packets, this solution proposes to extend UPF capability to read the RTP layer info i.e. info carried in RTP header and RTP payload header for the XR traffic. With the RTP layer info, UPF can identify the PDUs of one PDU Set, PDU Set sequence, packet sequence within a PDU Set, and to differentiate the importance of PDU Sets. UPF then marks the start packet and end packet of the PDU set, “PDU Set Sequence number (SN)”, “PDU SN within a PDU Set”, and marks the importance info to the N3 encapsulation header. When gNB receives DL packets from UPF, with the DL data header marked by UPF, gNB can identify the PDUs of one PDU Set, PDU Set sequence, packet sequence within a PDU Set, and get the importance info of each PDU Set.

For UL packets, UE's AS layer can get the PDU Set related info from its upper layer, and requests the radio resource of each PDU Set from gNB by AS layer interaction, thus is not in scope of this solution.

6.15.3
Procedures

The control plane procedure for PDU Set handling is described in the Figure 6.15.3-1.
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Figure 6.15.3-1: Control plane procedure for PDU Set handling

1.
AF provides service information to the PCF by invoking Npcf_PolicyAuthorization_Create Request or Npcf_PolicyAuthorization_Update Request service operation as described in step 1a in clause 4.16.5.2 of TS 23.502 [3]. In this step AF requests for PDU set level handling of the SDF(s) by a PDU set handling indication. For the untrusted AF, NEF can be involved between the AF and PCF.

2.
PCF generates the authorized PCC rule(s) based on the AF request, and performs PCF initiated SM Policy Association Modification procedure as defined in clause 4.16.5.2 to provide the PCC rule(s) to SMF. The PCC rule(s) also include PDU set handling indication to indicate the SDF(s) should be handled at PDU set level.

3.
SMF performs QoS flow binding with taking consideration of the PDU set handling indication, and initiates PDU Session Modification procedure as described in clause 4.3.3.2 of TS 23.502 [3]. During this procedure, UE receives QoS rule(s) with the PDU set handling indication, RAN receives QoS Flow level QoS profile(s) with the PDU set handling indication, UPF receives N4 rule(s) with the PDU set handling indication.

After the control plane signalling interaction, for DL traffic, UPF performs traffic filtering with the received N4 rule(s), for the packets which match a N4 rule with the PDU set handling indication, UPF reads the RTP header and RTP payload header. With the RTP layer info, UPF decides the PDUs belong to one PDU Set, PDU Set sequence, packet sequence within a PDU Set, and decides the importance of PDU Sets. UPF then marks the start packet and end packet of the PDU set, “PDU Set Sequence number (SN)”, “PDU SN within a PDU Set”, and marks the importance info to the N3 encapsulation header. When gNB receives DL packets from UPF, for the traffic belong to a QoS Flow with the PDU set handling indication, gNB identifies the PDUs of one PDU Set, PDU Set sequence, packet sequence within a PDU Set, and get the importance info of each PDU Set by the N3 encapsulation header marked by UPF, then gNB is able to perform PDU Set level scheduling. For UL traffic, if the packets match a QoS rule with the PDU set handling indication, the UE indicates to its AS layer for PDU Set level handling and provides the PDU set related info to its AS layer, which are UE implementation dependent.

6.15.4
Impacts on services, entities and interfaces
PCF:

-
Receives PDU set handling indication from AF.

-
Generates PCC rule with PDU set handling indication.

SMF:

-
Performs QoS Flow binding with the consideration of PDU set handling indication.

-
Providing PDU set handling indication to UE/RAN/UPF.

UPF:

-
For DL traffic, reads the RTP header and RTP payload header, and decides the PDUs belong to one PDU Set, PDU Set sequence, packet sequence within a PDU Set, decides the importance of PDU Sets.

-
For DL traffic, marks the start packet and end packet of the PDU set, “PDU Set Sequence number (SN)”, “PDU SN within a PDU Set”, marks the importance info to the N3 encapsulation header.

RAN:

-
For DL traffic, identifies the PDUs of one PDU Set, PDU Set sequence, packet sequence within a PDU Set, and get the importance info of each PDU Set by the N3 encapsulation header marked by UPF.

-
PDU Set level scheduling.

UE:

-
Receives QoS rule(s) with PDU set handling indication.

-
Handling UL traffic with PDU Set info consideration, which are UE implementation dependent.
* * * End of changes * * * 
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