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[bookmark: _Hlk526665839]Abstract of the contribution: This paper proposes supporting EAS relocation between operators via controlled IP network.
1. Discussion
It is proposed to update the solution to support EAS relocation between operators via N6.
Since this solution is to address KI#1 and KI#5, it should clarify that EAS relocation from VPLMN to HPLMN or from HPLMN to VPLMN (clause 6.39.3.1 and 6.39.3.2) belong to KI#1, and then the EAS relocation between operators via N6 (6.39.3.3) belong to KI#5.
2. Proposal
It is proposed to agree the following texts in clause 6.39 of TR 23.700-48.
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[bookmark: _Toc106120978]6.39	Solution 39 (KI#1, KI#5): Support EAS relocation of inter-PLMN
[bookmark: _Toc106120979]6.39.1	Description
The following solution corresponds to the key issue #1 on Accessing EHE in a VPLMN when roaming as specified in clause 5.1 "how to support the edge relocation in roaming scenarios" and key issue #5 on GSMA OPG impacts and improvements for EHE operated by separate party as specified in clause 5.5 "how the 5GS facilitates edge relocation between an EAS deployed by a source EHE provider to another EHE deployed by a target EHE provider, even in scenarios when EHEs are operated by different service providers".
This solution makes the following assumptions:
-	the EAS relocation is triggered by AF (e.g. due to the load balance between EAS instances in the EHE);
-	an OP to deploy EAS on another OP, and these OPs are different PLMNs;
-	the EAS is relocated from VPLMN/HPLMN to HPLMN/VPLMN.
The solution is to address EAS relocation of different PLMNs, and it is illustrated as the scenario of figure 6.39.2.1-1. The EHE1 is operated by OP1 in PLMN1. In the EHE1, there is a EAS1 deployed by OP1 and a EAS4 deployed by OP2. The EHE2 is operated by OP2 in PLMN2. In the EHE2, there is a EAS2 deployed by OP1 and a EAS3 deployed by OP2.


Figure 6.39.1-1: Scenario of EAS relocation from VPLMN to HPLMN


Figure 6.39.1-2: Scenario of EAS relocation from HPLMN to VPLMN

 
Figure 6.39.1-3: Scenario of EAS relocation between operators via N6
[bookmark: _Toc106120980]6.39.2	Procedures
[bookmark: _Toc106120981]6.39.2.1	EAS relocation from VPLMN to HPLMN (KI #1)


Figure 6.39.2.1-1: EAS relocation from VPLMN to HPLMN
0.	When UE is roaming to VPLMN, it establishes a LBO PDU Session to access the source EAS (EAS2), which is deployed by OP1 in VPLMN (EHE of OP2), e.g. OP1 and OP2 have a federation agreement.
1.	When the EAS relocation is triggered, AF determines the source EAS should be relocated to the target EAS (e.g. EAS 1) deployed by OP1 in HPLMN (e.g. based on a federation agreement). The AF invokes Nnef_TrafficInfluence_Create or Nnef_TrafficInfluence_Update service operation to send the request message to NEF, or invokes Npcf_PolicyAuthorization_Create or Npcf_PolicyAuthorization_Update to send the request message to the PCF directly. The request message includes the PLMN ID, which indicates the EAS should be relocated to the target PLMN (identified by PLMN ID).
	If 5GC supports EAS IP replacement mechanism, the EAS IP replacement information (i.e. source EAS IP address and port number, target EAS IP address and port number) is sent to the V-SMF as specified in clause 6.3.3 of TS 23.548 [3]. Alternatively, the AF sends the EAS information (e.g. EAS IP address) to network and to UE via application layer.
2.	The PCF creates and sends the PCC rule to the V-SMF by invoking Npcf_SMPolicyControl_UpdateNotify service operation. The PCC rule includes the PLMN ID.
3.	V-SMF discovers the H-SMF.
	If the V-SMF has knowledge of EAS deployment information in HPLMN, the V-SMF determines the target DNAI based on the EAS deployment information and IP address of target EAS. V-SMF sends the target DNAI to the V-AMF by invoking Nsmf_PDUSession_SMContextStatusNotify service operation. Then, V-AMF selects H-SMF based on the target DNAI. Then, H-SMF sends Nsmf_PDUSession_Context Request to V-SMF.
	Alternatively, the V-SMF sends discovery request to vNRF by invoking Nnrf_NFDiscovery_Request (serving PLMN ID, home PLMN ID), and discovers the H-SMF as specified in clause 4.17.5 in TS 23.502 [9].
4.	The V-SMF inserts or changes the UL-CL/BP V-UPF. The V-SMF sends an inter-PLMN relocation indicator to H-SMF by Nsmf_PDUSession_Update Request. The inter-PLMN relocation is to indicate the EAS is relocated from VPLMN to HPLMN.
5.	The H-SMF selects the H-PSA UPF based on the EAS IP replacement information/EAS information. H-SMF configures the H-PSA UPF for traffic routing towards target EAS. If the EAS IP replacement information is received, the H-SMF configures H-PSA UPF with EAS IP replacement information.
6.	The H-SMF sends the acknowledgement message to the V-SMF, which includes the tunnel information towards H-PSA UPF.
7.	When V-SMF receives the acknowledgement, V-SMF configures the UL-CL/BP V-UPF for traffic routing towards H-PSA UPF if the destination address is the IP address of source EAS or target EAS.
[bookmark: _Toc106120982]6.39.2.2	EAS relocation from HPLMN to VPLMN (KI #1)


Figure 6.39.2.2-1: EAS relocation from HPLMN to VPLMN
0.	The UE establishes PDU Session to access the source EAS (EAS1).
1.	When the EAS relocation is triggered, AF determines the source EAS should be relocated to the target EAS (e.g. EAS 2) deployed by OP1 in VPLMN (e.g. based on a federation agreement). The AF invokes Nnef_TrafficInfluence_Create or Nnef_TrafficInfluence_Update service operation to send the request message to NEF, or invokes Npcf_PolicyAuthorization_Create or Npcf_PolicyAuthorization_Update to send the request message to the PCF directly. The request message includes the PLMN ID, which indicates the EAS should be relocated to the target PLMN (identified by PLMN ID).
	If 5GC supports EAS IP replacement mechanism, the EAS IP replacement information (i.e. source EAS IP address and port number, target EAS IP address and port number) is sent to the V-SMF as specified in clause 6.3.3 of TS 23.548 [3]. Alternatively, the AF sends the EAS information (e.g. EAS IP address) to network and to UE via application layer.
2.	If the PCF authorizes the traffic routing in the VPLMN is allowed, the PCF creates and sends the PCC rule to the V-SMF by invoking Npcf_SMPolicyControl_UpdateNotify service operation. The PCC rule includes the PLMN ID.
3.	H-SMF discovers the V-SMF.
	If the H-SMF has knowledge of EAS deployment information in VPLMN, the H-SMF determines the target DNAI based on the EAS deployment information and IP address of target EAS. H-SMF sends the target DNAI to the H-AMF by invoking Nsmf_PDUSession_SMContextStatusNotify service operation. Then, H-AMF selects V-SMF based on the target DNAI. Then, V-SMF sends Nsmf_PDUSession_Context Request to H-SMF.
	Alternatively, the H-SMF sends discovery request to hNRF by invoking Nnrf_NFDiscovery_Request (home PLMN ID, serving PLMN ID), and discovers the V-SMF as specified in clause 4.17.5 in TS 23.502 [9].
4.	The H-SMF inserts or changes the UL-CL/BP H-UPF. The H-SMF sends an inter-PLMN relocation indicator to V-SMF by Nsmf_PDUSession_Update Request. The inter-PLMN relocation indicator is to indicate the EAS is relocated from HPLMN to VPLMN. Optionally, the H-SMF may check with H-UDM whether UE is authorized to access VPLMN.
5.	The V-SMF selects the V-PSA UPF based on the EAS IP replacement information/EAS information. V-SMF configures the V-PSA UPF for traffic routing towards target EAS. If the EAS IP replacement information is received, the V-SMF configures V-PSA UPF with EAS IP replacement information.
6.	The V-SMF sends the acknowledgement message to the H-SMF, which includes the tunnel information towards V-PSA UPF.
7.	When H-SMF receives the acknowledgement, H-SMF configures the UL-CL/BP H-UPF for traffic routing towards V-PSA UPF if the destination address is the IP address of source EAS or target EAS

6.39.2.3	EAS relocation between operators via N6 (KI #5)


Figure 6.39.2.3-1: EAS relocation between operators via N6
0.	The UE establishes PDU Session to access the source EAS (EAS1) in PLMN1.
1.	When the EAS relocation is triggered, AF determines the source EAS should be relocated to the target EAS (e.g. EAS 2 as shown in figure 6.39.1-3) deployed by OP2 in target PLMN2 (e.g. based on a federation agreement). The AF invokes Nnef_TrafficInfluence_Create or Nnef_TrafficInfluence_Update service operation to send the request message to NEF, or invokes Npcf_PolicyAuthorization_Create or Npcf_PolicyAuthorization_Update to send the request message to the PCF directly. The request message includes the PLMN ID, which can be used as an inter-PLMN relocation indicator and indicates the EAS should be relocated to the target PLMN (identified by PLMN ID).
	If 5GC supports EAS IP replacement mechanism, the EAS IP replacement information (i.e. source EAS IP address and port number, target EAS IP address and port number) is sent to the V-SMF as specified in clause 6.3.3 of TS 23.548 [3]. Alternatively, the AF sends the EAS information (e.g. EAS IP address) to network and to UE via application layer.
2.	If the PCF authorizes the traffic routing in the PLMN1 (serving PLMN) is allowed, the PCF creates and sends the PCC rule to the SMF by invoking Npcf_SMPolicyControl_UpdateNotify service operation. The PCC rule includes the PLMN ID.
[bookmark: _GoBack]3.	Based on the received PLMN ID, the SMF can differentiate the EAS deployment information of different PLMNs (the PLMN ID is included in the EAS deployment information) and determine the target DNAI corresponding to PLMN1, and then SMF inserts or changes the PSA UPF that supports target DNAI to access target EAS via controlled IP network. The SMF configures the PSA UPF for traffic routing towards target EAS. If the EAS IP replacement information is received, the SMF configures UPF with EAS IP replacement information.
4.	UE accesses the EAS deployed in PLMN2 using PSA UPF via N6.
[bookmark: _Toc106120983]6.39.3	Impacts on services, entities and interfaces
1. EAS relocation between VPLMN and HPLMN (clause 6.39.2.1 and 6.39.2.2):
AF:
-	determines the target EAS and sends corresponding PLMN ID.
V-SMF:
-	determines target DNAI based on EAS information and EAS deployment information;
-	sends an inter-PLMN relocation indicator to H-SMF;
-	configures the UL-CL/BP V-UPF for traffic routing towards H-PSA UPF if the destination address is the IP address of source EAS or target EAS.
H-SMF:
-	determines target DNAI based on EAS information and EAS deployment information;
-	sends an inter-PLMN relocation indicator to V-SMF;
-	configures the UL-CL/BP H-UPF for traffic routing towards V-PSA UPF if the destination address is the IP address of source EAS or target EAS.
PCF:
-	authorizes the traffic routing in the target VPLMN is allowed;
-	creates the PCC rule, which includes the PLMN ID.
H-AMF:
· H-AMF selects V-SMF based on the target DNAI received from H-SMF.

2. EAS relocation between operators via N6 (clause 6.39.2.3):
AF:
-	determines the target EAS and sends corresponding PLMN ID.
PCF:
-	authorizes the traffic routing in the target PLMN is allowed;
-	creates the PCC rule, which includes the PLMN ID.

For above two cases, adding PLMN ID in EAS Deployment information. 



>>>> Next Changes <<<<

[bookmark: _Toc106120776]6.0	Solution-Key issue matrix
The solutions in clause 6 can apply to one or more key issues described in clause 5 of this report. Table 6.0-1 describes the relationship between solutions and key issues.
Editor's note:	The table below will be updated with actual content when generating the TR with approved contributions. Page number is automatically updated to ease reference (ctrl-left click to reach the solution).
Table 6.0-1: Solution-Key issue matrix
	Solution
	Key issues

	Title
	(page)
	KI#1
	KI#2
	KI#3
	KI#4
	KI#5
	KI#6
	KI#7

	01: EAS discovery in Home Routed roaming scenario
	22
	X
	
	
	
	
	
	

	02: Session Breakout in Visited PLMN
	26
	X
	
	
	
	
	
	

	03: EAS (re)discovery procedure in roaming scenario
	29
	X
	
	
	
	
	
	

	04: Support EAS (re-)discovery in VPLMN via HR PDU Session
	32
	X
	
	
	
	
	
	

	05: Accessing V-EHE via HR PDU Session
	38
	X
	
	
	
	
	
	

	06: URSP solution to support roamers access to EHE in a VPLMN
	40
	X
	
	
	
	
	
	

	07: Using URSP Rules to Establish an LBO PDU Session
	42
	X
	
	
	
	
	
	

	08: V-ECS Discovery during Steering of Roaming
	43
	X
	
	
	
	
	
	

	09: PDU Session configuration from EASDF
	45
	X
	
	
	
	
	
	

	10: LBO PDU Session establishment using PLMN criteria in RSD
	47
	X
	
	
	
	
	
	

	11: Exposure of Network Congestion
	49
	
	X
	
	
	
	
	

	12: Efficient exposure of RAN information
	52
	
	X
	
	
	
	
	

	13: Fast and efficient network exposure improvements
	56
	
	X
	
	
	
	
	

	14: Group Management
	58
	
	
	
	X
	
	
	

	15: Selection of common DNAI
	62
	
	
	
	X
	
	
	

	16: Selecting the same EAS/DNAI for collection of UEs
	70
	
	
	
	X
	
	
	

	17: Application layer EAS selection for collections of UEs
	73
	
	
	
	X
	
	
	

	18: Discovery of the same EAS for collections of UEs
	75
	
	
	
	X
	
	
	

	19: Influencing UPF and EAS (re)location for collections of UEs
	79
	
	
	
	X
	
	
	

	20: Global EASDF
	81
	
	
	
	
	X
	
	

	21: EAS Deployment information differentiated by PLMN ID
	83
	
	
	
	
	X
	
	

	22: EAS discovery for federated OPs
	84
	
	
	
	
	X
	
	

	23: Improvements for EHE operated by separate party
	90
	
	
	
	
	X
	
	

	24: Reuse Option D after UL-CL insertion
	92
	X
	
	
	
	
	
	

	25: EAS discovery in VPLMN via V-EASDF for a HR PDU Session
	94
	X
	
	
	
	
	
	

	26: SM Policy for HR Session Breakout in VPLMN
	97
	X
	
	
	
	
	
	

	27: EAS discovery with dynamic setup of a LBO PDU Session
	100
	X
	
	
	
	
	
	

	28: Support edge computing in Roaming
	102
	X
	
	
	
	
	
	

	29: Use of Internal Group ID and constraints in EDI
	107
	
	
	X
	
	
	
	

	30: Policies referring to "Allowed services" and/or "Subscriber categories"
	108
	
	
	X
	
	
	
	

	31: Providing traffic offload policy for a set of UEs with service information
	111
	
	
	X
	
	
	
	

	32: Offload policy for finer granular set of UEs
	114
	
	
	X
	
	
	
	

	33: AF requests offload policy for sets of UEs
	115
	
	
	X
	
	
	
	

	34: Selecting the same EAS/DNAI for collection of UEs
	116
	
	
	
	X
	
	
	

	35: Providing dedicated (re)location information as traffic routing information
	119
	
	
	
	X
	
	
	

	36: Providing dedicated (re)location information as EAS Deployment information
	123
	
	
	
	X
	
	
	

	37: (Re)location of same EAS and coordination across UEs
	126
	
	
	
	X
	
	
	

	38: EAS Discovery for EHE shared with other PLMN
	128
	
	
	
	
	X
	
	

	39: Support EAS relocation of inter-PLMN
	129
	X
	
	
	
	X
	
	

	40: EAS discovery for shared EHE
	133
	
	
	
	
	X
	
	

	41: Controlling non-3GPP access of EC traffic via URSP and ATSSS
	136
	
	
	
	
	
	X
	

	42: Network-guided EC traffic switching
	139
	
	
	
	
	
	X
	

	43: Network-based solution for keeping EC traffic on 3GPP Access
	141
	
	
	
	
	
	X
	

	44: EAS traffic switching avoidance
	144
	
	
	
	
	
	X
	

	45: Application selected PDU Session
	146
	X
	
	
	
	
	X
	

	46: Avoid UE switching on-going EC traffic away from 3GPP access
	147
	
	
	
	
	
	X
	

	47: Avoiding Switch Away Based on an SMF Indication
	149
	
	
	
	
	
	X
	

	48: Avoiding Switch Away Based on an Indication in the URSP
	150
	
	
	
	
	
	X
	

	49: URSP based solution to avoid UE to switch away from Edge PDU Session
	151
	
	
	
	
	
	X
	

	50: Obtain and maintain mapping table between IP address/IP range with DNAI
	152
	
	
	
	
	
	
	X

	51: EDI holding the IP address to DNAI mapping
	154
	
	
	
	
	
	
	X

	52: AF obtaining target DNAI provided by NEF
	155
	
	
	
	
	
	
	X




>>>> End of Changes <<<<
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