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Abstract: the objective of this contribution is to further enhance Solution #37 in order to minimize inactivity timer configuration and monitoring effort if a UE can be configured with associated policies to take necessary actions by itself.
1. Discussion
Solution #37 tried to extend the CN-initiated selective deactivation of UP connection of an existing PDU Session as specified in clause 4.3.7 of TS 23.502 [5] as a way to address KI #6 while ensuring to have no impact on UE. In general, all solutions addressing KI#6 can generally be categorized into: i)  those that no impacts on UE while focusing much on purely network-based operations, and ii) those that have UE impacts. Solution #37 belong to the first category while Solution #38, for instance, belongs to the second category. 
This paper is to explore how these two categories of solutions can co-exist in a network in order to further optimize in terms of cutting down inactivity timer configuration and monitoring at the network side. Thus, Solution #37 is further enhanced to relieve load on both an AMF and SMF.

2. Text Proposal

It is proposed to capture the following changes in 23.700-41 in relation to Solution #37 addressing KI#6.
* * * * First change * * * *

6.37
Solution #37: Actual UE Activity-based Slice Admission Control

6.37.1
Introduction

This solution is to extend the CN-initiated selective deactivation of UP connection of an existing PDU Session as specified in clause 4.3.7 of TS 23.502 [5]. In case of an unreasonable inactivity, i.e. the configured timer, is detected, the SMF can release the PDU Session. Subsequently, the serving AMF can deregister a UE from a given S-NSSAI if the released PDU Session is the only PDU session that used a given S-NSSAI. 
Further optimization in terms of cutting down monitoring effort of a PDU Session inactivity or UE inactivity on a Serving SMF and Serving AMF respectively is possible if UE is supposed to be configured with policies letting a UE manage releasing inactive PDU Sessions and deregistering from an unused S-NSSAI after configured timers. Such a policy that helps a UE manage releasing an inactive PDU Session or deregistering from an unused S-NSSAI is termed “UE behaviour control policies”. 
NOTE 1: 
it is assumed if the UE is configured with the UE behaviour control policy, when the PDU session need be released or S-NSSAI need be deregistered, the UE initiates the explicit PDU session release or registration update procedure as defined in TS23.502[5].
6.37.2
Functional Description

Unless a serving AMF gets notified in terms of a UE’s ability to support UE behaviour control policies, when UEs get successfully registered for a network slice, AMF should monitor for a configured time duration whether these UEs are making any PDU sessions using the same slice. If AMF finds that some of the UEs do not have any PDU sessions and the timer is expired, then it deregisters the slice by removing the slice from the Allowed NSSAI. If the same slice is present in the Allowed NSSAI of both 3GPP and N3GPP access and AMF finds no PDU session only for one of the access, then it deregisters the slice for the corresponding access.

Unless a serving SMF gets notified in terms of a UE’s ability to support UE behaviour control policies, for an already established PDU sessions, when an SMF receives an indication from UPF after a configured time duration that UE is not transferring any user plane packets and the established session is inactive then based on operator policy the SMF may release the session. SMF may give an indication to AMF while releasing the session, based on which AMF will trigger to deregister the UE from the related slice. If AMF finds out that the same UE is having active PDU sessions through other SMFs then it shall not proceed with deregistration of the slice.

The duration where AMF monitors to define the slice inactivity and UPF monitors to define the PDU session inactivity can be configured from AF or can be configured by MNO, and stored in UDM as well. These monitoring activities by a serving SMF or AMF can be restricted to the case if a UE does not support UE behaviour control policies. If, on the other hand, UE supports such a policy, a serving SMF or AMF having to monitor for inactivity, may not always be necessary.
6.37.3
Procedures
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4. SMF determines that the PDU session can be 

released.

 3. PDU Session establishment as defined in clause 4.3.2.2 of TS23.502

 5. PDU Session Release as defined in clause 4.3.4 of TS23.502

 7. UE configuration Update procedure as defined  in 

clause 4.2.4.2 of TS23.502

AF

 1. External parameter Provision as 

defined in clause 4.15.6.3

6. AMF determines that the Allowed 

S-NSSAI can be deregistered.

2. UE registration as defined in clause 4.2.2.2.2 of TS23.502.


Figure 6.37.3.-1: Network controlled slice usage based on UE activity
Depending on operator policy with regard to UEs’ support of for UE behaviour control policies, based on inactivity of the UE, the network can release the PDU session and/or remove the S-NSSAI from the Allowed NSSAI. The procedure is executed as following: 

1.
The AF which uses the indicated slice provides the UE inactivity time parameter to the UDM as defined in the clause 4.15.6.2 of TS 23.502 [5]. The UE inactivity time includes two parts, i.e. the PDU session inactivity time and S-NSSAI inactivity time. 


The defined PDU session inactivity time is associated with a DNN and S-NSSAI combination pair and optional UE type (e.g., factory UE, Vehicular UE which can be identified as group of UE). It indicates exactly when a given PDU session can be released after an observed inactivity. 


The S-NSSAI inactivity time is associated with a S-NSSAI and optional UE type (e.g., factory UE, Vehicular UE which can be identified as group of UE). It defines exactly when the serving AMF can remove that S-NSSAI from the Allowed NSSAI after an observed inactivity of a UE that has registered to a given S-NSSAI but has not established any PDU session associated with that indicated S-NSSAI.


It is also possible that the UE inactivity time is set by a mobile network operator and stored in the UDM even without any AF provisioning. 

2.
A UE performs registration procedure as defined in clause 4.2.2.2.2 of TS 23.502 [5]. As part of that procedure, the serving AMF get the S-NSSAI inactivity time from the UDM. 
Once the UE has registered on a given S-NSSAI, the serving AMF gets notified whether a given UE supports UE behaviour control policies. 

· If the UE does not support that policy handling, the AMF will starts monitoring the S-NSSAI inactivity time. For each UE this S-NSSAI inactivity time is per each given S-NSSAI if the given S-NSSAI is in the Allowed NSSAI.

· If UE supports UE behaviour control policies and there is no additional configuration that requires an AMF to still keep network control in terms of dealing with UE inactivity, the serving AMF may not configure inactivity timers for those UEs and subsequently monitor those UEs for their inactiveness before deregistering them from an unused S-NSSAI.
3.
A UE performs PDU session establishment procedure as defined in clause 4.3.2.2 of TS 23.502 [5]. As part of that procedure, the serving SMF gets the PDU session inactivity time from the UDM and also whether UE supports UE behaviour control policies. 
If the UE does not support that policy handling, the SMF configures the indicated time value at the UPF. 
A Serving SMF will configure inactivity timer and monitor PDU Sessions belonging to those UEs in case the support for UE behaviour control policies is not available for those UEs. However, a serving SMF may still keep the control of having to release PDU Sessions after an inactivity has been monitored over a configured inactivity timer even for UEs that support UE behaviour control policies, e.g. monitoring of misbehaving UEs.
4.
When the UPF detects no traffic on the related PDU session at least over the configured PDU session inactivity time, it will report to the serving SMF. The serving SMF determines that the PDU session can be released unless this PDU session is related to MPS or Emergency service. 

5.
The serving SMF triggers the PDU session release procedure as defined in clause 4.3.4 of TS 23.502 [5]. 

The serving SMF may give an indication to AMF while releasing the PDU session due to inactivity.
6.
If the serving AMF detects that no established PDU session associated with the indicated S-NSSAI over the related access type and the S-NSSAI inactivity timer (if configured at step 2) is expired, it determines that the UE’s S-NSSAI can be deregistered from a given Allowed S-NSSAI for the given access type.


For established PDU session the AMF may deregister the UE from indicated S-NSSAI if the AMF receives the PDU session release indication which is set by SMF at step 5 and the PDU session is the last PDU session associated with S-NSSAI.
7.
The serving AMF initiates the UE configuration update procedure as defined in clause 4.2.4.2 of TS 23.502 [5] to remove the indicated S-NSSAI from Allowed NSSAI of the UE.

6.37.4
Impacts on services, entities and interfaces
The following impacts are foreseen by this solution:
NEF:

-
A new UE inactivity time is to be provisioned to the network.
UDM:

-
A new UE inactivity time is to be stored and provisioned to the AMF/SMF.

SMF:

-
A new trigger for the PDU session release procedure is added, which can be per operator’s policy and UE capability.
-
Receiving the PDU session inactivity time and configuring it at the UPF. 
-
Providing one indication to AMF to deregister the associate slice because of inactive PDU Session.
AMF:

-
A new trigger for UE Configuration Update procedure is added, which can be per operator’s policy and UE capability. 

-
For each UE monitor the S-NSSAI usage based on the received S-NSSAI inactivity time from an UDM for each given S-NSSAI, which is in the Allowed NSSAI.
-
Deregistering the slice based on the Inactivity timer or indication from SMF for inactive PDU session

* * * * End of changes * * * *[image: image2.png]
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4. SMF determines that the PDU session can be released.
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 3. PDU Session establishment as defined in clause 4.3.2.2 of TS23.502


 5. PDU Session Release as defined in clause 4.3.4 of TS23.502


 7. UE configuration Update procedure as defined  in clause 4.2.4.2 of TS23.502


AF


 1. External parameter Provision as defined in clause 4.15.6.3


6. AMF determines that the Allowed S-NSSAI can be deregistered.


2. UE registration as defined in clause 4.2.2.2.2 of TS23.502.



