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Abstract of the contribution: This contribution provides an update to solution 38 to include a second option for supporting the network provided UE usage rule for slices as well as including more rules.
1. Proposal
It is proposed to accept the following changes to TR 23.700-741
FIRST CHANGE

6.38
Solution #38: On configuring the UE with UE behaviour policies
6.38.1
Introduction

This solution addresses KI#6.

It proposes that the UE can receive from the HPLMN and, if allowed, by the VPLMN, UE behaviour control policies which address the need to improve the degree of control the network operators can have of the UE behaviour in registering with network slices and establishing PDU sessions.
6.38.2
Functional Description
This solution requires the UE to support the handling of UE behaviour control policies received from the network. The UE can receive policies from both the VPLMN and the HPLMN. The policies are subject to HPLMN control, or, only if allowed by the HPLMN, to VPLMN control. Whether there are VPLMN-only policies or V-PLMN driven policies that require no HPLMN authorization can be studied (e.g. whether some policies can condition the UE behaviour only based on information available in the VPLMN or VPLMN decision is FFS).

Each policy is associated to an indication of whether it is a VPLMN policy or a HPLMN policy. A Version number of the policy is also provided to the UE (a version number can apply to a VPLMN policies and one for HPLMN policy). When the UE is powered off it should be able to store the policies for the last N visited PLMNs with N based on UE implementation, if any serving VPLMN policy applies. The UE shall store the HPLMN policies in permanent memory when received and use these unless an overriding VPLMN policy is received.

When the UE registers, it indicates to the network it supports this feature, the Version identifier of any VPLMN policies it stores and the version identifier of the HPLMN policies. Based on information the AMF receives from the UDM and based on local policy and based on checking whether the versions of the policies are up to date, the AMF decides whether and with which policies to update the UE.

The policies that the UE can receive can indicate:

1)
Whether to register with all the Slices in the Configured NSSAI for the PLMN or whether to register when a PDU session needs to be established in the network slices or whether to register with a list/subset of slices from configured-NSSAI irrespective of whether a PDU session is established or not.

2)
Whether to establish all the PDU sessions configured in the RSDs or to establish them based on the need to use these by applications or whether to establish PDU sessions to specific set of DNNs irrespective of whether an application needs it or not. Additional conditions for establishing a PDU session for a slice, may include time of the day or time interval of the day, and/or geographical location, and/or total duration in time for a PDU session regardless of activity.

If the UE is configured to operate on a "need" basis, rather than on a "configuration" basis, then the UE can additionally be provided with this information:

3)
Time to release a PDU session after no application is detected in the UE to need to use the PDU session. This time, for example, can be immediately after use is over, or the PDU session can remain Idle up to a maximum time.
4)
Time to deregister from a network slice since the last PDU session is releases which was using the network slice.
In addition: the URSP rules can be augmented with an indication of which RSD is mandatory to be established (which implies that the corresponding network slice must remain registered and the corresponding PDU session must remain established if possible and allowed in the serving PLMN. The URSP rule can also indicate whether an application matching a certain TD needs to be served always by the highest priority of an alternative set of RSDs which differ only for the S-NSSAI part, so as to implement the behaviour of always steering the UE to the highest priority slice among alternative slices whenever the higher priority slices are available, without compromising the connectivity to the same DNN of the same network.

Additionally, Configured-NSSAI can be augmented with an indication which implies that the corresponding network slice must remain registered if possible and allowed in the serving PLMN.

6.38.3
Procedures
6.38.3.1
USIM default configuration.

The UE behaviour polices may be preconfigured in the UE USIM and apply to all PLMNs, unless they are overridden by information configured in the control plane. The HPLMN policies apply across all PLMNs and may be updated by some VPLMN-specific policy, the HPLMN and VPLMN can configure the UE behaviour by the following procedures.

6.38.3.2
Control plane procedures
6.38.3.2.1  UDM Option 
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Figure 6.38.3.2.1-1: Registration with UE behaviour control assistance information (UE initially not yet configured)

In Figure 6.38.3.2.1-1 the UE is getting configured with UE behaviour control policies

0)
starting from a state where the UE has no HPLMN nor VPLMN policies.

1-2)
The HPLMN detects the UE can be provided with such policies based on the information it receives at step 2 during the registration of the UE.

3)
If the HPLMN has any UE behaviour control policies, the HPLMN provides them to the VPLMN and also an indication that on whether the PLMN is allowed to update the policies with local policy. If the HPLMN has no policy, it may still indicate whether the VPLMN is allowed to set policies in the UE.

4-5)
after the AMF receives the information it updates the UE in the registration accept including any applicable HPLMN and/or VPLMN policy in the registration accept alongside its version number.

6-7)
The UE configuration with the policies is confirmed. At reception of step 6 message, the AMF stores the applicable HPLMN and the VPLMN version number of policy. Step 7 is required only if HPLMN policies were provided.
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Figure 6.38.3.2.1-2: Registration with UE behaviour control assistance information (UE initially configured)
In Figure 6.38.3.2.1-2 the UE is getting configured with UE behaviour control policies:

0)
Starting from a state where the UE has already some HPLMN and/or VPLMN policies.

1-2)
The HPLMN detects the UE can be provided with such policies based on the information it receives at step 2 during the registration of the UE and also the versions of the HPLMN policy the UE is configured with.

3)
If the HPLMN has any new UE behaviour control policies (i.e. a new version of the policies for the UE), the HPLMN provides them to the VPLMN and also an indication that on whether the VPLMN is allowed to update the policies with local policy. If the HPLMN has no policy, it may still indicate whether the VPLMN is allowed to set policies in the UE.

4-5)
after the AMF receives the information it updates the UE in the registration accept including any applicable HPLMN and/or VPLMN policy in the registration accept alongside its version number.

6-7)
the UE configuration with the policies is confirmed. At reception of step 6 message, the AMF stores the applicable HPLMN and VPLMN version number of policy. Step 7 is required only if HPLMN policies were provided.
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Figure 6.38.3.2.1-3: Update of UE behaviour control assistance information
In figure 6.38.3.2.1-3, the UE behaviour policy is updated if a new version of HPLMN or VPLMN policy is available for a capable UE that is already configured with some policy.

1)
If, the UDM detects a new version of policy is available for the UE, it updates the AMF with this updated subscription information.

2-3)
After the AMF receives any updated UE behaviour control policies from the HPLMN in step 1, or, if it was allowed to do so by the HPLMN, it has new VPLMN policy for the UE, it updates the UE including any applicable HPLMN and/or VPLMN policy in the registration accept alongside its version number in a UE Configuration Update Command message.

4-5)
the UE configuration with the policies is confirmed. At reception of step 4 message, the AMF stores the applicable HPLMN and VPLMN version number of UE behaviour control policy. Step 5 is required only if HPLMN policies were provided.
6.38.3.2.2  NSSF/PCF Option 2
In this solution UE policies applicable to Network Slice usage in a VPLMN/HPLMN are included as an additional element in the Registration Accept or UE Configuration Update Command. These policies include rules for using the network slices subject to applicable conditions to the rules. These rules are configured either in the NSSF or the PCF, and are provided to AMF for inclusion the Registration Accept or UPU procedure. Figure 6.38.3.2.2-1 depicts the procedure.
NOTE 1: the NSSF based solution does not allow per UE policies
NOTE 2: in roaming case this means also querying the HPLMN NSSF /PCF to get the HPLMN policies and to check whether the VPLMN can set the policies.
NOTE 3: This option proposes 2 sub-options but only one sub-option is expected to be selected if this sub option is selected.
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Figure 6.38.3.2.2-1: NSSF/PCF Option for Update of UE behaviour Slice Usage policies
The steps in the call flow are as shown below.
1) In step 1, the UE registers in 5GS. The UE includes its capabilities to support handling and processing of network slice (and DNN/PDU Session) usage policies/rules. The UE MM Core Network Capability (i.e. in the UE 5GMM Core Network Capability) is extended to include this information.
2) In step 2 Registration procedure steps 2-19c are performed according to 23.502 with the additional need to store the new UE capabilities. In case, the V-PCF sub-option is selected to provide the policies, the Access and mobility related policy information is extended such that AMF provides to V-PCF the Configured NSSAI and DNNs in the Npcf_AMPolicyControl_Create (see TS 23.502 step 2 of figure 4.16.1.2-1) or the Npcf_AMPolicyControl_Update (see TS 23.502 step 1 of figure 4.16.2.1.1-1) and the V-PCF derives the related policies and provides them in the response. V-PCF can later on update the policies in Npcf_AMPolicyControl_UpdateNotify (see TS 23.502 step 3 of Figure 4.16.2.2-1).
3) In step 3 if the AMF is not configured for the policies for the Allowed slices (and V-PCF sub-option of step 2 is not used), the AMF sends a Nnssf_NSSelection_Get Request to the NSSF to either fetch Network Slice selection information and policies or just the policies applicable to usage of allowed slices (e.g. all S-NSSAIs of Configured NSSAI). The Nnssf_NSSelection_Get Request is extended to include the request of network slice usage policies for Allowed slices/Configured Slices. Alternatively, a new NSSF service operation is used to retrieve the policies in which case the AMF provides the applicable S-NSSAIs e.g. all S-NSSAIs of the Configured NSSAI, PLMN ID of the UE or complete UE ID (e.g. SUPI) and the related DNNs of the S-NSSAIs. 
4) In step 4 the Nnssf_NSSelection_Get Response is extended to include this additional network slice usage policies/rules information, or a response of the new service operation. 
5) In step 5, the AMF stores the received information, and checks if the UE supports the ability to store and process network slice usage policies/rules, unless that was done before in step 2 or before step 3.
6) In step 6 assuming UE supports the policies, the AMF includes this information in the Registration Accept response to the UE.
7) In step 7, the UE applies the received network slice rules/policies.
8) In step 8 the AMF enforces the policies. The AMF action in case of policy violation could be based on policy but is out of scope.
In case the network wants to update the polices, the AMF provides the updated policies to the UE using UE Configuration Update Command (see TS 23.502 Figure 4.2.4.2-1).
The above procedure is performed in the visited network.
6.38.3.3
URSP possible impact

Separately from the generic UE behaviour control provided by the UE behaviour control policies by HPLMN and VPLMN, it should be possible via the URSPs to control additional aspects of UE behaviour. The URSP can be augmented with information indicating whether certain RSD S-NSSAI registration is mandatory or whether certain RSD DNN+S-NSSAI PDU session establishment is mandatory.

Also, if the RSDs matching a TD share the DNN but have different priority order due to respective S-NSSAIs, the related PDU connection can be used interchangeably to serve the application in priority order. If an indication is provided to the UE to do so in the URSP, meaning that the UE is indicated explicitly to always attempt use the highest priority S-NSSAI RSD even if one RSD related to a lower Priority S-NSSAI is already being used and the higher priority RSD slice is not yet allowed.
6.38.4
Impacts on services, entities and interfaces
The following impacts are foreseen by this solution:

UE:

-
Supports the processing of the UE behaviour control policies.
-
Can receive configuration from the AMF and story it for the VPLMN and HPLMN.

-
Reports the version number of policies and indicates support of the feature.

AMF UDM Option 1:
-
Can handle UE behaviour control policies and the indications of support from UE. can store the policy versions and confirm to HPLMN the configuration of policies received from HPLMN.
PCF-UDM Option 1:

-
Can provide URSP including additional indications to control UE behaviour.
AMF - NSSF/PCF Option 2:
-
Can handle UE behaviour control policies and the indications of support from UE. Can handle policies according to either PCF or NSSF option. Enforces received policies
PCF - NSSF/PCF Option 2:

-
If the PCF sub-option of option 2 is supported then then PCF provides the UE usage policies to the AMF with impacts to Npcf_AMPolicyControl_Create, Npcf_AMPolicyControl_Update, and Npcf_AMPolicyControl_UpdateNotify.
NSSF-NSSF/PCF Option 2:

-
If the NSSF sub-option of option 2 is supported then then NSSF provides the UE usage policies to the AMF with impacts to Nnssf_NSSelection_Get Request or a new Request.
UDM – UDM Option 1:

-
Can detect support of the UE behaviour control policies support by the UE and if so provide related information to the AMF as indicated. if the AMF is belonging to a VPLMN it may indicated whether the AMF in VPLMN can generate local policies.

Nudm_UECM_Registration – UDM Option:

-
Input to optionally include "UE behaviour control support" and "version of HPLMN UE behaviour control policy".

Nudm_SDM_Get – UDM Option:

-
Output to optionally include UE behaviour control policy incl. version and whether VPLMN can update.

END OF CHANGES
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