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Abstract: Updates of solution 13 by proposing additional information for session continuity handling due to UE mobility across service area.
1. Discussion
This contribution proposes to add additional mechanism for session continuity handling in case of UE mobility across service area.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-41.

[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc104302458][bookmark: _Toc104359424][bookmark: _Toc104872603]6.13	Solution #13: Hierarchical NSACF Architecture for Maximum UE/PDU Session number control
[bookmark: _Toc104302459][bookmark: _Toc104359425][bookmark: _Toc104872604]6.13.1	Introduction
This is a solution to Key Issue #4, "Support of NSAC involving multi service Area".
As defined in Rel-17 an NSACF is deployed on a service area basis, which can be one NSACF instance or one NSACF Set. Each NSACF performs maximum number of registered UE or established PDU session number control independently. It is possible that UE registration or PDU session establishment is rejected by the network due to the maximum number of UE/PDU session is reached at the current serving NSACF even the maximum number may still be available at other NSACF. This also impacts the session continuity when the UE moves across the service area.
Thus how to enhance the NSAC mechanism when multi NSACFs are deployed at the network needs to be considered. In addition, a particular case of Multiple NSACFs may be in a roaming use case and this should also be covered.
[bookmark: _Toc104302460][bookmark: _Toc104359426][bookmark: _Toc104872605]6.13.2	Functional Description
The hierarchical NSACF architecture for the control of the maximum number of registered UEs is shown as the Figure 6.13.2-1. For an S-NSSAI, one NSACF acting as Primary NSACF is introduced. Other NSACFs take the same role as the existing NSACF, i.e. serving one service area. The Primary NSACF and NSACF is the enhancement of the NSACF defined in Rel-17 to support centralized management of a single maximum number of UEs or PDU sessions.
The slice SLA attribute (e.g. Maximum number of UEs), i.e. the global maximum number value valid across Service Areas, is only configured at the Primary NSACF. The global maximum number value is shared among different service area(s). The Primary NSACF registers its NF profile to the NRF, which can be discovered by other NF. The NF profile of the Primary NSACF includes the information that for the indicated S-NSSAI it manages for all service areas, i.e. the global service area.


Nxx:	Reference point between Primary NSACF and NSACF.

Figure 6.13.2-1: Hierarchical NSACF Architecture for UE number control(non-roaming case)


Nyy:	Reference point between Primary NSACF and NSACF.

Figure 6.13.2-2: Hierarchical NSACF Architecture (Roaming case)
With the replacement of the AMF with SMF or SMF+PGW-c, the same architecture is used for the enforcement of a maximum number of PDU session. In roaming cases the NSACF interacting with primary NSACF, which is located at the HPLMN, for the mapped S-NSSAI of the VPLMN.
To improve the signalling efficiency the Primary NSACF may allocate to each of the NSACFs a partial amount of the global maximum number that is required to be enforced. When the AMF or SMF(+PGW-C) interact with the a NSACF, if the local maximum number at the NSACF is reached, the NSACF interacts with the Primary NSACF to check whether there is more allowance for the specific S-NSSAI.
For the NEF subscription on the value of the registered UE number or PDU session number or UEs with at least one PDU session number, same handling as the multi NSACF defined in TS 23.502 [5] is executed, i.e. the NRF return the primary NSACF and other NSACFs to the NEF and NEF subscribes and get notification from primary NSACF and other NSACFs as before.
As an alternative mechanism, the subscription from NEF can be only point to the primary NSACF. In this case the NEF invoke the subscription with the primary NSACF and Primary NSACF collect the information from the NSACFs. Per the subscription event filter, the primary NSACF notify the NEF when the event if fulfilled.

[bookmark: _Toc104302461][bookmark: _Toc104359427][bookmark: _Toc104872606]6.13.3	Procedures
[bookmark: _Toc104302462][bookmark: _Toc104359428][bookmark: _Toc104872607]6.13.3.1	Registration management Procedures


Figure 6.13.3.1-1: NSAC check of the maximum number of UEs
If a S-NSSAI is subject to counting of registered UEs, it can be determined based on subscription. This simplifies the configuration in roaming and non-roaming cases. Also, this enables to indicate per VPLMN whether the feature is activated for a S-NSSAI to the VPLMN.
For a S-NSSAIs subject to counting of the number of registered UEs, the enforcement of maximum number of UEs registered for an S-NSSAI is performed as following:
1-2.	Same as the steps 1-2 defined in clause 4.2.11.2 of TS 23.502 [5].
3.	The NSACF performs NSAC for the indicated S-NSSAI.
	If the update flag parameter from the AMF indicates increase,
-	If the local maximum number of UEs is not yet reached, the NSACF execute same as step 3 defined in clause 4.2.11.2 of TS 23.502 [5]. Steps 4-8 are skipped.
-	If the local maximum number of UEs is reached by admitting the UE and the Primary NSACF does not indicate to reject the further admission in an earlier interaction, the NSACF interact with the Primary NSACF. Step 4-8 are executed.
	If the update flag parameter from the AMF indicates decrease,
-	If the UE entry to be deleted is stored at the NSACF, i.e. the UE entry with the same UE ID, NF ID and Access type is stored at the NSACF, the NSACF execute same as step 3 defined in clause 4.2.11.2 of TS 23.502 [5]. Steps 4-8 are skipped.
-	If the UE entry to be deleted is not stored at the NSACF, the NSACF interact with the Primary NSACF. Steps 4-8 are executed.
4.	If the Primary NSACF has not been discovered before, the NSACF discovers and selects the Primary NSACF, which manages the global service area.
5.	The NSACF invokes Nnsacf_NSAC_NumberOfUEsUpdate_Request to the Primary NSACF.
	The NSACF forwards the update request to the Primary NSACF. If the update flag parameter from the AMF indicates increase, the NSACF also include the current local maximum number of UEs, which is the last received from the Primary NSACF, i.e. the configured one before.
6.	The Primary NSACF performs NSAC for the indicated S-NSSAI.
	If the update flag parameter from the NSACF indicates increase and the local maximum number is received by the Primary NSACF from the NSACF, per operator's policy, the Primary NSACF may delegate the subsequent NSAC update request to the NSACF. If the following NSAC update request is delegated to the NSACF, the Primary NSACF increases the local maximum number of UEs allocated to the NSACF and does not store the received UE ID information.
	If the update flag parameter from the NSACF indicates increase and the subsequent NSAC update request is expected to be handled at the Primary NSACF due to local maximum number is reached:
-	If the Primary NSACF has not allocated the complete range of the global maximum number, per the received UE ID information the UE entry stored at the Primary NSACF is updated for the related UE ID, including the NF ID and Access type.
-	If the Primary NSACF has allocated the complete range of the global maximum number , then the UE cannot be granted admission if the UE does the initial registration. However SC can still be supported if the UE ID was managed by the primary NSACF when the UE first registered for admission in an old SA served by a local NSACF that forwarded the requested to the primary NSACF. 
NOTE 1:	For the whole global maximum number, the maximum number managed by the primary NSACF is the last one to be reached. So bBefore the maximum number managed by Primary NSACF is nearly to be reachedconsumed, the primary NSACF can decrease the local maximum number of registered UEs according to step 4 of clause 6.13.3.3 for those lLocal NSACFs that are below a configured usage threshold.
	If the update flag parameter from the NSACF indicates decrease and the UE entry is managed by the primary NSACF, per the received UE ID information the UE entry stored at the Primary NSACF is updated for the related UE ID, including the NF ID and Access type.
NOTE 2:	The UE entry managed by the Primary NSACF is used to support the session continuity when the UE moves to the new service area and the local maximum number is reached at the target NSACF.
	If the update flag parameter from the NSACF indicates decrease, the Primary NSACF updates the UE entry for the related UE ID, NF ID and Access type.
7.	The Primary NSACF returns the Nnsacf_NSAC_NumberOfUEsUpdate_Response. If the local maximum number of UEs is increased by the Primary NSACF, the updated local maximum number of UEs is also included, i.e. the updated configured value at the NSACF.
8.	The NSACF checks the response from primary NSACF and determines whether it need update the UE entry stored at the NSACF.
	If a new local maximum number of UEs is received from Primary NSACF, the NSACF replaces the local maximum number of UEs with the received updated value and update the UE entry for the related UE ID, NF ID and Access type. In other case the NSACF forwards the response to the AMF.
9.	Same as the step 4 defined in clause 4.2.11.2 of TS 23.502 [5].
[bookmark: _Toc104302463][bookmark: _Toc104359429][bookmark: _Toc104872608]6.13.3.2	PDU Session management Procedures


Figure 6.13.3.2-1: NSAC check of the maximum number of PDU Sessions
If a S-NSSAI is subject to counting of PDU sessions, it can be determined based on subscription information. This simplifies the configuration in roaming and non-roaming cases. Also, this enables to indicate per VPLMN whether the feature is activated for a S-NSSAI to the VPLMN.
For a S-NSSAIs subject to counting of the number of PDU sessions, the enforcement of maximum number of PDU Session established for an S-NSSAI is performed as following:
1-2.	Same as the steps 1-2 defined in clause 4.2.11.4 of TS 23.502 [5].
3.	The NSACF performs NSAC for the indicated S-NSSAI.
	If the UE entry update at the NSACF is possible, e.g. Adding the associated PDU session ID for increase case or removing the associated PDU session ID for decrease case, same as step 3 defined in clause 4.2.11.4 of TS 23.502 [5] is executed. Steps 4-8 are skipped.
	If the UE entry update at the NSACF is impossible, i.e. the update flag parameter from the SMF(+PGW-C) indicates increase and by admitting the PDU session the local maximum PDU session number is reached, the NSACF interacts with the Primary NSACF unless the Primary NSACF indicated to reject further PDU sessions in earlier interaction with a cause code (e.g. maximum number of PDU sessions reached). Step 4-8 are executed.
	If the Primary NSACF indicates to reject the further admission before, the NSACF reject the admission of the new established PDU session. Step 4-8 are skipped.
4.	If the Primary NSACF has not been discovered before, the NSACF discovers and selects the Primary NSACF, which manages the global service area.
5.	The NSACF invokes Nnsacf_NSAC_NumberUpdate_Request to the Primary NSACF. The message includes the S-NSSAI, requested local maximum PDU session number, i.e. increasing the local maximum PDU session number.
6.	The Primary NSACF checks the global maximum PDU session number and determine whether accept or reject the requested the local maximum PDU session number from NSACF, i.e. whether the update of the local maximum PDU session number of NSACF is accepted or not. If the Primary NSACF has no more available allowance for maximum number of PDU sessions, the Primary NSACF may indicate to NSACF to reject any new increase request. At any time, the Primary NSACF may notify NSACF to remove the indication of reject any new increase request if it has been notified to NSACF in earlier interaction.
7.	The Primary NSACF returns the Nnsacf_NSAC_NumberUpdate_Response. The response may include a new allocated local maximum PDU session number, or it may return indication to reject any further new PDU sessions with a cause code.
8.	If the primary NSACF provides a new allowance e.g. for the number of PDU sessions, the NSACF replaces the local maximum PDU session number with the received allocated local maximum PDU session number value. If the allocated local maximum PDU session number is increasing, the NSACF creates or adds the associated PDU session ID into the UE entry. Otherwise the NSACF rejects the permission to establish the PDU session as indicated.
9.	Same as the step 4 defined in clause 4.2.11.4 of TS 23.502 [5].
[bookmark: _Toc104302464][bookmark: _Toc104359430][bookmark: _Toc104872609]6.13.3.3	Redistribution of local maximum number


Figure 6.13.3.3-1: Redistribution of local maximum number
At any time the Primary NSACF may update the allocated local Maximum number of UE or PDU session configured at the NSACF as following:
1-2.	The Primary NSACF subscribes the slice event exposure service from the NSACF. This is to get the status of the current registered number of UE or established PDU session number. Per the subscription, the NSACF notifies the status of the current registered number of UE or established PDU session number based on the configured value to the Primary NSACF periodically or when above or below the configuredrelated threshold per the event subscribed.
3.	Per the received current registered UE/PDU session number at NSACFs and operator's policy, the Primary NSACF decides to update the local maximum UE/PDU session number values configured at the NSACF(s), i.e. the configured value.
4.	The Primary NSACF invokes Nnsacf_NSAC_NumberUpdate_Request to the NSACF. The message includes the allocated new local maximum number.
5.	The NSACF replaces the local maximum number with the received allocated new local maximum number value.
6.	The NSACF returns the Nnsacf_NSAC_NumberUpdate_Response.
[bookmark: _Toc104302465][bookmark: _Toc104359431][bookmark: _Toc104872610]6.13.3.4	Session continuity handling
For maximum number of PDU session control, there is no impact on PDU session handling in case of UE mobility across service area.

For maximum number of UE control, the NSACF discovered by the AMF (or SMF+PGW-C) is deployed as the following:
-	Different service area within one PLMN: the NSACF is deployed in each service area.
-	Roaming: the NSACF is located at the VPLMN.
‐	EPS interworking: when the UE camps at the EPS network, the SMF+PGW-C select the NSACF at the serving PLMN or the NSACF at the HPLMN depending on whether the PDU session is LBO PDU session or HR PDU session. When the UE camps at the 5GS network, the AMF selects the NSACF at the camping service area of the serving PLMN.
In above all case there is only one Primary NSACF instance or one NSACF Set, which is located at the HPLMN.
When UE moves across different service area, different NSACF may be interacted to perform the maximum UE number control. If local Maximum number is not reached at the target NSACF, the NSACF accepts the UE registration at the new service area. If local Maximum number is reached, the target NSACF delegatesforwards the NSAC request to the Primary NSACF. The Primary NSACF updates the UE ID entry per the received UE ID information until the maximum number at the Primary NSACF is reached. Thus even if the local maximum number at one NSACF is reached, the session continuity is still supported.
As the Primary NSACF can balance the maximum number among different NSACFs and also manage the UE ID directly, in general, the support of session continuity when UE move to a new service area should be no issue. 
[bookmark: _Toc104302466][bookmark: _Toc104359432][bookmark: _Toc104872611]6.13.3.5	HPLMN control and EPS counting support
Per the S2-2202800, GSMA has sent the new NSAC requirement. It includes two parts:
1.	NSAC controlled by the HPLMN for UE/PDU session number control.
	This is supported with the Primary NSACF located at the HPLMN.
[bookmark: _Toc104302467][bookmark: _Toc104359433][bookmark: _Toc104872612]6.13.4	Impacts on services, entities and interfaces
The following impacts are foreseen by this solution:
NSACF:
-	A new NSACF type, i.e. Primary NSACF, is introduced. Compare to the Rel-17 NSACF function, it manages the global Maximum number value and distribute global Maximum number to NSACF additionally.
-	Support the update of the local Maximum number per the instruction from Primary NSACF.
-	Determines whether the UE ID entry update is to be performed at the NSACF or Primary NSACF.
-	Support the update of PDU session number.
UDM/AMF/SMF:
-	New subscription data to support the NSAC control, EPS counting, EPS counting with at least one PDU session.
NEF:
-	For the slice status subscription, only do the subscription with the Primary NSACF.
* * * * End of changes * * * *
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