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Abstract of the contribution: This contribution provides a new solution for KI#1.
1.	Discussion
It is beneficial, when possible, to avoid service interruption. This can be avoided in case the new S-NSSAI is supported by the NFs necessary to be kept while avoiding interruption e.g. SMF (PSA).
2 Proposal
It is proposed to include the below solution to the TR.
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[bookmark: _Toc22214907][bookmark: _Toc23254040][bookmark: _Toc97057174][bookmark: _Toc97266752][bookmark: _Toc104302376][bookmark: _Toc104359341][bookmark: _Toc104872520]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
	Solutions
	Key Issues

	
	KI#1
	KI#2
	KI#3
	KI#4
	KI#5
	KI#6

	Solution #1: Additional S-NSSAI associated with the PDU session
	X
	
	
	
	
	

	Solution #2: Slice Re-mapping Capabilities for Network Slice Service Continuity
	X
	
	
	
	
	

	Solution #3: Support of Network Slice Service continuity using SSC mode 3
	X
	
	
	
	
	

	Solution #4: PDU Session on compatible network slice
	X
	
	
	
	
	

	Solution #5: PDU session handover to a target CN with an alternative S-NSSAI support
	X
	
	
	
	
	

	Solution #6: Extended SoR VPLMN Slice Information transfer to UEs
	
	X
	
	
	
	

	Solution #7: Enabling awareness of Network Slice availability in VPLMNs
	
	X
	
	
	
	

	Solution #8: Gracefully network slice termination
	
	
	X
	
	
	

	Solution #9: Support of a Network Slice with an AoS not matching existing TA boundaries
	
	
	X
	
	
	

	Solution #10: Associating a validity timer with a temporary slice
	
	
	X
	
	
	

	Solution #11: Enabling UEs to Request S-NSSAIs not uniformly available
	
	
	X
	
	X
	

	Solution #12: Solution for Centralized Counting for Multiple Service Areas and 5GS-EPS Interworking
	
	
	
	X
	
	

	Solution #13: Hierarchical NSACF Architecture for Maximum UE/PDU Session number control
	
	
	
	X
	
	

	Solution #14: Maximum Number Distribution in multiple NSACFs
	
	
	
	X
	
	

	Solution #15: Service continuity in case of Network Slice instance overload
	X
	
	
	
	
	

	Solution #16: UE assisted slice based VPLMN prioritization for Extended SoR
	
	X
	
	
	
	

	Solution #17: Slice based VPLMN Selection Policy
	
	X
	
	
	
	

	Solution #18: Sending rejected NSSAI to the UDM to assist the UDM to steer the UE to the PLMN supporting rejected NSSAI
	
	X
	
	
	
	

	Solution #19: configuring the UE with network slice aware preferred PLMNs lists
	
	X
	
	
	
	

	Solution #20: VPLMN Selection following existing SoR information
	
	X
	
	
	
	

	Solution #21: Temporary slice based on URSP
	
	
	X
	
	
	

	Solution #22: Enabling graceful slice termination with support of UE policies
	
	
	X
	
	
	

	Solution #23: UE registration for conditional network slices
	
	
	X
	
	X
	

	Solution #24: On the handling temporary network slices
	
	
	X
	
	
	

	Solution #25: Handling Rejected S-NSSAIs in some TAs of RA
	
	
	
	
	X
	

	Solution #26: Multiple areas and resource partitioning
	
	
	X
	
	X
	

	Solution #27: Exception to the rejected NSSAI handling
	
	
	
	
	X
	

	Solution #28: Support of network slices with TA granularity within a RA
	
	
	
	
	X
	

	Solution #29: On handling S-NSSAIs not supported in certain TAs of a RA during a registration
	
	
	X
	
	X
	

	Solution #30: Rejected S-NSSAI with new cause value
	
	
	
	
	X
	

	Solution #31: Enabling Flexible RAs with Slice Service Area
	
	
	
	
	X
	

	Solution #32: Solution for Network Control for UE Slice Use
	X
	
	
	
	
	X

	Solution #33: Slice-specific implicit deactivation timers
	
	
	
	
	
	X

	Solution #34: On-demand slices
	
	
	
	
	
	X

	Solution #35: Network Slice usage control by the network
	
	
	
	
	
	X

	Solution #36: UE provided reason for registration to S-NSSAI
	
	
	
	
	
	X

	Solution #37: Actual UE Activity-based Slice Admission Control
	
	
	
	
	
	X

	Solution #38: On configuring the UE with UE behaviour policies
	
	
	
	
	
	X

	Solution #39: Serving PLMN steering UE to preferred slice for selection of PDU session
	
	
	
	
	
	X

	Solution #X: Network Slice change without service interruption
	X
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[bookmark: _Toc104302384][bookmark: _Toc104359349][bookmark: _Toc104872528]6.X	Solution #2: Network Slice change without service interruption 
[bookmark: _Toc104302385][bookmark: _Toc104359350][bookmark: _Toc104872529]6.X.1	Introduction
The solution addresses the Key Issue #1: Support of network slice service continuity.
[bookmark: _Toc104302386][bookmark: _Toc104359351][bookmark: _Toc104872530]6.X.2	Functional Description
The solution provides a mechanism to determine the need to change a network slice, and to allow a change of network slice while maintaining the PDU Sessions.
The AMF determines that a PDU Session allows a change of S-NSSAI by:
-	UE indicates the support for the capability
-	SMF indicates the additionally supported S-NSSAIs and the capability to change S-NSSAI
The scenarios supported by this solution are 1b, 1c, 2d.
NOTE:	whether there is a need for any new S-NSSAI when same SMF/UPF is used and address is preserved is unclear as repartitioning may also work like done in the RAN for similar issue.
[bookmark: _Toc104302387][bookmark: _Toc104359352][bookmark: _Toc104872531]6.X.3	Procedures
[bookmark: _Toc104302388][bookmark: _Toc104359353][bookmark: _Toc104872532]6.X.3.1	General
For 1b, 1c, 2d, the AMF determines that there is a need to change S-NSSAI. For scenario 1b and 2d this is determined by information from OAM, including the case that resource re-partitioning cannot be done as to enable the existing S-NSSAI to be maintained. For scenario 1c, this is determined by NWDAF.
The AMF determines the new S-NSSAI to use e.g. by NSSF, by PCF (as in solution #2) or by OAM.
The principles for the change of S-NSSAI for the above scenarios are as follows:
-	AMF determines that a S-NSSAI need to be changed as per above logic.
-	AMF determines the S-NSSAI to use, and if SMF (PSA) supports the new S-NSSAI and the capability to change S-NSSAI, then AMF requests SMF to change to the new S-NSSAI, and initiate procedure towards the UE that the S-NSSAI has been changed.
-	If the SMF (PSA) does not support the new S-NSSAI and/or the capability to change S-NSSAI then AMF invokes procedure to initiate PDU Session transfer using any SSC mode as described by other solutions.
If it is not possible to change to a new S-NSSAI without changing SMF, then AMF invokes procedure to initiate PDU Session transfer using any SSC mode as described by other solutions.
6.X.3.2	Change of network slice
Network Slice change for scenarios 1b, 1c, 2d.


Figure 6.X.3-1: Network Slice change while maintaining the PDU Session
1.	AMF determines that a S-NSSAI need to be changed. For scenario 1b and 2d this is determined by information from OAM. For scenario 1c, this is determined by NWDAF. 
AMF then determines the new S-NSSAI to use e.g. by NSSF or by PCF (as in solution #2).
	The solution assume that UE’s URSP include rules for the new HPLMN S-NSSAI if the HPLMN S-NSSAI is changed.
2.	If SMF (PSA) supports the new S-NSSAI and the capability to change S-NSSAI (this the SMF indicates to the AMF during PDU Session Establishment), then AMF requests SMF to change to the new S-NSSAI, and initiate procedure towards the UE that the S-NSSAI has been changed.
	If the SMF (PSA) does not support the new S-NSSAI and/or the capability to change S-NSSAI then AMF invokes procedure to initiate PDU Session transfer using any SSC mode as described by other solutions i.e. indicating to SMF to request the UE to change S-NSSAI by establishing a new PDU Session.
3.	The AMF informs the UE, e.g. using UCU, the new Allowed NSSAI (new S-NSSAI can either by set as an S-NSSAI for the Serving network/PLMN or the HPLMN S-NSSAI is changed). The AMF may need to separately indicate to the UE that PDU Sessions will be modified as to avoid the UE to locally release the PDU Sessions before they are changed. To avoid a new indication in UCU, the AMF can add the new S-NSSAI in Allowed NSSAI and then trigger a new UCU after step 4, under the assumption that the UE will not start to use the to be removed S-NSSAI e.g. establishing a new PDU Session etc.

For the PDU Sessions that can be changed without re-establishment, the SMF performs PDU Session Modification procedure towards the UE and the NG-RAN indicating the new S-NSSAI for the PDU Session. For the PDU Sessions that require the UE to re-establish them, the AMF/SMF indicates to the UE to perform the re-establishment according to other solutions.
4.	The UE performs PDU Session re-establishment for the PDU Sessions that could not be changed directly.
[bookmark: _Toc104302391][bookmark: _Toc104359357][bookmark: _Toc104872536]6.x.4	Impacts on services, entities and interfaces
NG-RAN:
-	No impact.
AMF:
-	Support slice re-mapping.
-	send a message to SMF to trigger a change of S-NSSAI.
SMF:
-	trigger change of S-NSSAI for the PDU Sessions based on AMF request.
NRF:
-	Support discovery of PCF that support slice re-mapping.
PCF:
-	Support slice re-mapping.
UE:
-	Support change of S-NSSAI for serving network while maintaining the PDU Sessions.
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